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1. Introduction of Advantech Edgelink Studio

In an on-site application, one or several RTU devices may have been installed. If there is a
tool which manages to carry out the configuration and management of these RTU devices
as well as the whole project, the customers will definitely benefit a lot from it. Therefore, we
have developed EdgeLink Studio to configure and manage the devices and the project
which may have multiple devices under it.

Advantech EdgeLink Studio can run stably on Windows XP/ Windows 7/ Windows 10.

Double-click the installer icon and follow the instructions to install the studio. After the
installation, the icon of Advantech EdgeLink Studio will appear on the desktop. Double-click
it to start the configuration and management.

The main functions of Advantech EdgeLink Studio include:

1. Configure the project and the devices offline. The studio can identify different
Node IDs and download them to the device batch by batch.

2. Create 10 tags and local tags of engineering significance and implement the
mapping between the tags and the addresses through Modbus and DNP3
server.

3. Support the configuration of the input/output range of each channel for both
onboard IO and extended 10, as well as Al calibration.

4. For network communication, Ethernet, Wifi, Cellular are all supported.

5. Since protocol services are crucial to communication devices, EdgeLink offers
Modbus RTU, Modbus TCP and BACnet servers for users to select according to
their specific requirements.

6. Moreover, monitoring the communication status of both remote serial ports and
network ports is supported. The acquisition path for EdgeLink Studio installation
package is as follows: http://www.advantech.com



https://www.advantech.com/en/support/details/utility?id=1-28QPAEB

2. Project Configuration by Advantech EdgelLink

Studio

2.1 Project Management

When Edgelink Studio is opened for the first time, users can follow the procedures of
"Create Project" -> "Add Device" -> "Copy" (if multiple devices are required) -> "Save" to
initialize the project.

2.2 Create Project

Click "Create Project" under "Project" tab to pop up the below window. Then enter a name,
path and description, and click "OK" button.

M= Project »
Name: 3600
Author: li.shi
Path: C:\Users\.shi.ACN\Documents\Advantech iRTU Studio\Project ---
Description: e

oK Cancel



3. Add Device and Edit Information

1. Right-click on the project name to add a device.
2. Enter a device name.

3. Enter a password. This item is blank by default. Users can change the password
referring to 3.1.4 "Password Setting". After the password is changed, users need
to enter the new one to download the project.

4. Here allows users to identify the device by Node ID or IP Address.
5. Enter the corresponding Node ID or IP Address.
6. Select the time zone in which the device is located.

7. Fill in the device description (optional).



8. Download Default CA File.

Project

Create  Open  Close
Project Project Project

Save

BEECHAD &

Praject  Export To | Show Tag
Download D Card Count

Device Type:  ADAM-3600-C2GLIAIE

Pasword:

Ddentiy:  Node DD

NodeD: 1

PAdfies: (0000 |
Descrtio:

Project Deplay 4| Option 4
Project Confiouaton {410 Tag(3600-Wireless Dynamometer) | % Perodic Logger(3600)* | ENew Device* x )
ot m] Demo n
[ Properties DeVIce ‘ o me
0 Add Device
#f General Information
Name: 3600 '

il 9




‘J Apply Hx Discard ‘

% General Information

3.1 Identify Types

Name: New Node

Model: i

Password: speREr ADAM-3600-C2GLIALE
, ECU-1152-R11AAE

ndenty:  Node I 7 | I EcU-1251R10ME

Node ID: ] UND-13726

UND-22716G

IP Address: 0.0.0.0 UNO-2484G

Time Zone: (UTC+08:00) 167 + EBF » FRERIT... -

Description:

CPU A8 AM3352BZCZDa0

DOR3L 256 MB

On-board 10-8AI /8D1/4D0

4 Expansion Slots

Wireless communication- Zigbee/ wifif 36/GPRS

‘ 0K H Cancel ‘

e Node ID:
Indentity: MNode ID A
MNode ID: 31

IP Address/Domain Name: [192.168.172.220

When downloading, search the network for the device IP with node ID as the configuration

value, and download the project to this device.

10




e |P Address/Domain Name:

Indentity: IP Address/Domain Mame

IP Address/Dormain Mame: |192.168.172.220




You can download the project to the configured device with the device IP or domain name.

When using remote.it or devices in the gateway with port forwarding service to download
the project, the port number can be configured, such as:

adam3600-generic-tcp.at.remote.it:30000

e Azure
Indentity: Azure

HostMName=edgelink.azure-

devices.net;SharedAccessKeyMame=iothubowner;
SharedAccessKey=yxl

IotHub Connection String: | | yozamt1 1CyulXLvi1 51w7PhP2 YQPDobE2mLWY

IotHub Device ID: xue.xu3e00

You can download the project to the device through azure cloud service. You need to
configure the primary connection string in iothub and the device ID in iothub.

lotHub Connect String:
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4. Copy

For the project which has multiple devices to be configured, it will be relatively complicated
to repeatedly add a new device. EdgeLink Studio supports to completely copy the existing
device information. Users only need to right-click on the device name and select "Copy" to
add another device. Then users can edit the device information (name, Node ID and
description. etc) via two ways: double-click the device name or right-click on the device
name and select "Edit".

= Demo
o
5l Da |2 Edit
W= Datd ) Copy
Ee Serd 3 Delete
. .M Modbus Server
-0 DNP3 Qutstation
|4 WASCADA

iz TEr_1n4d
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5. Delete

If users need to completely delete a device from the project, please right-click on the device
name and select "Delete" to remove it.

= Demo
E‘"w |4 Edit
E’ Data o Copy
Ee G x Delete
: ----- M Modbus Server
D DNP3 Qutstation

----- 4 WASCADA

16



6. Project Download

After the device has been identified, users can download the device information to the

relevant device. Batch download function is supported. If users select a project on the left

tree menu and then click "Project Download", a dialog will pop up listing all RTU devices for

batch download; if users select a certain device and then click "Project Download", a dialog

will pop up with only one RTU device to be downloaded.

1.

2.

Select a device.
Click "Project Download".
Click "Download" button to start downloading.

In "Project Download" dialog, "Progress" shows the current download progress.
When complete, click "Close" button.

In "Project Download" dialog, "Reboot" allows users to set whether to reboot the
device after the downloading is complete.

17



8
Project | Hep

Advantech TagLink Studio

rary.

(reafe Open Chbse  Save | Project ExportTo  Show Tag Importfags Export tags

Project Project Project Downlbad SO Card | Count  fromBxcel  to Excel
Project i Deploy i Option i
Project Configuration « | GECI043600) x
EH Demo .I fooly || X Discard
= 18 3600-10.8.0.101
-l Data Center Channel Status; | A& Project Download (- [a]x]
[]"‘g SDaG‘Stomge ¥ Name Status P Progress
B E e W Enable Cha '
3600-10.8.0.101 Comple success 0%
M Modbus Server D
D DIP3 Outstatn L
[ WASCADA Device Addrest
LGN
- BACnet
b Bnewsxc W e
- Bvent Manager Tad
- Comectity |+ outle cickto
-0 Coud
w0 Sytem

o = @

q [ Reboat
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7. Show Tag Count

Click "Show Tag Count" to show the number of the configured tags of each device under a
project.
&l Advantech TagLink

[[E= Project Help

5 d B _
Create  Open Close  Save Project  Export To ||Show Tag
Project Project Project Download  SD Card Count

Project Deploy
Project Configuration &« J &: IEC-104(3600) x

E“'_ Demo J Apply XK Discard
=-H™ 3600-10.8.0.101
EE™¥Data Center [81]
& & 10 Tag [26]

System Tag 52 W' Enable Channel: Channel 1 - =
i Calculation Tag [0]

ChannelStatus: ) 2 3 4

Port: 2404

----- Ed User Tag [4]
=% Data Storage Device Address: 1

== Service

----- M Modbus Server
----- D DNP3 Outstation DI | AL | counter | DO | AO |

{54 WASCADA Taghame ValueType

@‘3 IEC-104 | Double click to edit
BACnet

----- & BinCwsIC
d Event Manager
-7 Connectivity
=B Cloud

-5 System

1. Click this button to show/hide the tag number on the left tree menu.

2. The number within the brackets after "Data Center" indicates the total count of
tags that have been configured in the selected device.

3. The number within the brackets under "Data Center" indicates the count of tags
that have been configured under a certain node.
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8. Export to SD Card

This function exports the configured project to the SD card. In the absence of a network
connection, the SD card can be plugged into the device to update EdgeLink.

1. No matter the project is selected or not, click "Export to SD Card" will pop up the

window listing all devices in the project.
2. Select a target path to export to.

3. Click "Export" button. When the progress bar is complete, export action is

successfully completed.
4. Click "Close" button.
Then insert SD card into EdgeLink and power on it to update the project.

Note!: The device with identification method of Node ID can use this feature to update
EdgelLink.

20



|

LB

i

lnfgla Ral

Create  Open Project  Export To | Show Tag
Praject  Project Prqect Download  SDCard | Count
Project i Deplay 4| Option 4
Project Configuration «
E-ﬂ Demo
o1 36004
-5 Data Center
- Data Logger
- Senice
-7 Connectivty
w15 System Narme Status
3600-1
There s not removable device
T T8 O =

21



9. Device Tag Import and Export

EdgeLink Studio supports bulk importing and exporting the 10 tags, calculation tags and
user tags of a device in Excel format.

([EF | Project | Heb

= L Iy N

0B 0 % V| & b
Create Open Close  Save  Project  Export To | Show Tad Importtags Export tags
miect Project Download 5D Card Count | fromBxcel  to Excel

Deploy Qafion

e |

& [EC-104(3600)

ogect Confuraton « |00 | Eewheter(3600) | G 10 Tao(3o00Newveter) | B Coud(3600)

ekl
=M 36004
QE Data Center Name Initial Value i
% 10 Tag ¥ NewTag 0l 5l
e System Tag
2 Cacuston Tag
tﬁ@ User Tag
- Data Storage
- @ Senvice
-~ Event: Manager
- Connectiity
-8 System

% Deete |3 woddy..

9.1 Import from Excel

The 10 tags, calculation tags, and user tags in the Excel table should be saved in the format

defined by the project definition, including the sheet name, header name, table data format,
22



and so on. Users select the device to import the tag, click the "import from Excel" button,
and select the Excel file to import in the pop-up window.

Import Tags
Select meters form Excel [T Praview
v E[}E‘}ar?ﬁ 1 BoardI0 | User Tag | Calc Tag o
tep-NewMeter — — y
COMNewMeter Name Type Data Type  Initial Value Description  Scan Rate = ReadWrite Conve
& User Tag v BoardIQ:ALD  I0Tag analog 0 1 1 i
¥/ Calc Tag Board0:AL1  I0Tag analog i 1 1 i
BoardI0:AL2  I0Tag analog 0 1 1 0
BoardI0:AL3  I0Tag analog 0 1 1 0
BoardI0:AL4 I0Tag analog 0 1 1 0
BoardI0:ALS  I0Tag analog 0 1 1 0
BoardIO:ALGE  I0Tag analog 0 1 1 0
BoardI0:AL7  10Tag analog 0 1 1 0
BoardI0:DL0  I0Tag discrate 0 1 1 0
BoardI0:DL1  I0Tag discrate 0 1 1 0
BoardI0:DL.2  10Tag discrate 0 1 1 0
BoardI0:DL3  I0Tag discrete 0 1 1 0
BoardI0:DL4 10Tag discrate 0 1 1 0
BoardI0:DL5 10Tag discrete 0 1 1 0
BoardI0:DL6  I0Tag discrate 0 1 1 0
L | 2
=1 output o
3.Check meter: Calc Tag success! .
========== [port: 3 succeeded, 0 faled, 0 skipped, 2 missed ==========
o 0K || Cose

1.Select the Excel table that you want to import in the left checkbox.
2.In the "Excel Preview" pane, click the tab to preview the data in the table.

3.The system automatically checks whether the selected Excel table file format meets the
import requirements and, if not, displays the error content in the export window.

4.If the Excel file format is checked correctly, click the OK button to start importing.

After you start importing, the system will ask whether to update the Tag of the selected

device. Click "OK" button to confirm the import.
23



Warning x

J l\_\ Do you want to update tags in checked meters

oK Cancel

When the import is successful,the system will pop up a successful prompt.

Success x

; l} Import Success!

When you import a device calculation tag, the system will check the calculation tag formula
and the variable definition in the Excel table. If the formula is incorrect or the variable in the
formula is not defined as the tag in the system, a prompt will be given in the export window
so that the user can check the formula and variable definitions.

5.Check meter: Calc Tag success! .

At this point, the contents of the first line in the Calc Tag table are:

24



Hew Tag

% Basic Advanced
Mame: calc Mathermatical | Functions = Trigonometry -
Initial Value: 0.0 Assignment | Boolean logic = |Constant -
Period(s): 1 Expression:
A+B+d =
Description: %
A: BoardIO:ALD B: BoardIO:ALZ2

C: Double dick to add tag|| D: Double click to add tag.

E: |Double dick to add tag| F: [Double dick to add tag.

G: | Double dlick to add tag| H:|Double click to add tag.

oK | ‘ Cancel

You can see that the formula in the Excel table is "A+B+C", and the variable ParametersC
is empty, that is, the Tag corresponding to the variable "C" is not correctly defined in the
formula.

9.2 Export to Excel

Select the device to export tags in the project, click the "export to Excel" button, in the pop-
up window, you can export Tags to the Excel file.

25



Export Tags

Select meters to Excel [TE1 Preview

%Ec{;ﬁzﬁeoterl BoardI0 ‘ NewMeterl | NewMeter | User Tag | Calc Tag ‘ Q

! COM2-NewMeter Name Data Type  Initial Value Description  Scan Rate = ReadWrite Conve

W/ User Tag o ¥ BoardI0:ALD IDTag analog 0 1 1 0

¥/ Calc Tag Board0:AL1  I0Tag analog i 1 1 i
BoardI0:AL2  I0Tag analog 0 1 1 0
BoardI0:AL3  I0Tag analog 0 1 1 0
BoardI0:AL4 I0Tag analog 0 1 1 0
BoardI0:ALS  I0Tag analog 0 1 1 0
BoardIO:ALGE  I0Tag analog 0 1 1 0
BoardI0:AL7  10Tag analog 0 1 1 0
BoardI0:DL0  I0Tag discrate 0 1 1 0
BoardI0:DL1  I0Tag discrate 0 1 1 0
BoardI0:DL.2  10Tag discrate 0 1 1 0
BoardI0:DL3  I0Tag discrete 0 1 1 0
BoardI0:DL4 10Tag discrate 0 1 1 0
BoardI0:DL5 10Tag discrete 0 1 1 0
BoardI0:DL6  I0Tag discrate 0 1 1 0

L 2
Output o
O |

1.Select the tag you want to export in the left checkbox.
2.In the "EXcel preview" pane,click the tab to preview the device tag data.
3.The export content is displayed in the export window.

4.Click the OK button to start the export operation.

5.When the export is successful,the system will pop up a successful prompt.
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Export Success!
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10. Data Acquisition Configuration

Data acquisition is an important function for RTU devices. EdgeLink supports the
acquisition of onboard 10, extended IO, 10 of serial devices, Ethernet devices to satisfy the
diversified acquisition needs. Therefore in EdgeLink Studio, users need to add and
configure those tags based on the specific acquisition requirements.

These |0 tags added into the project are real tags; while in actual project deployment, local
tags of engineering significance are also needed. Users are required to add and configure

them in EdgeLink Studio.
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11. Configure Onboard IO

In project configuration, users can add and configure |0 tags based on the real input. The
detailed operation procedures are as follows:

1. Double-click "IO Tag" in the left tree menu or right-click on it and select "Edit".
2. Fillin a tag name.

3. Select a tag address.

4. Set its initial value.

5. Select its scaling type.

6. Click "OK" button to successfully add the tag. Then this new tag will appear in
I/O Tag list.

7. Click this button to cancel the changes.
8. Add another new tag.

9. Choose one or several tags to delete.
10.Choose one or several tags to modify.

e ADAM-3600 supports 8-ch Al, 8-ch DI and 4-ch DO.
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e UNO-1372G supports 4-ch DI, 4-ch DO.

& Advantech TagLink Studio (=JaJx]
o | project | Help & @
Create  Open  Close  Save | Project  Export To | Show Tag
Project Project Project Download D Card Count

Project i Deplay 4| Option 4
Praject Configuration ‘350[] |DeviceControl#(3EUU} |EID Tag(3600-DeviceControl#) | g 10 Tag(3600-BoardI0) x
27 Demo
&1 36001 Il 0 Tag o‘ Add H ”‘ﬂﬁf¢ Delete
H-B Data Center
ﬁ§10 Tag Name Data Type Initial Value Address  Conversi... Scale Type Descripi
B I 0 BoardID v Voltage Analog 0.0 ALl /A No Scale
B l BaardID Switch Discrete 0 0Ll /A Mo Scale
Lo Tag? —
Update Tag: Voltage X
- & DeviceControl RS ALLE, ]
i) 4 Basic &l Advanced
3K ZigBea-miniPCle/USB
-7 System Tag Name: Vottagel o SalngType:  No Scale vo
-E3 Gleulation Tag DataTyoe:  [anabg Formul:
ﬁ User Tag
- Data Logger Adress ALL
7@ Senvice It Vaoe: g saal: 0
i ] Connectivity L Bizs: 0
Description: :
17 System .
Span High: 0
Span Low: 0
Clamp: Clarnp to low
Clamp to high
Clamp to zero
.
- w 0K ‘ ‘ Cancel
4
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12. Expansion Module Configuration

ADAM-3600 supports a variety of extension modules, including DO, DI, Al, AO, and other
types. The currently supported modules are as follows:

1. ADAM-3617 Al module supports the 4channel Al
2. ADAM-3618 Al module supports the 4channel Al
3. ADAM-3624 AO module supports the 4channel AO

4. ADAM-3651 DI module supports the 8channel DI
ADAM-3656 DO module supports the 8channel DO UNO devices support iDoor

o

extension modules:
6. PCM-24R1TP and PCM-24R2GL LAN card
7. PCM-24D2R4, PCM-24D2R2, PCM-24D4R2, PCM-24D4R4 serial cards
8. PCM-24S2WF Wifi module
9. PCM-2300MR-AE FRAM module
10. PCM-24S33G 3G module
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13. Add Extension Module

EdgeLink supports various extension modules, including DO, DI, Al and AO, etc. Please
follow the below procedures to add an extension module.

[E1/0(3600-1)* x

Project Configuration «

81— Demo v" Apph, x Discard

&0 360011
DE Dafa Center (% General Information o 1
5510 Tag

o Type: 10 saan Tme(ms): 25
Time Qut(ms): 2000

Description;

58 COM1 Retry Court: ]
"-@ T.CP . Auto Recover Time(s): 1p
-3 ZigBee-miniPCle/USB

Lﬂ System Tag

-£3 Cilcultion Tag

Q User Tag

[ Data Storage

i Senvice

wd Event Manager

-7 Connectivty

@B doud

i 18 System

Shot1 Shot2 ADAM-365% Slotd

Extension I0 Siot3: wowas - o

Type Name  Range Code Integrati... Type Name Mode

D00 Normal v
Dot Norrrl

D02

| | D03 Normral

. 1000
= D04 Normal

1. Double click to open the BoardlO node.
2. Modify the basic properties of the BoardIO port.

3. Users can select a Board or Slot picture on the EdgeLink schematic, and edit the
IO tag property and the slot type.
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4. After clicking on the Slot picture, users can select the module type of the
ExtensionlO.

5. Al tag supports four range options for +/-10V, +/-2.5V, 0-20mA, and 4-20mA. DI

tag supports Normal, Counter two working modes. DO tag supports Normal,
PWM two working modes.
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14. Configure Extended IO

Please follow the below procedures to configure IO tag of the extension module.

1.

2.

8.

9.

Double-click "IO Tag" in the left tree menu or right-click on it and select "Edit".
Fill in a tag name.

Select a tag address.

Select whether to reverse the signal, which is only available for DO module.
Set its initial value.

Give a description of the |0 tag, which is optional.

Click "OK" button to successfully add the tag. Then this new tag will appear in
I/O Tag list.

Click this button to cancel the changes.

Add another new tag.

10.Choose one or several tags to delete.

11.Choose one or several tags to modify.

34



& Advantech TagLink Studio N
e project | Heb 5@
e "Q -
=
Create  Open  Close  Save | Project  Export To | Show Tag
Project Project Project Download D Card Count
Project i Deplay 4| Option 4
Praject Configuration « ‘350[] |DeviceControl#(3EUU} {410 Tag(3600-DeviceControl¥) X
= Demo
8 36004 Il 0 Tag m Add H ”°'ff?¢ Delete
H-B Data Center
Uim Tag Name Data Type Initial Value Address  Conversi... Scale Type Descripi
B BoardI0 v Control_Switch0 Discrete 0 00.0 /A NoScale  MNong
- @ Boardl0
BB D —
; B.;%"I;e?”tm'é & Update Tag; Control_Switch x|
P aq
e A Basic
-3 ZigBea-TiniPCle/USB
ﬁ System Tag Name: Contral_Switcho e
@ Calculation Tag ! Data Type: Discrete
-Lg User Tag A
- Data Logger (e 00.0
- Senice Signal Reverse: e v
1 Comnectiey Iitel Value: g
17 System
Description: None H
= - ‘ 0K ‘ ‘ Cancel
4
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15. Configure 10 of Serial Devices

When creating the device, all serial ports on devices will be created at the same time. Users
need to add new ports into EdgeLink Studio following the below procedures.

Project Configuration « New Port(3600-1) x

- Demo Ap: Discard o
&M 3600-1-1
&I Data Center  General Information
54 10Tag o
- Boardl0 Type: v 03” Tme(ms): 1000

A8 COML Serial (Buit-n or miniPCle/USB) T .
; : me Qut(ms):
o T e Serial (Fourfath FB91X ZigBee) re) i
5 ZgBeemnPCle/US || Descrption iifp'alL[XBeefXBee'PRo] Retry Count: 3
- System Ta
E ! . ; Auto Recover Time(s): 1p
-3 Calculation Tag
=
-1 User Tag

[k Data Storage
L T Data Logger
@ Sanvice

- Event Manager
-] Connectivity
- Coud

[H-Ls) System

1. Right-click on "IO Tag" and choose "Add Port".

2. Select the port type from the drop-down list. Then "Serial Port Setting" will
appear and allow users to set the related parameters according to their

requirements.

3. After the setup, click "Apply" button to save the changes.If users do not want to

save the changes, click "Discard" button.

After the port has been added successfully, users can edit/delete it and add device.
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A. Right-click on the port name and select "Edit" to change the serial port settings which are
shown in below.

Project Configurztion « | E00M1(3600-1) x
Bl— Demo § Ay | X Dicrd
= 3600-1-1
- Data Center f General Information .
B-% 10 Tag
i) BoardI0 Type: Serial (Buit-n or minPCle/USB) Scan Time(ms): 1000
i 1 Ed Description: Time Qut{ms]: 000
o Edit p
5§ 71T Add Meter Retry Count: 3
.l Syst Delete
K x Auto Recover Time(s): 1
-£3 Cakufion Tag
- User Ta
E . ;7 Serial Port Setting
[ Data Storage :
% Data Logger
- Senvice = L .
4 Event Manager Baud Rate: 9600 M Party: None M
33 Comectity DBt 8 . RTS: Fae .
w-B Coud
- System Stop Bit: 1 M DTR: False M
|\| ]

B. Right-click on the port name and select "Delete" to remove this port.

C. Right-click on the port name and select "Add Device" to configure the serial device,
whose detailed settings are shown in the below figure.
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Project Configuration « | ElNewMeter(3600-1) x

&% demo ook | X Drd o
H L] L aball
-8 3600-1-1

&1 Data Center (4 General Information .
54 10Tag
0 Boardl0 Enable
m T Q Edit Name: NewNeter o
o g AddMeter | iy e ABPLCS (Alen-Badky PLCS Seres)  +
L system 3¢ Delete
Q Calculation Tag Unit Number
-4 User ag | TagWre Type: Single Wrte v
[ Data Storage :
]_:T‘ Data Logger Description:
@ Service
d Event Manager
-7 Connectivity
w3 Coud oD Add meter name as prefix to 10 tags Bulk Copy o
-1 System

Extention Properties o

Check Sum (0:CRG/1:BCC):

IKI ) 0

1.Fill in the device name information, select the device type, set the device unit number, 10
tag write mode, fill in the description information (optional).

2.Select whether to add a name prefix to the 10 tag. If you select "Yes", the Tag name is
composed of "Device name: Tag name" when you add a Tag under this device.

3.Whether to batch copy the Tags under this device. The button is only available if you
have chosen to add a name prefix to the 10 tag.
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newDevicel

Copy Meter Editor New Meter Names
Source name : newDevicel L |
[Otags: 1 b newDevicell 1

Path : 3600-1/Data Center/I0 Tag/COM1/

Serial devices require unigue unit number

Copy Count: 15

Name Template

(N][c]

[M]Source Name| | [UUnit Murmber| | [CCounter

Counter Setting Unit Nurnber Setting

Initial Value: 1y Initial Value: iy
Step: 13 Step: i,
Digit: g

4.In "Extension Properties", users can know the different protocols and their corresponding
configurations.

5.Then, click "Apply" button save the settings.If users do not want to save the changes,
click "Discard" button.

D.After a new device has been successfully added, users need to configure |10 tag, the
procedures of which are similar as for "Configure Onboard 10" (see below)..
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Project Configuration 4 [44 10 Tag(3600-1-newDevice1)

Br Demo Hn Add... ‘ ‘x Delete ‘ ‘E Modfy... ‘o
-1 3600-1-1
DE Data Center Name Data Type Initial Value Scan Rate  Address  Conversi.. Scale Ty
D% 10 Tag b newDevicel:newTagl  Analog 0.0 1 0:000 Unsigned ... No Scale
-8 Board0
£ COML New Tag
o newbevicel || 4 pasic o Advanced o
p 4 10 Tag
: Name: NewTag ScaingType: Mo Scale M
-3 ZigBee-minPCle/U
Data Type: N Formula:
L] System Tag i Analog
@ Calcufation Tag Conversion Unsigned Integer v
18 User ag Address: Scale: i
[ Data Storage .
-1 Data Logger FRiE 0 LizEE .
-2 Service Length(bt): 15 Clamp: [] Clamp to span low
a< Event Manager Span Hih D Clamp to span h\gh
pan High:
- Connectivty 100 [ Camp to zer0
- Cloud 5pan Low: 0
-8 System Inital Value: (g g
5aan Rate: 1
Description;

Al

i ]

E.If users want to delete the newly added device, right-click on the device name and select
"Delete" to remove it.

40



16. Configure 10 of Ethernet Devices

EdgeLink Studio supports to edit/delete the port via Ethernet and add device to it.

1. Right-click on the port name and select "Edit" to change the Ethernet port settings

which are shown in below.

& Advantech TagLink Studio

(=Jo])x]
| 15 H Project ‘ Help & @
T

§ ' 5§ | O
Create  Open  Close  Save | Project  Export To || Show Tag
Project Project Project Download D Card Count
Project i Deplay 4| Option 4
Praject Configuration « ‘TemperatureSensorl#(Bﬁl]U} |@ID Tag(3600-TemperatureSensorl#) | [u TCP(3600) X 1
27 Demo
; A Cancel Change
&1 3600-1 TC P pply g
£ 4 Data Center [38]
5% Data Center 4] 4 General Information
wBJo[3] s
: : can Time(ms):
8 COM2[1] Type: TP 1000
S re Name: Time Qut{ms):
; T : TCP ' 3000
% 7fl2) Edi
@ Syste rf". Add Meter Description: Retry Count: 3
-5 Gl R Delete Auto Recover Time(s): g
Q User Ta@T0]
- Data Logger
{2 Senice
-7 Connectivity
17 System
{ 1 | +
|\| )
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Note! This TCP port is a software port, so the quantity of its entity ports is not restricted to 2
. Users can freely add a new port as required.

2. Right-click on the port name and select "Delete" to remove this port.

3. Right-click on the port name and select "Add Device" to configure the Ethernet
device, whose detailed settings are shown in the below figure.

R Advantech TagLink Studio (= J(a])(x]
e | project | Heb 5@
. ™ W
TECIEEE
Create  Open  Close  Save | Project  Export To || Show Tag
Project Project Project Download D Card Count
Project i Deplay 4| Option 4
Projct Conurtin « | 0 Ta00 Tempertuesenans) | [ T00600)  ENewMeter(3600)* X {
= Demo
8 36004 New Meter ‘ Aply HC‘"'"“"C“""'-“’
1B Data Center [38)
B- % Data Center [4] % General Information .
w @ 10[3]
...@ COM2 1] Hame: PowerMeter
E - Edit Meter Type: Modicon v
Syste * Add Meter Unit Nurrber: 2
55 Clak 3 Delete N e
5 e a0 0] Description: ower Meter D3
- Data Logger
{2 Senice
-7 Connectivity
f-ke) System
B & TCP/IP
IP Addrass: 10.0.0.2
Part Nurrber: 502
% Extention Properties
{ ] ot [] Device Addrass (if other than Unit Number):
A @ -
= Usa LIDP: -
4
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4. After a new device has been successfully added, users need to configure |10 tag, the

procedures of which are similar as for "Configure Onboard 10" (see below).

5 Advantech TagLink Studio (=J(=]lx]
‘ 15 H Project ‘ Help &5 @
1 I %
rE-Ery I
Create  Open  Close  Save | Project  Export To || Show Tag
Project Project Project Download D Card Count
Project i Deplay 4| Option 4
Project Configuratian « ‘ [uf TCP(3600) |P0werMeter[36UU} {41 10 Tag(3600-PowerMeter) x 1
2= Demo
&1 36001 Il 0 Tag o‘ Add H Mﬂd'f\'Q D*ted
£-4 Data Center [39]
D% Data Center [5)] Name Data Type Initial Value Address  Conversi... Scale Type Descript
i1 /0 [3] b cument Analog 0.0 30002 Unsigned ... No Scale
- C0M2 [1] —
Update Tag; current X
ST B vzl )
FHE Powereter [1 A Basic Q &l Advanced o
- 10 Tag
-3, ZigBea-minPCle/USB [( ame: current SaingType: Mo Scale M
8 System Tag 4] DB TYE  Analog v Formue:
@ Calculztion Tag [0] . .
I3 User Tag [0] | Converson  (ngigned Integer v
f-¢= Datz Logger Address; 20002 Scale: 0
{2 Senice ) Sttt Bit: " Bias: 0
-7 Connectivity |
18 System Length(bt): 15 Span High: 0
Inial Vale: g0 Span Low: 0
Description: Clamp: Clarnp to low
Clamp to high
Clamp to zero
¢ Il | +
W\ O = e
4

If users want to delete the newly added device, right-click on the device name and select
"Delete" to remove it.

It should be noted that EdgeLink Studio supports one Ethernet port by default. If two or
more Ethernet ports are required, users need to add new ports referring to the following

procedures.
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1. Right-click on "Data Center" and select "Add Port".
2. Select the port type and fill in the port name.

3. Give a description of the port, which is optional.

4. Then, click "Apply" button save the settings.

5. If users do not want to save the changes, click "Discard" button.

R Advantech TagLink Studio (= J(a])(x]
e | project | Heb 5@
r|]
Create  Open  Close  Save | Project  Export To || Show Tag
Project Project Project Download D Card Count
Project i Deplay 4| Option 4
Projct Conurtin « | o) | Eroveneta(3600) | 10 TagEe00Povemeter) | E New Por{3600) X {
2= Demo a
I 36004 New Port o Apply Cancel Chang
£ Data Center [39]
54 Data Center [5] 4 General Information
0L Scan Time(ms):
1 COM2[1] Type: . o L0
Serial - :
il 10 1] . XBee/XBeePRO Tl b
- PowerMeter [1] =
i 10Tag Description: Retry Count: 3
- 3R ZigBee-minPCle/USB Auto Recover Time(s): g
System Tag [34]
@ Calculztion Tag [0]
E User Tag [0]
- Data Logger
{2 Senice
-7 Connectivity
17 System
¢ Il | +
R
4
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17. Configure 10 of Wireless Zigbee Devices

For acquisition requirements of wireless Zigbee devices, users can right-click on the port

name to edit/delete it and add device to it.

a. The port settings are preset when Zigbee port was firstly added. If there is any
information needed to be changed, right-click on the port name and select "Edit" to

modify, then click "Apply" button to save the changes.

B. Right-click on the port name and select "Add Device" to add a new Zigbee device.
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R Advantech TagLink Studio (= J(a])(x]
e | project | Heb & @
= ™ B R\
Create  Open  Close  Save | Project  Export To || Show Tag
Project Project Project Download  SD Card || Count
Project i Deplay 4| Option 4
Projct Conurtin « | G Tag(3o00Powereter) | @ ew port(3600) | £ User Tag(3600)  EMewMeter(3600)* X {
2= Demo
Sm New Meter O w Hcmcmg@
£-4 Data Center [40]
B- % Data Center [5] % General Information o .
wBJo[3]
-5 COM2 [1] Name: Newhleter
i TP 1
E (U Meter Type: Modicon M
REDR
System Unit Nurrber: 1
5 Gl E_AaVeer ] N
5 Veer Tagx Delete Description: one
- Data Logger
{2 Senice
-7 Connectivity
17 System
% Extention Properties o
ZigBee 64-bit Address:
000000o0oanoffit
ZigBee 15-bit Address:
Oxfffe
¢ Il | + Use ASCII Pratocal
< ”
\ :
= Packet Delay (ms): .
4

C. Add IO tag of wireless Zigbee device, the procedures of which are similar as for
"Configure Onboard 10" (see below).

1. Double-click or right-click 10 tag to edit it.
2. Fillin the basic information of the tag.
3. Set the scaling type of the tag.
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4. Click "OK" button to add this new tag.
5. Click "Add" button to add another tag.
6. Select one or several tags and click "Delete" button to remove it/them.

7. Select one or several tags and click "Modify" button to modify it/them.

& Advantech TagLink Studio (=JaJx]
| project | Help & @
e i .ﬁ\\

Create  Open  Close  Save | Project  Export To || Show Tag

Project Project Project Download  SD Card || Count
Project i Deplay 4| Option 4
Project Configuratian « ‘ £ User Tag(3500) | 5 Wieless Dynamometer(3600) | | 10 Tag{3600-Wireless Dynamometer) X 1
2= Demo
&1 36001 Il 0 Tag 0‘ Add H Moify ¢ Ddetea
£ 4 Data Center [41]
Di Data Center [6] Name Data Type Initial Value Address  Conversi... Scale Type Descript
-- K] v Displacement Analog 0.0 30001 Unsigned ... No Scale
-5 COM2 [1]
£l TP [1] _ -
-3, Zggea-miPClejusa 1 | Update Tag: Displacemen £3
B Wireless Dynamome | (47 Basic @ =l Advanced 0
g 10 Tag
L7 System Tag [34] Name: Displacement ScaingType: Mo Scale M
@ Calculztion Tag [0]
Data Type: - Formufa:
ﬁ User Tag [1] Ardog
i Data Logger Converson — nsigned Integar v
{2 Senice Adress: 30001 Scale: 0
- Connectiviy .
N i Bias: 0
f-15) System i 0
Length(bit): 16 Span High: 0
Infial Vale: g0 Span Low: 0
Description: Clamp: Clarnp to low
Clamp to high
Clamp to zero
¢ i |
:
= 0‘ 0K ‘ ‘ Cancel ‘
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The Zigbee wireless device supports configuring tags in the device template mode. For
details, see 2.2.12 Device Template.
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18. View System Tag

System tag keeps basic information and hardware status of RTU. In this page, users can
only view the preset system tags. The operations of adding, editing or deleting are not

available.
Praject Configuration « | (] System Tag(3600) x
2 Demo
- 36001 SVStem Tag
H-4 Data Center
w10 Name Data Type Description
-7 COML b #SYS_UPTIME Analog The current uptime(UTC)
-l TP #5Y5_CURRENT TIME Analog The current system time(UTC)
- ZgBee-minPCle/USR #5Y5_0PU_FREQ Analog CPU frequency
- syen g #5Y5_MEM STE Mg Nemoy szelBte)
-l S Ty #5Y5_CPU_USED Anahg CPU utization rate(%)
JLDg:t:I ﬁg?i #5YS_MEM_USED Andlog Memory utiizton rate(%)
8 Sanica #5YS_TFCARD_CAPACITY Analog TF card capacty(Byte)
7 Comnectiey #5YS_TFCARD_FREE _SPACE Analog TF card free space(Byte)
[ gystem #5YS_SDCARD_CAPACITY Analog 8D card capaciy(Byte),the value is 0 f there 5 no 5D card
#5YS_SDCARD_FREE_SPACE Analog 8D card free space(Byte),the value & 0 ff there & no SO card
#5YS_NODE_ID Analog Node ID on RTU
#5Y5_COM_COUNT Analog COM count
#5Y5_LAN_COUNT Analog LAN count
#MOBILE_MNO Analg Mabile netwark operator
#MOBILE_MNT Analog Mabile netwark type
#MOBILE_MDT Analog Mabile data traffic
#MOBILE_MPN Analog Mabile phone number
#MOBILE_SIGNAL_QUALITY Analog Signal quality of sim card.
#MOBILE_(SQ Analog Received Signal Strength Indication
#WLANO_SIGNAL_QUALITY Analog Signal quality of wind.
#WLAND_SIGNAL_LEVEL Analog Signal level of wian0.
#1CDM_COM1_SCORE Analog COM 1 scare
#1CDM_COM32_SCORE Analog COM 2 scare
#1COM_COM3_SCORE Analog COM 3 scare
#1COM_LAN1_SCORE Analog LAN 1 score
ZICOM_LANT_LTNK Analag LAN 1 fink state
‘ #1COM_LANZ_SCORE Analog LAN 2 score
‘\} g Y ZICOM_LAN2_LTNK Analag LAN 2 fink state
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19. Configure Calculation Tag

Calculation tag is a kind of special tags, the value of which indicates the calculation result of
an formula. The parameter of this formula can be a tag or a constant. Also, the expression
can utilize some common calculation methods, including arithmetic & logic operation and
trigonometric function, etc..

Calculation tag can perform some relatively complex operations, such as converting the
acquired sensor value to the real physical quantity (liquid level, wind speed, etc.), so as to
make the computation less intensive for the upper computer as well as the device more
intelligent.

Each calculation tag corresponds to one expression which may support at most 8 tags as
its input variables. For users' convenience, 8 tags are represented by A,B,C, D, E, F, G
and H (case insensitive) in the expression.

19.1 Add Calculation Tag

Please follow the procedures to add a calculation tag:
1. Double-click on "Calculation Tag" in the left tree menu.
2. Click "Add" button to add a new calculation tag.

3. Fill in the basic information. "Periods (s)" specifies how often the tags are
calculated, and its unit is second.

4. Enter an expression. Uses can select default function or operator from the pull-
down lists or type them manually. The example figure shows the calculation
expression of "Lighting Failure", the expression logic of which is that the lighting
is failed when the value of any tag in four switches is 0.

5. Double-click the variable box to add a tag.

6. Click "OK" button to save the changes.
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N
V‘ Project | Help

Advantech TagLink Studio

Project Project Project

DEO0H/ 0 &

Create  Open  Close  Save | Project  Export To | Show Tag

Download D Card Count

A

]

Project i Deplay 4| Option 4
B doran « | * Actve Comectin(3600) | 55 Caulation Tag(3600) X
2= Demo -
W Calculation Tag QO w  ww | me
H-B Data Center
% Data Center Name Data Type Initial Value Formula Description
-3 System Tag b Lighting faiure Analg 0.0 not(A and Band C and D)
-£3 Caculation Tag
L3 User Tag
- Data Logger
{2 Senice R/ Update Tag: Lighting failure x|
5 Connectii
-7 Connectivity P Basic & Advanced
[} System

o Name: Lighting falure

Mathematical + Functions — + Trigonometry =

Initial Vake: 0.0

Assignment v Boolean bgic + Constant v

Period(s): 1 Expression:
not(Aand Band Cand D)
Description: o g
o A X0 B i1
C Fx2 D: B3

E: |Double click to add tag) F: |Double click to add tag.

G:|Double click to add tag| H:|Double cick to add tag.

19.2Expression Check

+(=)

On the right of "Expression" box there is a calculator buttonk&&&d. Click it to open "Calc

Expression" window shown as below. This interface is roughly the same as "Advanced"

setting interface in the above, but with a "=" button and a box displaying the operation
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result. Besides, the variable boxes here require users to input the variable values rather
than tag names.

M Calc BExpression x
Mathermatical = Functions - | Trigonometry -
Assignment  ~ | Boolean logic ~ | | Constant A
Formula:
not{& and B and Cand D) E 1
A=1 B=
C=3 D=4
E=|5 = 0
G=7 H=|8 oK Cancel

To verify the expression is correct or not, users can click this button Eto get the result,

then review it to see its correctness. After the expression has been verified, click "OK"
button to update the value; if users do not want to update it, click "Cancel" button.

19.3 Function and Operator Description

Through the drop-down boxes, users can set the functions and operators calculation tag
supports, which is divided into five categories: "Mathematical", "Functions", "Trigonometry",
"Assignment" and "Boolean logic". Moreover, "Constant" box is also provided, allowing
users to select from three constants: pi (the ratio of the circumference to the diameter of a
circle), epsilon (the smallest positive double value that is greater than zero) and inf (infinity).

As shown in the figure below, the functions or operators listed in the box can be classified
into three types: 1. With no brackets, this indicates binary operations (labeled with 1); 2.
With brackets but no comma, this means this function only has one parameter (labeled with
2); 3. With brackets and comma, this means the function supports more than one
parameter (labeled with 3).
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| Calc Expression

not(A and B and

nan
nor

D 1
rru:urIEI '} a

Mathermatical = Functions - | Trigonometry -
Assignment  * | |Boolean logic * | Constant A
Formula: °and -

mand( )

A=|1 o not()

c=3 or -

E=|5 = |0

G=|7 H=|8 oK Cancel

All functions and operators are described as follows:

0. Arithmetic & Assignment Operators

OPERATOR

+

%

DEFINITION

Addition between x and y. (eg: x +y)
Subtraction between x and y. (eg: x - y)
Multiplication between x and y. (eg: x * y)
Division between x and y. (eg: x/ y)
Modulus of x with respectto y. (eg: x % y)
x to the power of y. (eg: x " y)

Assign the value of x to y. Where y is either a
variable
or vector type. (eg: y := Xx)

Increment x by the value of the expression on
the right

hand side. Where x is either a variable or
vector type.

(eg: x +=abs(y - z))

Decrement x by the value of the expression on
the right
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hand side. Where x is either a variable or
vector type.
(eg: x[i] -= abs(y + z))

Assign the multiplication of x by the value of the

expression on the righthand side to x. Where x
*= is either

a variable or vector type.

(eg: x *=abs(y / z))

Assign the division of x by the value of the

/= expression
on the right-hand side to x. Where x is either a
variable or vector type. (eg: x[i + j] /= abs(y * z))
Assign x modulo the value of the expression on
the right

Y%= hand side to x. Where x is either a variable or
vector

type. (eg: x[2] %=1y * 2)
1. Equalities & Inequalities

OPERATOR  DEFINITION

==or= True only if x is strictly equal to y. (eg: x ==y)
<>or!= True only if x does not equal y. (eg: x <>y orx !=y)
< True only if x is less than y. (eg: x <)

<= True only if x is less than or equal to y. (eg: x <=y)
> True only if x is greater than y. (eg: x > y)

>= True only if x greater than or equal to y. (eg: x >=y)

2. Boolean Operations

OPERATOR  DEFINITION

True state or any value other than zero
(typically 1).

true
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false

and

mand

mor

nand

nor

not

or

Xor

Xnor

False state, value of exactly zero.

Logical AND, True only if x and y are both true.
(eg: xandy)

Multi-input logical AND, True only if all inputs
are

true. Left to right short-circuiting of
expressions.

(eg: mand(x >y, z<w, uorv, wand x))

Multi-input logical OR, True if at least one of the

Logical NAND, True only if either x or y is false.
(eg: x nand y)

Logical NOR, True only if the result of x ory is
false
(eg: x nory)

Logical NOT, Negate the logical sense of the
input.
(eg: not(x and y) == x nand y)

Logical OR, True if either x or y is true. (eg: x or
y)

Logical XOR, True only if the logical states of x
andy
differ. (eg: x xory)

Logical XNOR, True iff the biconditional of x
andyis
satisfied. (eg: x xnory)

Similar to AND but with left to right expression
short
circuiting optimisation. (eg: (x & y) == (y and x))

3. General Purpose Functions
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FUNCTION

abs

avg

ceil

clamp

equal

erf
erfc

exp

expm1

floor

frac

hypot

iclamp

inrange

DEFINITION
Absolute value of x. (eg: abs(x))

Average of all the inputs.
(eg: avg(x,y,z,w,u,v) == (x+y+z+w+u+v)/
6)

Smallest integer that is greater than or equal to x.

Clamp x in range between r0 and r1, where r0 <
r1.
(eg: clamp(r0,x,r1))

Equality test between x and y using normalised
epsilon

Error function of x. (eg: erf(x))
Complimentary error function of x. (eg: erfc(x))
e to the power of x. (eg: exp(x))

e to the power of x minus 1, where x is very
small.
(eg: expm1(x))

Largest integer that is less than or equal to x.
(eg: floor(x))

Fractional portion of x. (eg: frac(x))

Hypotenuse of x and y (eg: hypot(x,y) = sqrt(xx +
)

Inverse-clamp x outside of the range rO and r1.
Where

rO < r1. If x is within the range it will snap to the
closest bound. (eg: iclamp(r0,x,r1)

In-range returns 'true' when x is within the range
r0
and r1. Where r0 < r1. (eg: inrange(r0,x,r1)
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log10

log1p

log2

logn

max

min

mul

ncdf

nequal

pow

root

round

roundn

sgn

sqrt

Natural logarithm of x. (eg: log(x))
Base 10 logarithm of x. (eg: log10(x))

Natural logarithm of 1 + x, where x is very small.
(eg: log1p(x))

Base 2 logarithm of x. (eg: log2(x))

Base N logarithm of x. where n is a positive
integer.

(eg: logn(x,8))

Largest value of all the inputs. (eg:
max(X,y,z,w,Uu,Vv))

Smallest value of all the inputs. (eg:
min(X,y,z,w,Uu))

Product of all the inputs.
(eg: mul(x,y,z,w,u,v,t) == (x*y*z*w*u*v*t))

Normal cumulative distribution function. (eg:
ncdf(x))

Not-equal test between x and y using normalised
epsilon

x to the power of y. (eg: pow(x,y) == x"vy)

Nth-Root of x. where n is a positive integer.
(eg: root(x,3) == x*(1/3))

Round x to the nearest integer. (eg: round(x))

Round x to n decimal places (eg: roundn(x,3))
where n > 0 and is an integer.
(eg: roundn(1.2345678,4) == 1.2346)

Sign of x, -1 where x <0, +1 where x > 0, else
Zero.

(eg: sgn(x))

Square root of x, where x >= 0. (eg: sqrt(x))
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sum

swap

<=>

trunc

Sum of all the inputs.
(eg: sum(x,y,z,w,u,v,t) == (x +y+z+w+u+v

+1))

Swap the values of the variables x and y and
return the

current value of y. (eg: swap(x,y) or x <=>y)

Integer portion of x. (eg: trunc(x))

4. Trigonometry Functions

FUNCTION

acos

acosh

asin

asinh

atan

atan2

atanh

DEFINITION

Arc cosine of x expressed in radians. Interval [-
1,+1]
(eg: acos(x))

Inverse hyperbolic cosine of x expressed in
radians.
(eg: acosh(x))

Arc sine of x expressed in radians. Interval [-
1,+1]
(eg: asin(x))

Inverse hyperbolic sine of x expressed in
radians.
(eg: asinh(x))

Arc tangent of x expressed in radians. Interval [-
1,+1]
(eg: atan(x))

Arc tangent of (x / y) expressed in radians. [-
pi,+pi]
eg: atan2(x,y)

Inverse hyperbolic tangent of x expressed in
radians.
(eg: atanh(x))
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cos
cosh
cot
csc
sec
sin
sinc
sinh
tan

tanh

deg2rad

deg2grad

rad2deg

grad2deg

Cosine of x. (eg: cos(x))

Hyperbolic cosine of x. (eg: cosh(x))
Cotangent of x. (eg: cot(x))
Cosecant of x. (eg: csc(x))

Secant of x. (eg: sec(x))

Sine of x. (eg: sin(x))

Sine cardinal of x. (eg: sinc(x))
Hyperbolic sine of x. (eg: sinh(x))
Tangent of x. (eg: tan(x))

Hyperbolic tangent of x. (eg: tanh(x))

Convert x from degrees to radians. (eg:
deg2rad(x))

Convert x from degrees to gradians. (eg:
deg2grad(x))

Convert x from radians to degrees. (eg:
rad2deg(x))

Convert x from gradians to degrees. (eg:
grad2deg(x))

5. String Processing

FUNCTION

I=, <>

<=’ >=

DEFINITION

All common equality/inequality operators are
applicable

to strings and are applied in a case sensitive
manner.

In the following example X, y and z are of type
string.

59



like

ilike

[rO:r1]

(eg: not((x <="AbC'") and ("1x2y3z' <>y)) or (z ==
X)

True only if x is a substring of y.
(eg: x iny or 'abc' in 'abcdefgh')

True only if the string x matches the pattern y.
Available wildcard characters are " and '?’
denoting

zero or more and zero or one matches
respectively.

(eg: x like y or 'abcdefgh' like ‘a?dh’)

True only if the string x matches the pattern y in
a

case insensitive manner. Available wildcard
characters

are ""and '?' denoting zero or more and zero or
one

matches respectively.

(eg: x ilike y or 'a1B2c3D4e5F6g7H' ilike 'a?dh')

The closed interval [rO,r1] of the specified string.
eg: Given a string x with a value of 'abcdefgh'’
then:

1. x[1:4] == 'bcde'

. X[ :5] == x[:10 / 2] == "abcdef'

. X[2 + 1: ] == x[3:] =='defgh’

. X[ : 1 == x[:] == "abcdefgh’

. X[4/2:3+2] == x[2:5] == "cdef'

a b WODN

Note: Both r0 and r1 are assumed to be
integers, where

rO <= r1. They may also be the result of an
expression,

in the event they have fractional components
truncation

will be performed. (eg: 1.67 --> 1)
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Assign the value of x to y. Where y is a mutable
string
or string range and x is either a string or a string

range. eg:

1.y =X

2.y :="abc'

3.y =x[i+]]

4.y :='0123456789'[2:7]

5.y :='0123456789'[2i + 1:7]

6.y :=(x:='0123456789'[2:7])
7.ylizj] =x

8. y[i:j] := (x + 'abcdefg'[8 / 4:5])[m:n]

Note: For options 7 and 8 the shorter of the two
ranges
will denote the number characters that are to be
copied.

Concatenation of x and y. Where x and y are
strings or

string ranges. eg

1.x+y

2. x +'abc'

3. x+y[i+]]

4. x[i;j] + y[2:3] + '0123456789'[2:7]
5.'abc'+x+y

6. 'abc' +'1234567'

7. (x +'a1B2c3D4' + y)[i:2j]

Append to x the value of y. Where x is a mutable
string

and y is either a string or a string range. eg:
1.x+=y

2. x +="abc'

3. x+=y[:i +]j] +'abc’

4. x +='0123456789'[2:7]
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Swap the values of x and y. Where x and y are
<=> mutable

strings. (eg: x <=>y)

The string size operator returns the size of the
string

being actioned.

eg:

1.'abc'[] == 3

2. var max_str_length := max(s0[],s1[],s2[],s3[])
3. ("abc' + 'xyz")[] ==

4. (("abc' + 'xyz")[1:4])[] ==

I

6. Control Structures

STRUCTURE DEFINITION

If x is true then return y else return z.

eg:
" 1.if (X, y, 2)
2.if(x+1)>2y,z+1,w/v)
3.if(x>y)z
4.if (x<=2%){z+w};
The if-else/else-if statement. Subject to the
condition
branch the statement will return either the
value of the
consequent or the alternative branch.
eg:
1.1f (x > y) z; else w;
if-else 2.if(x>y)z elseif (w!=u)v;
3.if(x<y){z;,w+1;}elseu;
4.if (x!=y)and (z > w))
{
y :=sin(x) / u;
z=w+1;
}

else if (x > (z + 1))
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switch

while

{

w :=abs (x-y) + z;
u:=(Xx+1)>2y?2u:3u;
}

The first true case condition that is
encountered will

determine the result of the switch. If none of
the case

conditions hold true, the default action is
assumed as

the final return value. This is sometimes also
known as

a multi-way branch mechanism.

eg:

switch

{

case x> (y+2z):2*x/abs(y - z);

case x < 3:sin(x +y);

default : 1 + x;

}

The structure will repeatedly evaluate the
internal

statement(s) 'while' the condition is true. The
final

statement in the final iteration will be used as
the

return value of the loop.

eg:

while ((x -= 1) > 0)

{

y:=x+z

Wi=u+ty;

}
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The structure will repeatedly evaluate the
repeat/ .
internal

statement(s) 'until' the condition is true. The
final

statement in the final iteration will be used as
the

return value of the loop.

eg:

repeat

until

y =X+ 2z
Wi=u+y;
until ((x += 1) > 100)

The structure will repeatedly evaluate the

internal

statement(s) while the condition is true. On

each loop

iteration, an 'incrementing' expression is

evaluated.

The conditional is mandatory whereas the
for initialiser

and incrementing expressions are optional.

eg:

for (varx:=0; (x<n)and (xI=y); x += 1)

{

y:=y+x/2-z

wi=u+ty;

}

Break terminates the execution of the nearest
break
enclosed

loop, allowing for the execution to continue on
external

break(] to the loop. The default break statement will
set the

return value of the loop to NaN, where as the
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return

based form will set the value to that of the
break

expression.

eg:

while ((i += 1) < 10)
{

if (i<5)

j-=i+2

else if (i % 2 == 0)
break;

else

break[2i + 3];

}

Continue results in the remaining portion of the
nearest

enclosing loop body to be skipped.

eg:

for (vari:=0;i<10;i+=1)

{

if (i <5)

continue;

=132

}

Return immediately from within the current

continue

expression.
With the option of passing back a variable
number of
values (scalar, vector or string). eg:
return
1. return [1];
. return [x, 'abx'];
. return [x, x + y,'abx'];
. return [J;

f(x<y)

a b~ ODN

65



return [x, X -y, 'result-set1', 123.456];
else
return [y, x +y, 'result-set2'];

Ternary conditional statement, similar to that of
the
above denoted if-statement.
?: eg:
1.x?y:z
2.x+1>2y?z+1:(w/v)
3. min(x,y)>z?2(x<y+1)?x:y:(w*v)

Evaluate each sub-expression, then return as
the result

the value of the last sub-expression. This is
sometimes

known as multiple sequence point evaluation.

eg:
~(i:=x+1,j:=y/z k:=sin(w/u)) ==
(sin(w/u)))
~i:=x+1;j:=y/z k:=sin(w/u)} ==
(sin(w/u)))

Evaluate any consequent for which its case
statement is
true. The return value will be either zero or the
result
of the last consequent to have been
evaluated.

[*] eg:
[*]
{
case (x+1)>(y-2):x:=z/2+sin(y/ pi);
case (x + 2) <abs(y + 3) : w/ 4 + min(5y,9);
case (x+3)==(y*4):y:=abs(z/6)+7y;
}
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The vector size operator returns the size of the
vector

being actioned.

eg:

1. v[]

2. max_size := max(vO[],v1[],v2[],v3[])
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20. Configure User Tag

IO tags described in the previous sections are all real ones, while some unreal IO tags are

also need in the process of project deployment. This kind of tags is optional and called User

Tag which can be used for C and KW language programming, as a control signal or a

manifestation of an operation result.

User tag configuration is supported by EdgeLink Studio. Users can configure them one by

one based on real needs for future programming. Please follow the below procedures to

configure a user tag:

1.

2.

8.

9.

Double-click or right-click "User Tag" in the left menu tree to select "Edit".
Fill in the tag name.

Select the data type.

Set the initial value.

Give a description of the user tag, which is optional.

Click "OK" button to save the changes.

If users do not want to save the changes, click "Cancel Change" button.
Add another new tag.

Users can select one or more tags and click "Delete" button.

10.Users can select one or more tags and click "Modify" button.
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21. ODBC Device

1. Select the device type ODBC-MSSQL in the device interface, and can be
configured to collect data via an online ODBC server

4 General Information
] Enshle
lame: Nerwleter
Mefer Type:
{nit Numger; 1

Tag Wite Type: gl Wite

Descrption;

(7] Acd meter name 3 pref o 10 tags Bk Coy

2. In the device interface, enter the ODBC service configuration.
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& TCP/IP

P Address: o 10.0.0.2
Port Mumber: 502
Extention Properties
Version: o
Microsoft SQL Server 2008 -
Login ID: Q
Password: o
Database: o

1. Server IP address.

2. SQL Server version, you can choose SQL Server2008, SQL Server2005, SQL
Server2000 and so on.

3. The user name required for logging in SQL Server.

4. The password required for logging in SQL Server.

5. The name of the database that you need to log in.

3. Data acquisition script

0ODBC Address Configuration

Colurmn Name: name

SQL Script: ‘ select name, value from data Table|

oK Cancel
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Click on the address bar of the Tag edit interface to edit the SQL scripts for data collection,

which "SQL Script" enter the SQL query script, "Column Name" enter the column name of
the query result..
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22. JDBC Device

1. Select the device type JDBC-ORACLE in the device interface, and can be
configured to collect data via an online JDBC server

[ General Information

¥ Enable

Mame: MewMeter

Meter Type: o JDBC-ORACLE (IDBC for Oracle Database) -

Unit Nurmber: 1|

Tag Write Type: Single Write A
Description:

I Add meter name as prefix to I0 tags Bulk Copy

2. In the device interface, enter the JDBC service configuration.

& TCP/IP

IP Address: o

Port Number: ]

Extention Properties

Version:

Oracle Database 119 - o
Login ID:

Password:

Database:
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1. Server IP address.

2. Oracle version, you can choose Oracle Database 10g. Oracle Database 11g. Oracle
Database 12c and so on.

3. The user name required for logging in Oracle.

4. The password required for logging in Oracle.

5. The name of the database that you need to log in.

3. Data acquisition script

JDBC Address Configuration
Colurnn Narne: narme
SQL Script: SELECT name, value FROM tablename|
oK Cancel

Click on the address bar of the Tag edit interface to edit the SQL scripts for data collection,

which "SQL Script" enter the SQL query script, "Column Name" enter the column name of

the query result..
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23. Add A Device Name Prefix for the 10 tag

@ 10 Tag(MewDevice-Meterl_1) Meterl(NewDevice)

“ General Information
Enable
MName: Meterl
Meter Type: Modicon (Modicon Modbus Ethernet)
Unit Mumber: 1
Tag Write Type: Single Write A
Description:

Add meter name as prefix to 10 tags ‘ 1 Bulk Copy

Click the option of "add device name as prefix to 10 tags",and it will add a prefix for the 10
tag,format such as'meter name: IO tag name'.

The device name prefix will be removed after cancling point .If the the 10 tag name is not
unique after the prefix is canceled, the user will be prompted to allow the system to
automatically rename the duplicate 10 tag.
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Project Configuration

e demo
oI ewDevice-
- Dat Center
=5 0Ty
- Boardl0
=l TOP
o Meterl
0T
- eter_t
0T
-3 ZioBee-minPCle/USB
@ System Tag
53 Clluztion Tag
ﬁ User Tag
- Data Logaer
@ Senvice
H Event Manager
T Conmectivy
13 System

¢ ‘EID Tag(NewDevice-Meterl_1) |Meterl(NewDevice}

G ot % oo 3w

"4 10 Tag(NewDevice-Meter1) x

Span Low: 0

InfialVaue: g

Description:

Name Data Type Tnitial Valug Address Conv
b Meterl:tagl . Analog 0.0 ao0nt Unsigned I
Update Tag: Meter1:tagl
4 Basic &l Advanced
Name: tagl ‘ ScaingType: Mo Scale v
DataType: Ao v Formule:
Converson — Unsigned Integer v
Address; 00001 Scle: 0
Start Bi: 0 Bas: 0
Length(bi): 15 Camp: (] Clamp to span ow
‘ [l ttamp to span high
Spangft: 109 [] Clamp to 280

The device name prefix is displayed in the 1/O tag editing interface, but cannot be edited.
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Bulk Copy

| ksl 10 Tag(NewDevice-Meterl_1) Meterl{NewDevice) x

.-%.' Apply K Discard

“f General Information

Enable

MName: Meterl

Meter Type: Modicon (Modicon Modbus Ethernet)

Unit Mumber: 1

Tag Write Type: Single Write A
Description:

Add meter name as prefix to I0 tags “[ ™ Bulk Copy

After selecting add the device name prefix, you can try to copy the current device with bulk
copy function.
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Meterl

Copy Meter Editor New Meter Names

SRR — New Name (Edit) ‘ Unit Number (Edit)
[Otags: 1 b Meterll 1
Path : NewDevice/Data Center/I0 Tag/TCP/ Meterl? 3
Meterl3 3
Copy Count: 10 ‘etem 4
Meterls 3
Name Template Metarl6 =
Meterl? 7
[NILc] . Meterl8 )
Meter1d g9
[M]Source Name| | [UUnit Murmber| | [CCounter . Meterill 10
Counter Setting . Unit Number Setting .
Initial Value: 15 Initial Value: iy
Step: 13 Step: i,
Digit: g
oK Close

Click the bulk copy button to pop up the page of editing the device name, in which users
can edit the number of meters to be copied, the name of the device, and the number of
units.

Display the basic information of the original instrument.
Select the number of meters to copy up to 100 once.

The name of the device will be generated according to the name template.

P w N e

You can use the name of the original device and unit number and counter with the

change of the number.

v

The initial value and the step size of the unit number can be set.
6. The counter can set the initial value, the step size and the number of the display.
7. The name of the generated device is showed in the right list, and the value in the device

can be modified, but it will be reset after the modification to the left property.-
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= demo -
-8 NewDevice-1

=& Data Center

=% 10 Tag

-8 BoardIO

ol TP

=- - Meterl

E']
=
o
[ ]
m

-5 System Tag
-£3 Calculation Tag

E User Tag
(- Data Logger i

Click OK and users can see the generating bulk copied device under the port.
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24. Device Template

In EdgeLink Studio, a set of templates is created for each model of the device according to
different device drivers and models. The template includes the basic information of the
device and the tag information under the device, which is the “device template”. When
adding devices in EdgeLink Studio, you can use the device template to add the tags
included in the device template to the device according to certain rules, instead of adding
tags one by one. The device template is a sqlite database file, which is divided into the
default template and the user template. The default template is saved in the EdgeLink
Studio installation directory to store the factory device templates included in the factory. The
user template is saved in the template path where the project file is located. The device
template can be set to an open password. The user can use the EdgeLinkStudio device
template tool to open the template with the password to maintain the template. The ordinary
user can only open the user template for maintenance, and the developer can open the
default template for maintenance.

24.1Device Template Tool

Click the Device Template button in the EdgeLink Studio toolbar to open the device
template tool.

8 Advantech EdgeLink Studio R E:
1B Project || Help o @ |

BEESHA 0 R O 8 %N

Cbse Save | Project  Export To | Show Tag Import tags Export tags | Device
Project Project Download 5D Card Count  fromExcel  toExcel | Model

Project Deplo

=1

Device template tool interface:
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(=)o) x]

Device Model

J Device Model ‘

-, ] — ‘

AV X% ¥

— Search:
Open Close Save Undo  Change Import Export Import
Password WebAccess Model
o add.. || Delte | B Mody.
Model Name  Device Type  Manufacture  Category Description
No image data
& aid. ||¥ oeete |3 wody..
' Name Parame... Dat... Initi.. Add.. Conv.. Scale.. ReadOnly Description

In the device template tool, the functions of opening, closing, saving, revoking, modifying
password, importing and exporting, and importing Webaccess templates are supported.

1.0pen the device template

When you open the device template tool in the EdgelLink Studio page, you will open the
user template by default. When you open the device template tool in the EdgeLink Studio
page, the User Template will be opened by default, and users can view template

information, template images, and tag information in the interface.



Device Model-C:\Users\xuying.liu\Documents\ Advantech EdgeLink Studio\ Template\DeviceModelok.dm* -|o/Xx

Device Model

cEAYP % ¢

Search:
Open Close Save Undo  Change Import Export Import
Password WebAccess Model
> i d Terrplate Name: $EAfra
0 Add.. x Delete | 2 Modif... Manufacture: 34
Category: &pa
Model Name DeviceType  Manufacture Category  Description Drver: Modicon
. Y . Description: huawei
VENESE Moo %) GWR how =
JIENE Modicon IIiE JI[E3 Water Pump
JIERMERE Modicon IR JIiR3 Water Treatm... L 4
JIESRAA,  Modicon  JIE JIF3 Bower y
JIEZS 2R, . Modicon JIIE IIFE3 A qualty mon...
EitkEs  Modicon Bk a0 Power Generator
SETREG Modoon = g HVAC System U ot . 4
JIFESARE ... Modicon i JI[E3 Surface Medha...

WA b dd.. |9 ockte || 3 Hody.

' Name Parame... Dat... Initi.. Add.. Conv.. Scale.. ReadOnly Description  +

b Input_Vol... Distr.., (0 00001 WA NoSale W HAEE
Input_Cur... Db 0 00001 WA NoSale ¥ HAEiE
Grid_Voka... Dicr... 0 00001 M/A NoScake BT
Grid_Current Andog 0.0 00001 Unsign... No Scale T
Grid_Freq... Analog 0.0 00001 Unsign... No Scale M
DC_Input... Ardlog 0.0 00001 Unsign... No Scale B\ EmE
Power_Fa... Analog 0.0 00001 Unsign... No Scale T
Intermal_... Analog 0.0 00001 Unsign... No Scale fimaE
Covert_Ef... Analog 0.0 00001 Unsign... No Scale i
Daly_Gen... Analog 0.0 00001 Unsign... No Scale iEREE
Cumultiv... Ardlog 0.0 00001 Unsign... No Scale BirEE
€02_Red... Anabg 0.0 00001 Unsign... No Scale ZEmE

If a user template does not exist locally, a prompt box will pop up and the user can create
an empty user template according to the prompt.

Information

e

The user template file does not exist. Click YES to create an empty user template.

- 4

Mo
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Users can click on the Open button to open any device template file.

(S o B B bl

@O" .. ¥ E » 3# » Advantech Taglink Studio » Template » v |‘1~| ‘ #ZE Template R ‘
| Ry FETEE =~ 1 @
&l BRI - A
K%E HAAR: xE -
Template
AE y »
. . m B EMHEE =it Fh
Subversion
B 1 | DevicePicture 2018/5/23 1817  fdE
| s || DeviceMaodel.dm 2018/5/28 1413 DM Xf& 484 KB
@ - || DeviceMadell.dm 2018/5/2511:39 DM Xf& 44 KB
Jl - = || DeviceMadel3.dm 2018/5/24 16:17 DM Xf& 420 KB
i ol __| DeviceModel2.dm 2018/5/23 1651 DM 37 484 KB
18
& S )
e WE (B)
i 2
XEEN) v |DeviceModel fles (*dm) |
| /o) v | ms |

If the open device template needs to be opened with a password, you need to enter the

template password. A prompt will be given when the password is wrong.

&% Device Template Password

[ x|

Password:

oK

Cancel
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| Device Template Password x

Password: R

Password Error!

oK Cancel

2.Close the device template

The user can click the Close button to close the current device template file. If there are

unsaved changes to the template, a prompt box will pop up.

Information x

—,
r- o

The template file has been modified. Do you want to save the change?

- 4

Yes | Mo Cancel

3.Modify the device template

In the device template tool, users can view, sort, search, filter, add, modify, and delete
templates, and add, modify, sort, and delete tags included in the template.

Click the device template list header to sort the template. Click the tag list header to sort the

tags.

Fill in the keyword in the search box of the toolbar, and click the Enter button to search for

the template information in the current template file.
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Device Model-C:\Users\xuying.lin\Documents\Advantech TagLink Studio\ Template\ DeviceModel.dm -/0|x
Device Model
G@BAIP X% v
Open Chse Save Undo Change Import Export Impart
Passward WabAccess Model

Search: |8

- Template Name: |I[BER,
& Add.. || % Delete | ] Mody... il

Manufacture: JI[E
Categary: JIFE3

Driver: Modicon
Description: Blower

Model Hame  Device Type  Manufacture Category Description
NERE  Modicon JIg JIIE3 Water Pump
JiEkaBeE Modion IR JIFE3 Water Treatm...
JEERS Modon  JIE S Hower
NEESER... Modicon i3 I[E3 Af quay mon...
JIg JIFE3 Surface Mecha...

JIVESARER... Modicon

JI R RAL oAl ¥ Debte 3 Mod.

Name Param... Dat.. Initi.. Add.. Conv... Scale.. ReadOnly Desaription

¥ Shutdown Dicr.. 0 00001 M/A  Nosale N )
Inlet_Pres... Andog 0.0 00001 Unsg.. NoSce N AR
Qutlet_Pr... Andog 0.0 0000 Unsg.. NoScle N $OEH
Flow Andog 0.0 00001 Unsg.. NoScle N %@
Inket_Te... Andog 0.0 00001 Unsig.. NoScle N A[IEE
Qutfet T... Andog 0.0 00001 Unsig.. NoScle N Y[EE
Motor_Te... Andog 0.0 00001 Unsig.. NoScle N diiEE

The template can be filtered by column in the header section of the template list.

oo Add.. | ¥ Delete || = Modify...

Model Name T, i Category Desi
S M e g
NEEHER [ IFEE RN, I[E3 Wat
J||51:§;J<szm@i§-ag j|:z§$§n%ﬁmum I3 Wat
JIFEERA A B3 Blow
NSRRI 113 Air g
BEEmY [ s BRif Pow
—ExRERG | CETEES 3 HVA
JI[ESARZER.. oK Cancel y [[E2 Surfi
i
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Click the Add button above the template list to add a new device template. The information
includes the template name, driver type, manufacturer, device category, device image, and
description. The template name cannot be duplicated with other templates in the template
file. The manufacturer and device categories can be added by clicking the Add button on
the right side of the input box. You can also select an existing manufacturer by pull-down.
Device images can upload image files of up to 200K in .PNG, .JPG, .JPGE, .BMP, and .GIF

formats.

Create Template
Model Mame: MNew_Model
Meter Type: |ABMLGX A
Manufacture: = ';"’
Category: A r;iﬂ
Picture:
Description:

................ DK —

Double-click on an existing template in the list, or select a template in the list and click the
Modify button above the list to modify the template.
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Update Template

Model Mame:  fEApeTrge

Meter Type: |Modicon -
Manufacture: |#% v| g
Category: £ {EH v| oo
Picture:

Description: | huawei

Select a template in the list and click the Delete button above the list to delete the template.

Click the Add button above the list of tags to add a new tag to the currently selected
template.The tag information is similar to the 10 Tag information in EdgeLink Studio. The
added tag name cannot be the same as the other tags under the same template.
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HNew Tag

Basic Advanced
Mame: NewTag ScalingType: Mo Scale -
Parameter: Formula:
Data Type: Analog -
Conversion Unsigned Integer - Scale: 0
Address: Offeet: 0
Start Bit: 0 Clamp: [ Clamp to span low

[ Clamp to span high
[ Clamp to zero

Length(bit): 16

Span High: 100

Span Low: 0

Initial Value: 0.0

5can Rate: 1
ReadOnly:

Description:

Double-click an existing tag in the list, or select a tag in the list, and click the "modify" button
above the list to modify the tag.
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Update Tag: Input_Voltage

Basic
MName: Input_Volage
Parameter:
Data Type: Discrete M
Address: ooont
Signal Reverse:  |False -
Start Bit: 0

Length(bit): i

Initial Value: 0

5can Rate: 5
ReadOnly: |

FiMFLE
Description:

LK o

Select a tag in the list and click the Delete button above the list to delete the tag.
4.Save the device template modification

Adding, modifying, deleting, importing, etc. to the template file requires clicking the Save
button in the page toolbar to save to the template file. After saving successfully, a prompt
box will pop up.

Information [ x |
@ Save Success!
oK

5.Undo the device template modification
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Click the Undo button to undo unsaved changes, and the template will be returned to the
previous save.

Information

@ Whether to cancel the modification?

6.Modify the device template password

Click the Change Password button, and the template password can be modified in the pop-
up dialog box.

% Device Template Password 3

Old Password: ||

Mew Password:

Confirm Password:

0K ‘ ‘ Cancel

7.Import the device template

Click the Import button to import templates from other device templates files into the
currently open template. To import a template that requires a password to open, a
password dialog box pops up to prompt the user for a password.
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r;. TF . = bl T ﬂ‘
@uv‘ . » E » M » Advantech Taglink Studio » Template » - |$,| ‘ EE Template p |
| Emv  EE =+ 0 @
= BRI Ez;%‘l E
HFAT: M=~
Template
A & ; y
5 Subversi 5 & B HE E-Sid] Fih
=) Subversion
B A | DevicePicture 2018/5/23 16:17 374
i s || DeviceMaodel.dm 2018/5/28 14:13 DM 32 484 KB
@ ke || DeviceMadell.dm 2018/5/25 11:39 DM 374 44 KB
J’ == E || DeviceMadel3.dm 2018/5/24 16:17 DM 374 420 KB
ol || DeviceModel2.dm 2018/5/23 1651 DM 37t 484 KB
1 L
& it ()
ca FORE (E) I
||
i A= & |
|
IHEEN): - [DwiceModel files (*.dm) v]
|
ECNEE
|
- J

Select to open the template file to be imported, and users can view the template information
in the preview panel. Check the template information to be imported. Click the Append
button to import the selected template into the current template file, click the Overwrite
button to clear the current template and then import the selected template to the current
template.
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Device Model

t

Search:
Open Close Save Undo  Change| Import [xport Import
WebAccess Model
‘;;., Add| Preview Template
rote Select Template ADAM-4013(ASCII)
b r=odel N... Device .. Manufac.. Categoy  © Name DataType  InitilValie Address  Conversion.. ScaleType  Description
JUEHE| § O hoaw4... ADAMAK f&e  ToiEi » A0 Andlg 0 401361000 No S
JERS | ] hDAM4... ADAMAK & Ioft
JERP| | ] hDAM4... ADAMAK & Ioft
JEZS| | [ hDAM4... ADAMAK & It
RIERE| | ] hDAM4... ADAMAK & Iofit
ZETN | [ hDAM4... ADAMAK & It
JESA | ] hDAM4... ADAMAK & Ioftt
[ FDAM4.. ADAMAK W& IOER
[l PDAM4... ADAMAK R IDHEH ‘ Addres
[ PDAM4... ADAMAK ik IO it
[l PDAM4... ADAMAK R DG 10t
[ PDAM4.. ADAMAK Rk IO 101
[l PDAM4... ADAMAK Rk DG 101
[ PDAM4.. ADAMAK Rk IO 10t
[l PDAM4... ADAMAK Rk DG 101
[ PDAM4.. ADAMAK Rk IO 10t
[l PDAM4... ADAMAK iRk IOHEH 101
[ PDAM4.. ADAMAK Tk IO 1ot
ilﬂAM-ﬂ. ANAMAK  FRiE Tnifita ’ noon1
Append Cancel 00001
LUZ_REULTUOT ANy U {001
Active_Power Analog 0.0 nooat
D-tad Mrar Arlna nn AnnAnd

Whether it is append or overwrite, it will judge whether there is a template duplicate name
and a tag duplicate name. If there is a duplicate name, it will be highlighted in the preview
panel, and you can choose to rename the duplicate template or tag.
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Preview Template

Select Template B
... ModelMa... Device T... Manufac... Category Name DataType  Initial Value  Address Conversion ... ScaleType  Description
IS0 Modeon %0 ABER | ) vt Vohge Dscete O 00001 NoScle  BNAE
Input_Current ~ Discrete 0 00001 No Scale BB
Grid_Voftage  Discrete 0 oonn1 No Scale HA
Grid_Current  Analog 0.0 00001 No Scale C2AT
Grid_Frequency  Analog 0.0 oonn1 No Scale B R
DC_Input_Power Analog 0.0 00001 No Scale ERSiA-.
Power_Factor  Analog 0.0 00001 No Scale TERE
Intemal Temp  Analog 0.0 oonn1 No Scale fIaE
Covert_Ffficiency Analog 0.0 oonn1 No Scale EhE
Daily_Generation Analog 0.0 oonn1 No Scale LARRE
Cumulative_Ge... Analog 0.0 00001 No Scale BifrHE
C02_Reduction  Analog 0.0 00001 NoScle  Z&{E..
Active_Power  Analog 0.0 oonn1 No Scale iz
Rated_Power  Analog 0.0 o001 No Scale e
Max_Coverter  Analog 0.0 oonn1 No Scale Frith..
Reactive_Power Analog 0.0 oonn1 No Scale FHhE
Coend | [ Oete | | Gncl
Information [ x|

@ There are duplicate names in the template or tags. Click YES to save the first one, and click NO to save them all and rename them.

1w | e |
Model Name T Device Type  Manufacture Category Description

>| AT Ei'ludicun £ e huawei
NIENZRE Modicon JE JE3 Water Pump
JEEAAESE  Modicon JIHE JEE3 Water Treatm...
NN, Modicon NEE JEE3 Blower
JI[EZESAE... Modicon B JI[E3 Air quality mon...
EEIARERAT, Modicon Bk s Power Generator
=E2TAEs: Modicon =F == HVAC System

|[BESARSEM... Modicon NIE JI[E3 Surface Mecha... !

Modicon 4834 HAtth huawei
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8.Export the device template

Click the Export button to export the currently opened template to a new template file.
When exporting, you still need to check the template to be exported in the preview panel,
and click the OK button to save the template file.

Preview Template

Select Template ZEFHZY
... ModelMa... Device T... Manufac... Category Name DataType  Initial Value  Address Conversion ... ScaleType  Description
Y SETE Modcon  # i ¥ Heatng_room... Analog 0.0 oonn1 No Scale EMN8E
v IIEKE  Modcon I JIE3 Cooling/Heatin... Analog 0.0 00001 No Scale AT
vV I[Ekdb... Modcon JIE I3 Outdoor_Tem... Analog 0.0 00001 NoSale  HINEE
Y JIIEER4 Modicon  JIIE JI[E3 Mute_Control... Analog 0.0 oooot No Scale {eHBE
Y JIIERS... Modcon  JIIE JI[E3 Master_inform... Analog 0.0 oooot No Scale WEER
v EREEd Modcon i BETh Setting_history  Analog 0.0 oonn1 No Scale il

v Modicon = = Control_level  Analog 0.0 ooon1 No Scale fapzetdy
V| JIFESAR... Modcon  JIFE JI[E3 Connect_Devi... Analog 0.0 00001 No Scale BB
Y nife.. Modicon 4k Ryl | Peak_power_... Analog 0.0 oooot No Scale M ELEE.

0K Cancel
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& SE - ETAMN ==
— = === = —= = =
@7\_/‘" . » E » M » Advantech Taglink Studio » Template » v|¢f|‘ #ZE Template P|
=  HERE = —— - — -
|0 FETiE =~ @
B T i ALY
W =g A K%E HFAER: TiE -~
Template
= BEAERAE v
EfR midm =l E-Sic] Forh
|
| @& E | DevicePicture 2018/5/23 16:17  3rfd=k
| Elj Sulbversian || DeviceMaodel.dm 2018/5/28 14:13 DM 3t 484 KB
E W || DeviceMadell.dm 2018/5/25 11:39 DM 374 44 KB
o 4 LU DeviceMadel3.dm 2018/5/24 16:17 DM 374 420 KB
CLE || DeviceMadel2.dm 2018/5/23 16:51 DM 374 484 KB
] o
4 BF
M HEL 7
IEE(N): -
FEERT): | Excel files(*.dm) ,]
o P B

w— T L] - -y

After saving successfully, the preview panel automatically closes.

9.Impo

rt Webaccess template

Webaccess template is an access database file in .mdb format. Click the Import

Webaccess Template button, select the file to be imported, select the template information

to be imported in the preview panel, click the Add button to import the selected template

into the current template file, click the Overwrite button will clear the current template. Then

import the selected template to the current template.
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Preview Template

Select Template Sun2KxTL

... ModelMa... Device T... Manufac... Category Name DataType  Initial Value  Address Conversion ... Scale Type  Descripti... *

b /1 sun2KTL  ADAMMK ) Aa A 0 380 Linear Sk BFIAEER

Y SKKTL  ADAMMK Ab Analog 0 32281 Lingar Scale,... FAfJBER:E

V| SM34CWB  SM34CWB Ac Analog 0 3228 Linear Scale,... BRICHERR

BoatTime Analog 0 12325 No Scale L.

Capacity Anialog 0 32001 No Scale TR

€02 Analog 0 3200 Linear Scale,... ~E(E..

DEnergy Analog 0 32300 Linear Scale,... SRIEE...

DevTermp Analog 0 12286 Linear Scale,... HEE
| Effct Anialog 0 32285 Linear Scale,... HEEHE
Fac Analog 0 12283 Linear Scale,... FfHE

HEnergy Anialog 0 32298 Linear Scale,... 4aj...

1401 Analog 0 12263 Linear Scale,... PVI%iH...

1402 Anialog 0 32265 Linear Scale,... PVZHiM...

1403 Analog 0 12267 Linear Scale,... PVI%M...

1404 Anialog 0 32269 Linear Scale,... PV4%iH...

I405 Analog 0 7 Linear Scale,... PVSHiM...

1406 Anialog 0 32273 Linear Scale,... PVEHiH...

1407 Analog 0 12315 Linear Scale,... PVT%iM...
Trnadanr Analnn fl 17171 linear Grale  dismAdsis "

Append Overwrite Cancel

Similar to the import device template file, when importing the Webaccess template, it will
also determine whether there is a template duplicate name and a tag duplicate name. If
there is a duplicate name, it will be highlighted in the preview panel, and you can choose to
rename the duplicate template or Tag.
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& Add.. || % Delete | ) Mody...

CAETE  Modion b
JIEAE  Modcon B
JIEAEEE Modcon B
JIEERA  Modcon  JIE
JIEZSSE... Modcon  JIIE
BiEemfl  Modcon  F
ZENRES Modon  ZF

JIRSARE. . Modicon JIiE

Model Hame  Device Type  Manufacture Category

S
JIFE3
JIFE3
JIFE3
JIFE3
Rt
-
JIFE3
S

WHETR(1) Modicon 4
SUTL DA
S2KTL ADAM4K

SM34CWE SM34008

Description
huauei
Water Pump
Water Treatm...
Blower
Air qualty moft...
Power Generator
HVAC System
Surface Mecha... '
navei__ Sun2KxTL
Huawei SUN20...
lame Param...
Huawei SUN20...
Huawei SUN20... dl
Ab
Ac
BootTime
Capacty
02
DEnergy

No imege data

Dat... Initi...
Analog 0
Analog 0
Analog 0
Analog 0
Analog 0
Analog 0
Analog 0

& Add..
Add... Conv... Scake...
32280 Lingar...
3281 Lingar...
32082 Lingar...
32325 No Scale
32001 Ho Scale
300 Lingar...
32300 Lingar...

Termplate Name:
Sun2ixTL
Manufacture:
Category:

Drivers ADAM4K
Description: Huawei
SUNZ2000 xTL

3 Delete

ReadOnly Description
R
BBt
BCtER
BEERNE
R o
ZEiERE
SEARRE

3 Mody...

1A A A AR EL

24.2Use Device Template

1. Check the Use Device Template when adding and modifying devices.
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Project Configuration «©

=" DemoProject
oI FE11
= Data Center
=% 10 Tag
- 70
(- EF COM1
-7 COM2

-E5 Caleu W Delete
E lUser Tag
(- Data Storage
@2 Service

d Event Manager
-7 Connectivity
#-E Cloud

-5 System

J newDevice(FiHh1)* x

| qf' Apply | | ¥ Discard
[ General Information

Enable
MName: newDevice
Device Type: Modicon (Modicon Modbus Series)
Device Model Double Click to Select Device Template
Unit Mumber: 10
Tag Write Type: Single WWrite A
Description:
Add device name as prefix to 10 tags L1y Bulk Copy

Double-click the device template selection box to bring up the panel to view and select all
the device templates in the Default Template and User Template supported by the device
driver. The tags under the template can be selected all or part of them.
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Select Template
... Manufacture Category Device Type Model Name ModelType

v ¥ R 104 Modicon (Modicon Modbus Series) — ADAM-6017 Defauft Temphte
U] sk D¢ Modicon (Modicon Modbus Series) — ADAM-6050 Defauft Temphte
[ e 104 Modicon (Modicon Modbus Series) — ADAM-6051 Default Temphte
U] 10 Modicon (Modicon Modbus Series) — ADAM-6224 Default Temphte
ADAM-GO]J of Select Al | € Select None
... Name Parameter Na... DataType Initial Value Address Conversio... Scale Type  ReadOnly Description “
E Doo Discrete 0 40001 N/A No Scale m
E Do1 Discrete 0 40002 N/A No Scale m
¥l Al0_150mv Analog 0 00001 Integer Scale Define... W/
¥ AIL_150mv Analog 0 00002 Integer Scale Define... W/
¥ AD_150mv Analog 0 00003 Integer Scale Define... W/
¥ AB3_150mv Analog 0 00004 Integer Scale Define... W/
¥ Al4_150mv Analog 0 00005 Integer Scale Define... W/
: Analog 0 00006 Integer Scale Define... v/
[] At6_150mv Analog 0 00007 Integer Scale Define... W/
[ A10_S00myv Analog 0 00001 Integer Scale Define.. W/
[ A11_S00myv Analog 0 00002 Integer Scale Define... W/
[ A2_S00mv Analog 0 00003 Integer Scale Define... W/ i

0K Cancel

After clicking the OK button, the use template is set for the device. Click the Apply button on
the device information page to add or update the device information. At the same time, the
selected tag under the selected device template will be automatically added to the 10 Tag
list under the device.
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4 10 Tag (83 5 1-newDevice) x ‘

b At 7| ® deete |3 Mot EET
Name Data Type Source Initial Val... ScanRate = Address Conversion... Scale Type Description
b newDevice: D00 Discrete Template: ADAM-6017 40001 /A No Scale
newDevice:D01  Discrete Template: ADAM-6017 40002 N/A No Scale

newDevice:AID... Analog Template: ADAM-6017
newDevice:AlL... Analog Template: ADAM-6017
newDevice:ALZ... Analog Template: ADAM-6017
newDevice:Al3... Analog Template: ADAM-6017
newDevice:Al4... Analog Template: ADAM-6017
newDevice:AS... Analog Template: ADAM-6017

oooot Integer Scale Defined Input: H/L to Span
00002 Integer Scale Defined Input: H/L to Span
00003 Integer Scale Defined Input: H/L to Span
00004 Integer Scale Defined Input: H/L to Span
00005 Integer Scale Defined Input H/L to Span
00006 Integer Scale Defined Input: H/L to Span

= o el = e = = =
— e

Click the Add button in the list of IO Tags to add tags customarily, and you can choose to
add tags in bulk from the template by clicking the Add from Template button in the Add
button drop-down menu.

E I0 Tag(FHTPH o 1-newDevice) >

v| |x Delete | |E| Modify...
' Add From Tmplate LbiJe

Source Initi

k| nawrNavica MmN Nicrrata Tarmnhkta. ANAM_ANTT n
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New Tag

ADAM-GO]J @ Select Al € Select None
... Name Data Type Initial Value  Address Conversion Ty... Scale Type Description “
v ¥ D00 Discrete 0 40001 /A Mo Scale

v Dot Discrete 0 40002 /& Mo Scale

Y| AT0_150mv Analog 0 o001 Integer Scale Defined In...

Y| ATL_150mv Analog 0 00002 Integer Scale Defined In...

Y| A2 150mv Analog 0 00003 Integer Scale Defined In...

Y| A3 150mv Analog 0 00004 Integer Scale Defined In...

Y| Al 150my Analog 0 00005 Integer Scale Defined In...

Y| AT5_150mv Analog 0 00006 Integer Scale Defined In...
AI6_150mV Analog 0 00007 Integer Scale Defined In...
AI0_500mV Analog 0 00001 Integer Scale Defined In...
AIL_500mV Analog 0 00002 Integer Scale Defined In...
AI2_500mV Analog 0 00003 Integer Scale Defined In...
AI3_500mV Analog 0 00004 Integer Scale Defined In...
AH4_500mV Analog 0 00005 Integer Scale Defined In...
AIS_500mV Analog 0 00006 Integer Scale Defined In...
Aln_500mV Analog 0 00007 Integer Scale Defined In...
AID_5V Analog 0 o001 Integer Scale Defined In...
AIL_5V Analog 0 00002 Integer Scale Defined In...
AR 5V Analog 0 00003 Integer Scale Defined In...
AI3 5V Analog 0 00004 Integer Scale Defined In...
Al4 5V Analog 0 00005 Integer Scale Defined In...
A5 5V Analog 0 00006 Integer Scale Defined In...
Al6 5V Analog 0 00007 Integer Scale Defined In...
AID_10V Analog 0 00001 Integer Scale Defined In...
AIL_10V Analog 0 00002 Integer Scale Defined In...
AL2_10V Analog 0 00003 Integer Scale Defined In...
AIR_10V Analog 0 00004 Integer Scale Defined In...
Al4_10V Analog 0 00005 Integer Scale Defined In...

ATE 4L [ IS P n ARAAS Y p— ol Py WU R [ %

The tag information under the device can be saved as a template on the 10 tag list page.
Click the Save Template button to pop up the input template information panel. If the user
template has an open password set, you will need to enter the open password to save the
template.
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o 10 Tag(#3i &1 -newDavice) x

B oad. - R veete T wodv..
Name Data Type Source Initial Val... Scan Rate Address Conversi... Scale Type Description
v newDevice:DO0  Discrete Template: ADAM-6... 0 1 40001 N/A Mo Scale
newDevice:DO1  Discrete Template: ADAM-6... 0 1 40002 N/A Mo Scale
newDevice:AID... Analog Template: ADAM-6... 0 1 0oon Integer Scale Defined Input H/L to Span
newDevice:AIL... Analog Template: ADAM-6... 0 1 00002 Integer Scale Defined Input H/L to Span
newDevice:ALZ... Analog Template: ADAM-6... 0 1 00003 Integer Scale Defined Input H/L to Span
newDevice:ALR... Analog Template: ADAM-6... 0 1 00004 Integer Scale Defined Input H/L to Span
newDevice:AK... Analog Template: ADAM-6... 0 1 00005 Integer Scale Defined Input H/L to Span
newDevice:AlS... Analog Template: ADAM-G... 0 1 00006 Integer Scale Defined Input H/L to Span
Export Template
Model MName:  Templatel
Meter Type: |Modicon
Manufacture: FfdL - +
Category: 1048 - 4—

Picture:

Description: save temp latel

oK | | Cancel

After saving successfully , the newly saved device template information can be viewed in
the user template .

102



% Add.. | § Dekete || = Moy...

Model Name  Device Type  Manufacture  Category Description
TR Modicon L] i huawei
NENF Modicon I JIFE3 Water Pump
N[BAERE Modicon [ JI[E3 Water Treatm...
NI[EERA,  Modicon Il JIfE3 Blower
NBZESRH... Modicon IR JIFE3 Air qualiy mon..
BiteEA,  Modicon Bk Bt Pawer Generator
SETRES Modon 2B = HVAC System
JI[BSARER. .. Modicon JI[E JIFE3 Surface Medha...
Sun2kyTl ADAKAK Huzwei
Tl Wb @ OB mm

No image data

Template Name: Temphtel
Manufacture:

Category: I0#EHh
Driver: Modicon

Description: save tempiate

Templatel

Name Parame... Dat...

» 00D
D01
AID_150mV
AlL_150mV
AIR_150mV
AI3_150mV
AH_150mV
Al5_150mV

Disc...
Disc...
Analog
Analog
Analog
Analog
Analog
Analog

Initi..

0
0
0
0
0
0
0
0

Add...

40001
40002
00001
oooo2
00003
0000é
00003
00006

& Add.. | ¥ Deete

g Modfy...

Conv... Scale... ReadOnly Description

/A

/A

Integer
Intager
Integer
Integer
Integer
Intager

No Scale
No Scale
Scike ...
Scike ...
Scike ...
Scike ...
Scike ...
Scike ...

SIS SR SR IR SR SIS
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25. Datalogger configuration

DatalLogger is the software module that implements historical data storage on EdgeL.ink.

The DataLogger module uses SQLite as the base storage medium, saves the data in the
"Tag historical data table", and saves the data in minutes, hours and days three historical

data tables.
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25.1DataLogger Parameter Configuration:

R Advantech TagLink Studio = a)(x]
(" | Project | Hebp )
__ 1D By
REC0H N Y & &
Create  Open  Close Save | Project Export To | Show Tag Importtags Export tags
Project Project Project Download 5D Card Count  fromExcel  to Excel
Project i Deply i Option i
Project Configuration « ‘NewMeter{NewDevice] |EID Tag(NewDevice-lewheter) | =% Data Logger(NewDevice)* x
B NewPrject ‘ J oy H X Dsard ‘
- NewDevice-1
(-0 Data Center
-4 10 Tag / Enable o It is about 147.28 MR free space needed in SD Card to
f save historical data.
&I Boardl0 [7]UsB Disk Backup o
B TCP o
L Newheter Storage Path: 50
; g 10 Tag Max Days{d): 7 o
3% ZigBee-minPCle/USB
- B System Tag Tagloglist X m
-£3 Gllcultion Tag
ﬁ User Tag Name: TaglogList [ ONJOFF by Tag
£ Data Storage Lag Type: Cycle Storage v Choose Tag:
-1 Data Logger ‘
. 24 Remote Backup Period(s): 1 Cache: By Count
- Service Cache Before ON: 0
-4k Event Manager Cache After OFF: 0
-7 Connectivity
&1 System Tag Name Description
i#SYS_UPTIME  The current uptimefs)
#5YS_CURRENT_T... The current system time(s)
#SYS_CPU_FREQ  CPU frequency
#5YS_MEM_SIZE  Memory size(Byte)
# Double cick to edtt
\ .
4

1. Enable: select this item to enable data storage;
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2. USB Disk backup: select this item, the existed historical data will be copied into the USB
disk from SD card only when the system detects an insertion event. The newly added
historical data is still stored in the SD card.

3. Storage address enabled: the location of the data store is stored on the SD card by
default. The SD card must be installed before using DatalLogger function;

4. Save the number of days (days): the maximum number of days of historical data is 7
days by default. If the number of days saved is exceeded, the system will automatically

delete the earliest stored data.

25.2 Storage group parameter configuration:

Tag values can be stored in a data table in a variety of ways depending on the configuration
of the storage group

TaglogList xogListl x| o
o /! ON/OFF by Tag o

MName: Tagloglist
Log Type: Cycle Storage - Choose Tag: BoardIQ:ALD
Period(s): 1 Cache: By Count -

Cache Before ON: 0
Cache After OFF: 0

Tag Name Description

b £#5YS_UPTIME The current uptimea(s)
#SYS_CURREMT_T... The current system time(s) o

#5YS_CPU_FREQ CPU frequency
#SYS_MEM_SIFE Memory size(Byte)
# Double dick to edit

1. The storage group configures the Tab page, and the user can click "x" to close the
current configuration page.
2. Users can click "+" to add storage groups
3. The basic parameters of a storage group:
o Name: the name of the storage group, which is used only to distinguish storage
groups
o Storage mode: you can select cycle storage and change storage.

o Period needs to be configured when selecting cycle storage.
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4. The user can select a tag to control the current storage group ON and OFF. When the
Tag value is 0, the storage group is not enabled, and the storage group is enabled when
the rest of the values are present.
o Select the control tag: select a tag in the Data Center as the control tag.
o Cache mode: when the control tag ON and OFF, it will cache a certain amount of
data. In the cache mode, you can choose to cache log information by count or time.
o Cache before ON: some Tag data is cached before the storage group starts its
storage
o Cache after OFF: after the storage group stops storage, some Tag data is stored.
5. Edit the tags to be stored in the list, and the total number of tags stored in all storage
groups is limited to 200.
Mame: TaglLoglist
Log Type: On Value Change -

Detection Cycle(s): 0

Change Type: ] value Change
| Quality Change
| Timestamp Change

When the storage mode is selected as the change storage, it is necessary to configure "
Detection Cycle " and " Change Type ". The time of each " Change Type " after the storage
group is enabled is to detect whether the tags in the storage group and the attributes
selected in the " Detection Cycle " are consistent with the values saved after the last
detection cycle. If there is a change, it will be stored in the data table.

When the value of " Change Type " is 0, it will be immediately stored in the data table when
the change of the tag attribute is detected.

25.3 Edit the storage tag

Double-click on the last line in the tag name column to add the storage tag, and double-
click the added Tag to modify. To delete the Tag, right-click on the Tag line that you want to
delete, and click the delete button on the pop-up toolbar to remove the current Tag.
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Tagloglist X | Tagloglistl | e

*

#%| Select Tag

Name: TaglogList v B0l 10 Tag -
=-0 1o

Log Type: Cycle Storage A Cl EI---EI BoardI0

Period(s): 1 --[0'® #DISABLE_DEVICE_BoardIO
#BATCH_WRITE_BoardID
#DEVICE_ERROR_BoardI0
BoardID:ALD

BoardI0:AL1

BoardID:AL2

BoardID:AL3

BoardID:AL4

BoardID:ALS

BoardID:ALB

BoardID:ALT

BoardID:DI.0

BoardI0:D1.1

BoardID:DI.2

BoardID:D1.3

BoardID:DI.4

BoardID:DI.5

RnardT0:NT.A ﬂ

Tag Name
#SYS_UPTIME The current uptime(s)
#SYS_CURRENT_T... The current system time(s)
#5Y5_CPU_FREQ CPU frequency
#SYS_MEM_SIZE Memory size(Byte)
& Double click to edit

JO000000000000000
£

[ R B B B B B TR Rl RN R R R e R

Note! Tags are added to a storage thread and cannot be added to other storage threads

25.4Error code information of #DATALOG_ERROR

When the value of #DATALOG_ERROR is 0, it means that there is no error in the program.
Error 1 ~ 9 are critical errors

1: Datalogger is not enabled.

2: Storage path is invalid.

3: Datalogger SDK initialize Storage path failed.

4: DatalLogger SDK initialize failed.

5: Failed to allocate memory at DatalLogger startup.

6: Failed to initialize the logging thread at DatalLogger startup.
7: Open Control Tag failed.

8: Read Control Tag value failed.

9: Add Tag to data center failed.

257: Insufficient storage space. The safety space is 50Mb.

512 ~ 767: Insert value to DatalLogger SDK value cache failed.
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768 ~ 1023: DatalLogger SDK write values to storage failed.

1024 ~1279: DatalLogger SDK reposition the write file failed while writing values to storage.
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26. Data Backup

In EdgeLink Studio, users can set the historical data for the specified tag to be stored.
According to the set storage method, historical data will occupy some of the SD card or U
disk space.With the increase of running time, the historical data will be more and more.To
improve the backup performance and security of historical data, users can backup huge
amounts of data to other servers remotely.

5 Advantech Edgelink Studio =Jelx]|
‘ I H Project ‘ Help o @

Be0A0 R V& & W

Create  Open | Cose | Save | Project  Export To | Show Tag Importtags Exporttags Device

Project  Project | Project Downlad 8D Card Count  fromExcel  toBxcel  Model
Project i Deploy i Option i
Project Configuration « | (4 DataBackup(3600-1)* x

l- Demao

‘J Apply HX Discard m

i/ Enable Data Backup

st x| d o
Server: S0L Server v
IP/Darmain; 127.0.0.1 User Name: User

o Port: 1433 Password:
08 system DataBase Name: | Database Table Name Prefi; Data_Backup
Index Table: ~ Table Batch Upload Count: 300
Tag Name Table Name Maximum Upload Period(min) Value Type

0» ‘Double cick to edt

\K\
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1.0pen the "Data backup" page.

2.Select Enable Data Backup.

3.Fill in data backup settings.

4 .Select the tags to be backed up and other necessary information.
5.Click the "+" button to add a backup setting.

6.Click the "x" button to delete a backup setting.

7.Click Apply to complete the configuration.

Currently, data backup is divided into SQL Server and FTP Server according to the type of

server used:
SEF‘-"EF: SQL Ser\_rer -
IP/Dormain: SQL Server User Name: User
FTP Server
Port: 1433 Password:
DataBase Mame: |Database Table Mame Prefic Data_Backup
Index Table: Table Batch Upload Count: 500

After the content to be backed up (such as a tag) has been added to the backup list under
the connection, the server type cannot be modified; after all the contents in the backup list
have been deleted, the server type can be modified.

26.1SQL Server Method

In the data backup settings area, select Server Type as SQL Server to back up the selected
tag data in ODBC mode. The information you need to fill out includes:

IP/Domain: The IP address or domain name of the backup server.

Port: The port number of the database.

DataBase Name: The name of the database that already exists on the connected server
side.
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Index Table: Custom table name. The table will be automatically generated in the SQL
server, and the last time of each upload tag will be recorded in the table for the data store
and forward.

User Name: The username to log in to the remote server.
Password: The password to log in to the remote server.

Table Name Prefix: Used to automatically create a database table by table name in the
connected database.

Batch Upload Count: The default limit for allowing the client to upload data each time is
500. That is, the system queries the cached 500 data and uploads them to the server in
batches.

In the tag list, double-click on the blank row of the tag name column, and you can add the
tags included in this backup.

% Data Backup(3600-1)* x

‘f Apply ||x Discard |

&) Select Tag (x|
Enable Data Back
b Enable Data Backup E-Clgg 10 Tag N
s x| @] e+ O B
x| e :
SQL1 L8 =-E BoardI0
- '& BoardI0:ALD
Server: SQL Sen -[I'a BoardI0:AL1
- -1 BoardI0:AL2
IP/Dormain: 127.0.0. & BoardI0-AL3 ser
Port: 1433 -{_]'& BoardI0:AL4 2 W23
-[]'a BoardI0:ALS
DataBase Mame: Database - T& BoardID:ALG Jata_Backup
Index Table: Table ~{]'® BoardI0:AL7 300
-IT'% BoardI0:DLO
-{Tl'® BoardI0:DL1 :
Tag Name -["T'% Boardlo:DL2 iod(... Value Type
¥ Double dlick to edit "% Boardl0:DL.3 L
-IT'% Boardl0:DL4
-I"T'e Boardl0:DL5
-I"T'e Boardl0:DL6
-IT'e Boardl0:DL7
-IT'% Boardl0:D0.0
-7l e Board10:n0.1 &
| | CEI"ICE|
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A tag is saved as a database table during backup. By default, the "table name prefix _tag
name" is used as the table name stored in the tag. To distinguish the storage table of the
same name tag, you can specify different contents for the "table name prefix" in different
connections, or modify the table name column by yourself. If the table name prefix and the
tag are the same, the system will automatically rename the table name.

SQL_1 x| dp
Server: SOL Server
IP/Dorrain: 127.0.0.1 User Name: User
Port: 1433 Password: 123
DataBase Name: Database Table Name Pref: Data_Backup
Index Table: Table Batch Upload Count: 500
Tag Name Table Name Maximum Upload Period(... Value Type
BoardIO:ALD Data_Backup_BoardID:ALD 2 float
¥ {BoardIQ:ALL  Data_Backup_BoardID:AL1 2 float
BoardID:AL1 Data_Backup_BoardID:AL1{1) 2 float
# Double click to edit

The default maximum upload period of the tag is 2 minutes. It is compatible with the “batch
upload count”. New data is not queried beyond the maximum upload period, and if the
single maximum upload limit is not reached, the data cached at this time will be uploaded to
the server.

The tag storage value type is the format of the stored data. The default value type is float,
and can be saved as float, int, big int, navarchar, bit type.

Users can modify the "table name", "maximum upload period", and "value type" in the tag
list as needed.

¢ BoardID:AL1 Data_Backup_BoardI:AL1(1) 2 float g
# Double click to edit float

int

big int
nvarchar
hit
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If the "TaglLogger" function is unavailable or the stored Tag is not specified in "TagLogger",
a dialog box will pop up and indicate that the user should set the "TagLogger" function

*k%k

before setting the backup tag when adding the tag to data backup.

Hint x

l-.x TaglLogger is unavailable, or there are no tags in TagLogger!

26.2MySQL Server Method

In the data backup settings area, select Server Type as MySQL Server to back up the
selected tag data in MySQL mode. The information you need to fill out is same as SQL

Server.

26.30RACLE Method

In the data backup setting area, select Server Type as ORACLE Server to back up the
selected tag data by ORACLE. The information you need to fill out includes:

o Erable Data By

Tag Mo L Erter Code

1. IP/Domain: The IP address of the database, where the domain mode is not tested.

2. Port: The port that the database listens to. When the database is installed, the default
is 1521. If there is no modification when configuring the database, the default is 1521.

3. DataBaseName: The instance name of the Oracle database . The name of this instance
is orcl by default during installation. If there are changes during the installation process,
please use the custom instance name.

4. TableName: The table in Oracle that stores data. This version of the data upload
mechanism is that all data that needs to be backed up on the device side is
stored in this table on the database side. The database does not need to be
created manually. When the device uploads data, the table will be created
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automatically if it does not exist, and must start with a letter. Table 2 is the table

structure.

+ COLUMH_NAME ¢ DATA_TYPE NULLAELE DATA_DEFAULT |{} COLUMN_ID COMMENTS
1 RECCATETIME DATE Hi (nall) 1 {mall)

2 HETERCODE VARCHARZ (20 BYTE) Mo {nall)
3 ATTRCODE VARCHARZ (20 BYIE} Ho {mall}y

""" E FLOAT Mo (nall) 4 {null)

RECDATETIME field: Tagtimestamp, stored in Date format.

METERCODE field: Corresponds to the MeterCode in table 1, same as in Tagname.
ATTRCODE field: Corresponds to the Alias content in Table 1.

VALUE field: Tag value.

0O O O O

The rules for defining transmission fields are as follows:

o Tagname format: devicename:tagname . Tagname automatically corresponds to
the field Alias, and devicename corresponds to the field metercode.

o When the tag name format is tagname, Tagname automatically corresponds to the
field Alias, the field metercode can be empty, and the field Alias cannot be empty

5. UserName and Password are the credentials for remote login to oracle.

6. Timestamp: The type of time stored in the RECDATETIME field in the database
table. Local time and UTC time can be selected. The table storing the timestamp
of the tag value cannot be customized. When the device connects to the
database, the FORRECORDTIME table will be created by default to store the
last uploaded timestamp of the tag, which is used for the device's data resume
function.

26.4FTP Server Method

In the data backup setting area, select Server Type as FTP Server to back up the selected
tag data by FTP. The information you need to fill out includes:

IP/Domain: The IP address or domain name of the backup server.

Port: The port number of the database.

User Name: The username to log in to the remote server.

Password: The password to log in to the remote server.
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Upload Interval: The interval at which the device uploads files to the server. The default is 5

minutes.

Whether to enable active mode: whether the mode of connecting to the server is active.
FTP supports two modes, one is Standard (PORT), and the other is Passive (PASV). In
active mode, the FTP client sends a PORT command to the FTP server. In passive mode,
the FTP client sends a PASV command to the FTP server. Active mode is not enabled by

default, ie passive connections are used.

Whether to enable upload from break: For files that are incompletely transmitted due to
network reasons during transmission, continue to transmit or delete incomplete files and
retransmit after network recovery. Consider that some servers do not support this feature
and are not enabled by default.

File name prefix: Multiple users or multiple devices transmitting to the same server at the
same time will result in consistent file name conflicts, prefixing the file names for

differentiation.

Column type: Click on the blank line in the "column type" in the list, you can choose to add
a column of data to the backup FTP file. The optional types include "tag" and the
corresponding "row index", "local time", and "UTC time" when the tag is stored.

Format: Only for the format of "serial number", "local time", "UTC time".

Column Name: Users can rename the name of the data column that needs to be stored.
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1 Data Backup(3600-1)* x

J; Apply ¥ Discard

i/ Enable Data Backup

FIP.1 x| o

Server: FTP Server v
IP/Dormain: 127.0.0.1 Upload Interval(min): |5
Port: 21 [] Active Mode
Iser Name: Izer [ Upload From Break
Password: File Marme Prefix: Data_Backup
Column Type Tag Name Format Column Name
Ii -
Tag
Row Index
Local Time
UTC Time

Tag: When the selected column type is "tag", the user can select the tag to be backed up in
the pop-up dialog box and modify the "column name" in the list. The contents of the data
will be displayed in the FTP file according to the "column name" set by the user.

Row Index: When the selected column type is "serial number", the user can modify the
"format" and "column name" in the list. The "format" should be filled with an integer greater
than 0, indicating the index value of the first row of the backup data.

Local Time or UTC Time: When the selected column type is "local time" or "UTC time", the
default saved data format is "% F% T". Users can set the time format of the backup in the
pop-up dialog box. The code in different time formats is given in the date list at the bottom
of the window, and an example of the time format is shown in "Save as". Users can use the
various formats in the date list. Specify the time format and click the OK button, and the
"time format" code will appear in the list, where the user can modify the "column name" that
is saved by the time column.
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%/ Set Time Format

i

Forrmat: |%F %T
Cutput: 2001-08-23 14:55:02

iOha:Abbreviated weekday name.e.qg. "Thu" [«
oaA:Full weekday name.e.g. "Thursday”
Yab:Abbreviated month name.e.g. "Aug”

%B:Full month name.e.g. "August”

Y%c:Date and time representation.e.g. "Thu Aug 23 14:55:02 2001"
%C:Year divided by 100 and truncated to integer (00-99).e.g. "20"
%d:Day of the month, zero-padded (01-31).e.g. "23"

%%D:Short MM/DD/YY date.e.g. "08/23/01"

Y%e:Day of the month.e.g. "23"

YaF:Short YYYY-MM-DD date.e.g. "2001-08-23"

Yag:Week-based year, fast two digits (00-99).e.g0. "01"
YaG:Week-based year.e.g. "2001"

osh:Abbreviated month name.e.q. "Aug”

‘ oK ‘ ‘ Cancel ‘

A

% Data Backup(3600-1)* x

‘J Apply ||x Discard |

i/ Enable Data Backup

FIP1 x T‘

Server: FTP Server

IP/Domain: 127.0.0.1 Upload Intervalimin): 5

Port: 21 [ Active Mode

Iser Name: lser [7] Upload From Break

Password: File Marme Prefix: Data_Backup

Column Type Tag Name Format
b Row Index - 1
Local Time %F %T
UTC Time %aC
Tag BoardIO:ALD
Tag BoardID:ALL

Column Name

local_time
utc_time
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The file uploaded by FTP Server is a csv file. The system records the value of the same
timestamp of all tags selected for backup as one piece of data in the table.
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27. Protocol Service Configuration

EdgelLink supports four standard protocols: Modbus service, BACnet service, WASCADA
service, IEC-104 service, which can realize the communication between RTU and the lower
acquisition devices as well as the upper central devices.
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28. Modbus Server

Modbus server achieves the mapping from tag to Modbus address, allowing Modbus Client
on the upper computer to read/write tags via Modbus TCP or Modbus RTU.

28.1 Modbus TCP Configuration

Modbus TCP service allows the upper computer to access the device through Modbus TCP
protocols of TCP/IP.

The configurations of Modbus TCP are as follows:

e Port Number: Set the number of the port Modbus TCP listens on. The default
number is 502.

e Max Users: Set the maximum number of users that can be connected at the
same time. The default value is 4, which means at most 4 client ends can
simultaneously access the device through Modbus TCP protocol.

e Idle Time: Specify the maximum time when the client writes/reads no data
to/from the server after the TCP connection has be established. The default
value is 120 seconds. After that, the client will be automatically disconnected
from the server. If this value is set to 0, the server will never be disconnected.

28.2Modbus RTU Configuration

Modbus RTU service allows the upper computer to access the device through serial port
connection (RS-232/485) or virtual serial port connection via Modbus RTU protocol.

The configurations of Modbus RTU are as follows:

e Device ID: It is sometimes called Station Number, which is the node ID of a
Modbus RTU device on serial bus.

e Port: Specify the serial port number Modbus RTU service will apply to. The drop-
down list shows all available ports of the current device. If a certain port is
missed, it means this port may be occupied by other services. At this time, you
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need to manually delete the occupied COM port in the data center to configure
this port.

e Baud Rate: Set the baud rate of the serial transmission. The default value is
9600.

e Data Bit: Set the data bit of the serial transmission. The default value is 8.
e Stop Bit: Set the stop bit of the serial transmission. The default value is 1.

e Parity: Specify the parity check rules of the serial transmission. The default
option is Node, which means no parity check is applied.

28.3Modbus Address Mapping
To let Modbus client capable of accessing to the tags on the device, users should map the
tags to the corresponding Modbus addresses first. The procedures are as below:

1. Add the tag to Modbus address list.
e Double-click "Double click to edit" cell.

e Tick the tag(s) to be added into Modbus address list. One or multiple tags can be
selected at the same time.

e Select the data type and data converting method of the mapping, which will be
applied to all the selected tags.

e Click "OK" button to finish adding tags to the address list.

e Repeat the above steps to add more tags.
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I Advantech TagLink Studio (=J(=]lx]
L H Project ‘ Help & @

BaGAR &V

Create  Open  Close  Save | Project  Export To || Show Tag
Project Project Project Download D Card Count

Project i Deplay 4| Option 4

Project Configuration « | MModbus Server(3600)* x

i

oTowo Modbus Server o ol

& 1M 36004

i 4 Dats Center [51]
+ 2 e Logger N Modbus TCP R Select Tag

=@ Service ot humber: 502 || -7l [ORER i
M Madbus Server _— 2 o
D DIP2 Outetaton s 9“3“[@‘3& |
; T -] & LiguidLeve
m WASCADA ldle Time(s): 120 % Votagel
-G ECIM o swich)
- Connectivky -[l% Switchi
17 System -[w Switcha o
-[V]'® Switch3
-[I'® Lightd
-[I]'® Light1 .
Tag Name TagT W Light2 Data Type Little... Rever...
ur?. Double click to edt -[e Light3
- Voltage
-[]® Switch
V] DeviceControl
& []'e Control_Switcho
Vi come
& VIE] TemperaturaSensarl
V@ COM2_Temp2
=R o X

ohl ¥ Float (32 bits) M
w 0‘ 0K H Cancel ‘

]

|_h|

]

2. If users want to change the mapping settings, the available options are:
e Tag Type: There are four tag types: Al, AO, DI and DO, respectively
corresponding to four tag types of Modbus protocol.

e Address: Set the starting address of a tag in Modbus address space. The
minimum address is 1. On the right is Modbus Address column, which is non-
editable. The values within this column are made of tag type and tag address,
ruled by Modicon.
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Tag Name

Voltagel
Switch0
Switchl
Switch2
Switch3
Light0
Light1
Light2
Light3
Voltage
Switch

Data Type: There are 2 broad types: Integer and Float. The former one is further

classified to 6 categories by sign and bit number (16, 32, 64); while the later one

is classified to 2 categories (Float and Double) by its precision (single or double).

Little Endian: The default option is big endian (Network Byte Order). If the client

only can accept the data of little endian, please tick "Little Endian" box.

Reverse Word: If "Little Endian" is ticked, then this option will reverse the byte

order. Normally, this option will reverse the word (two bytes) order. It should be

noted that "Little Endian" option is before "Reverse Word" option, which means if

both options are ticked, the byte oder will be firstly reversed and then the word

order will be reversed when the mapped tag value is read.

Tag Type
Al
Al
Al
Al
Al
Al
Al
Al
Al
Al
Al
Al

# Double click to edit

Address
noo1
noo3
00os
noo7
noog
0011
0013
0015
0017
no1g
no21
no23

Modbus Address
30001
30003
30005
30007
30009
30011
30013
30015
30017
30019
30021
30023

Data Type Little ... Revers... *
Float (32 bits)

Float (32 bits)
Float (32 bits)
Float (32 bits)
Float (32 bits)
Float (32 bits)
Float (32 bits)
Float (32 bits)
Float (32 bits)
Float (32 bits)
Float (32 bits)
Float (32 bits)

28.4Comparison Table of Modbus Data Type Conversion

To facilitate the understanding of the data type conversion, please refer to the below

examples, in which the tag values are hexadecimal and every byte is separated by space.

Name

Original
Value

Little
Endian

Reserve
Word
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Signed/Unsigned

_ 12 34 3412 12 34 3412
Integer (16 bits)
Signed/Unsigned
12 34 78 56 56 7812 341278
Integer / Float
, 56 78 3412 34 56

(32 bits)

, _ 12 34 EFCD CDEF 341278
Signed/Unsigned

56 78 AB 90 90 AB 56 AB
90 AB 78 56 56 7812 90 EF
CD EF 34 12 34 CD

Integer / Double
(64 bits)

28.5Tag List Import & Export

The user can export the tag list into the EXCEL, and then edit it and import into the
EdgelLink Studio.

w’ Apply H  Discard E"] Export To Microsoft Excel E'] Irmport From Microsoft Excel
[] Madbus TCP [[] Modbus RTU
Port Humber: Device ID:
Max Users: Port: COM4(slot1)
Idle Time(s): Baud Rate:
Data Bit:
Stop Bit:
Parity:

[ [ S - T [ N [ T | I Y IS— [ SR S real_ [ J——

Users can edit the list of tags exported to EXCEL, but note that the order of columns cannot
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be adjusted.

A B C D E
1 tagMame address modbusDataType isLittleEndian isReverse
2 #DISABELE_DEVICE_BoardIC30001  wint32 TRUE FALSE
3 #BATCH_WRITE_BoardlD 30003 float TRUE FALSE
4 #DEVICE_ERROR_BoardlD 30005 float TRUE FALSE
5 BoardlO:-ALD 30007 float TRUE FALSE
6 BoardlO:-Al1 30009  float TRUE FALSE
7 |BoardlD:Al2 30011 float TRUE FALSE
8 BoardlO:Al3 30013 float TRUE FALSE
9 BoardlD:Al4 30015 float TRUE FALSE
10 |BoardlO:AlS 30017 float TRUE FALSE
11 |BoardlO:AlE 30019 float TRUE FALSE
12 |BoardlO:AlLT 30021 float TRUE FALSE
13 BoardlO:DI.0 30023 float TRUE FALSE
14 |BoardlO:DI1 30025  float TRUE FALSE
15 |BoardlO:DI1.2 30027 float TRUE FALSE
16 |BoardlO:DI1.3 30029  float TRUE FALSE
17 |BoardlO:DI1.4 30031 float TRUE FALSE
18 | BoardlO:DI.5 30033 float TRUE FALSE
19 | BoardlO:DI.6 30035 float TRUE FALSE
20 |BoardlO:DI.7 30037 float TRUE FALSE
21 |BoardlO:DO.0 30039  float TRUE FALSE
22 BoardlD:DO 30041 float TRUE FALSE
23 |BoardlO:DD .2 30043 float TRUE FALSE
24 |Boardl0:DO.3 30045  float TRUE FALSE
25
26
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29. DNP3 Server

ADAM-3600 can work as DNP3 Outstation (hereinafter referred to as DNP3 server) to
exchange data with DNP3 Master of HMI/SCADA (hereinafter referred to as DNP3 client).
Current version of DNP3 server has passed DNP3 Level 2 test.

Here will explain the application of DNP3 Outstation in detail.

1. Double-click "DNP3 Outstation" under "Service" item in the left menu tree to pop
up the configuration interface.
= Demo
-1 3600-61

E: Data Center

_, Data Logger

EIE Service

' ----- M Modbus Server

---{.-'_T Connectivity
L5 System

2. The main configuration interface of DNP3 server is shown as below. Some terms
appeared here should be explained:
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D DNP3 Outstation(3600) x

0 A Disc
Channel
Port Number: 20000
Session Smtus:ﬁ 234
Sessions
Session List: Session 1+ | Enablel2 Shve Address]3 |12 Mester Address; 4 | Juplicate From Session] Clear Session & More Parameters...
/| Binary Input Nurrber(B): 8 /| Analog Input Number{AL): |8 /| Counter Nurrber(CNT): 0
/ Binary Qutput Number(BO): 4 /| Analog Output Nurrber(AQ): |0 /| Doublebit Input Number(DBD): |0
Session]
DNP3 Point Assign Class Taghame Event High Limit Event Low Limit Event Deadband  *

v ALOOO (lass 2 0 0 -1

ALOOL Class 2 0 0 -1

ALDOZ (lass 2 0 0 -1

ALDO3 Class 2 0 0 -1

ALDO4 (lass 2 0 0 1

ALDOS Chass 2 0 0 -1

ALOO6 (lass 2 0 0 -1

ALDO7 Chass 2 0 0 -1

BI,000 Chss1 0 0 -1

o Channel:

It represents the media of DNP3 server to communicate with the outside. Current version of
DNP3 server only supports Ethernet communication which indicates TCP/IP network
communication protocol by default.

Slave Station: It is DNP3 server address. DNP3 protocol specifies that source address and
target address of DLL should be set. If users are not quite familiar with this part, please
keep the default settings.

Port number: It is the port number of TCP/IP communication on DNP3 server. The default
number is 20000.

o Session:

Here the supported number of sessions means at most 4 DNP3 clients are supported to
communicate with DNP3 server at the same time. Users should set an appropriate number
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of sessions based on real needs to avoid extra idle sessions, so as to less burden the CPU
and improve the operating efficiency of EdgeLink.

Enable: Users need to tick "Enable" option to give the right to DNP3 client to access this
session.

Master Station: It is DNP3 client address. DNP3 protocol specifies that source address and
target address of DLL should be set. If users are not quite familiar with this part, please
keep the default settings.

o Database:

Each session has an independent database, allowing users to classify DNP3 points and
configure their properties based on the pre-configured tags and DNP3 points mapped to
DNP3 server.

Note: Please keep the total number of DNP points in all sessions less than 2000 so as to
ensure the operating efficiency of EdgeLink.
3. Next will describe the detailed settings of each term.

o Channel Setting

Session Status: There are in all 4 sessions here. When any of them is enabled, it will turn
green to show its status: read-only.

See the below screenshot.

Channel

Port Mumber: | 20000

Session Status:ﬁ 2 3 a4

o Session Setting

Before starting to edit a session, users should select a session from the drop-down list. The
default setting is Session 1. Please tick "Enable" box first,

Session List: Sessionl1l -

: Sescion 1
/| Binary InFSessinn 3 I
i Binary Ou Session 3 3

Session 4
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then choose whether to show and use 6 categories of DNP3 points. The box before each
category allows users to select to show or hide points in the editing interface below; while
the box after allows users to set the number of DNP3 points. The studio provides 8 Bls, 8
Als and 4 BOs by default, and all Bl points are shown in the editing interface. "Show/Hide
All" determines whether to show all points in each category in the editing interface, to avoid
a long list which may in turn affect operation convenience of users. See the below

screenshot:

Seszions
Session List: Session 1+ []Enable  Master Station: 5 Duplicate Fram Sessionl Clear Session f! More Parameters...
V! Binary Input Number(Bl: 8 [] Analog Input Number(AL): |8 [ Counter Number(CNT): 0 [ ShowHidden Al
[] Binary Output Number(BO): |4 [ Analog Qutput Number(A0): |0 [] Doublebit Input Number(DBI): |0
Seszionl

DNP3 Point Assign Class Tag Name Event High Limit Event Low Limit Event Deadband
¥ BLOOO Chss 1 Double click to edit 1] 0 -1

BL0O01 Chss 1 0 0 1

BLO02 Chss 1 0 0 1

BL003 Chss 1 0 0 1

BI,004 Chss 1 0 0 1

BL,005 Chss 1 0 0 1

BIL,006 Chss 1 0 0 1

BL007 Chss 1 0 0 1

When users want to configure multiple sessions which are basically similar, please click this
button to clone session 1.

When users make too many configuration errors, please click this button to clear the
session and re-start editing. Note: This operation can't be undone, please operate with
care.

For advanced users who want to customize DNP3 service, please click this button to pop
up "DNP3 Session Advanced Parameters Configuration" page which includes four part:

1. [Default Variation]

130



Click this tab to show the default data type of each DNP3 group. "Information" box provides
the related description and remarks. For more detailed information, please refer to
Appendix A DNP3 data object library -- object descriptions in DNP3 protocol (This manual
refers to 2012 version of DNP3 protocol. Different version may vary in chapter

arrangements).

4| DNP3 Session Advanced Parameters Configuration [ x|

J Default Variation ‘ Event Parameters | Unsoiicited Response | Time Synchronization

Binary Inputs(Group 1): Variation 1 - packed, without status | Binary Input Events(Group 2): Variztion 3 - with Relative Time v
Double-bit Binary Inputs(Group 3): Varition 1 - packedwithout stafus = Double-bit Binary Input Events(Group 4): Varztion 3 - with Relative Time M
Binary Qutput(Group 10): Variation 2 - with Status * | Binary Output Events(Group 11): Varztion 1 - without Time M
Binary Output Command Event(Group 13):  Variation 1 - without Time * | Counters(Group 20); Varztion 5 - 32-8it without Flag v
Frozen Counters(Group 21): Variation 9 - 32-Bit without Flag * | Counter Events(Group 22): Varztion 1 - 328t without Time v
Frozen Counter Events(Group 23): Variation 1 - 32-Bit without Time * | Analog Inputs(Group 30): Varztion & - Long Floating Point(64-0it) =
Analog Input Events(Group 32): Variation 1 - 3281t without Time * | Analog Input Reporting Dezdband(Group 34):  Varition 2 - 32-Bt M
Analog Output Status(Group 40): Variation 2 - 16-B1t * | Analog Output Events(Group 42): Varztion 2 - 16-8it without Time M

Analog Output Command Events(Group 43): Variation 2 - 16-B without Time v

(1] Information

Defaut Variztion &s used i responses when the master does not specify a reporting variztion in its request. Such as request Variation 0.

‘ 0K H Cancel ‘ Apply

2. [Event Parameters]

Click this tab to configure the behavior pattern parameters of the events created by DNP3
point groups. "Information" box provides the related description and remarks. For more
detailed information, please refer to 4.1.5.2 Events in DNP3 protocol.
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4| DNP3 Session Advanced Parameters Configuration (x|

Default Variation | Event Parameters | Unsolicted Respanse | Time Synchranization ‘

Binary Input Max Events: 100 Binary Input Scan Period (ms): 0 Binary Input Event Mode: M
Double-bit Input Max Events : mw Double-bit Input Scan Period (ms): 0 Double-bit: Input Event Mode: Sequence of Events  »
Biriary Qutput Max Events; mw Binary Output Scan Period (ms): ' Binary Qutput Event Mode: Sequence of Events  +
Biriary Qutput Cormmand Max Events: mw o Binary Qutput Command Scan Period (ms): ' Binary Output Command Event Mode:  Sequence of Events  ~
Analog Input Max Events; mw o Analog Input Scan Period (ms): ' Anzlog Input Evant Mode: Sequence of Events  +
Analog Output Max Events; mw Analog Output Scan Period (ms): " Analog Dutput Event Mode: Sequence of Events  +
Counter Max Events: mw Counter Scan Period (ms): b Countar Event Mode: Sequence of Events  +
Frozen CounterMax Events: mw o Frozen Counter Scan Period (ms): ' Frazen Counter Event Mode: Sequence of Events  +

(1] Information

Max Events is used to set this object group event Buffer, user should define this parameter based on the hardware memary imit,
When set Scan Period=0 this Object Group wil not create Event, unit=milsecond.
Event Mode is used to define event store mode, user can choose the Event buffer mode or just record the ktested ane.

‘ 0K H Cancel ‘ Apply

3. [Unsolicited Response]

Click this tab to choose to enable the unsolicited response function of DNP3 server based
on the premise that DNP3 client actively enables this function of DNP3 server. Users can
select the class (Class 1, Class 2 and Class 3) to implement this function. "Information" box
provides the related description and remarks. For more detailed information, please refer to
4.6 Unsolicited Responses in DNP3 protocol.
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4| DNP3 Session Advanced Parameters Configuration X

‘ Defautt Varation | Event Parameters | Unsolictted Response | Time Synchranizztion

] Support Unsolicited Response

W Clss 1 [] Clss 2

(i] information

Unsolictted Response can send just when Master Enable i, user can choose which class do Unsolicted Respanse.

0K Cancel Apply

4. [Time Synchronization]

DNP3 protocol supports time synchronization function by default. Click this tab to choose
whether to enable this function on DNP3 client end. If the box is ticked, the default setting is
30 minutes, which means the synchronization will be carried out every 30 minutes. The
length of synchronization time depends on the requirements of time precision in users'
application. "Information" box provides the related description and remarks. For more
detailed information, please refer to 10.3 Time Synchronization in DNP3 protocol.
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£/ DNP3 Session Advanced Parameters Configuration

]

‘ Default Varition | Event Parameters | Unsoiicited Response ‘ Time Synchronization

M Support Time Synchronization

Synchronization Period(Minutes): 30

(i] information

Time Synchronization Period is for Qutstation request Mater to do Time synchronizztion for it, unit=minutes.

‘ 0K H Cancel H Apply

o [Database] Editing of Session

1. DNP3 point in each session should be associated with a tag. Double-click
on a cell in "Tag Name" column to add a tag.
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DNP3 Point Assign Class Tag Name Event High Limit Event Low Limit Event Deadband
{ BLOOD Class 1 Double dlick to edit 0 0 -1
BL,001 Class 1 % Select Tag — -1
BL,002 Class 1 54 10 T ) -1
BL,003 Class 1 S@ 10 P 1
BL,004 Class 1 & BoardI0 4
BL005 Gl Dwbed | Y Ligudlevel - 1
T e W Volagel s
BLUUﬁ Chss1 [Doublecl i § § i e Switcho -1
BL,007 Cessi  Doublec) | | i ® Switchl 1
----- & Switch2 M
----- o Switch3
----- © Light0
----- o Lightt
----- i Linht?
After the association, the changes of "Switch0" will be sent to [BIO] of
DNP3 point. Columns of "Event High Limit", "Event Low Limit" and "Event
Deadband" are only effective for Analog Input; while for other columns,
please keep the default settings.
B1,000 Clss 1 Switchd 0 0 1
For analog input event of DNP3 point, DNP3 server provides the following
three settings: "Event High Limit", "Event Low Limit" and "Event
Deadband". Here, users who set Al event can adjust its event parameters
so as to trigger an Al event.
DNP3 Point + | Assign Class Tag Name Event High Limit Event Low Limit Event Deadband
» ALDOO Chss 2 Double ciick to edit 0 0 -1

The above shows the basic parameter settings of DNP3 server. If
advanced users need to configure more parameters, please contact
Advantech technical support staff to get more detailed answers.
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30. WASCADA Service

WASCADA protocol is a private communication protocol of WebAccess which can directly
access all tags on RTU through TCP connection with the help of WACADA service, with no
address mapping needed (such as Modbus service). In addition, the tags supporting
periodic data storage will be capable of resuming broken transmission through WASCADA

service.

30.1Basic Configuration of WASCADA

WASCADA service is enabled by default. Barring special circumstances, please do not
disable it.

WASCADA has three configuration options:
1. Port: Set the port WASCADA listens on. The default setting is 504.

2. Character Encoding: Select the character encoding of WebAccess from the
drop-down list. Please set it base on the real character encoding used by
WebAccess, otherwise parse error may occur when it comes to a non-Chinese
tag name. If WebAccess is the simplified Chinese version, please keep the
default setting "Simplified Chinese (GBK)".

3. Time Zone: Select the time zone for WebAccess server. Sometimes, the time
zone of WebAccess server may be different from that of RTU devices. In order to
keep the consistency of data time stamp, please set the correct time zone here.
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R Advantech TagLink Studio (= J(a])(x]
e | project | Heb 5@
i
BeGA§ & W)
Create  Open  Close  Save | Project  Export To || Show Tag
Project Project Project Download D Card Count
Project i Deplay 4| Option 4
Projct Conurtin « | MModbusSenver(3600)° | [ WASCADA(3600)
= Demo
& 36004 WASCADA Apply |
o Data Center [51]
i Data Logger f General Information
52 Senvice
M Modbus Server Enable
DNP3 Qutstation it ™
Tl yyascan o
- EC104 Character Encoding:  Eemhiz(G8K)
-7 Connectivity
-5 System Time Zone: (UTC+0B:001k= By BEERITHE, S8FF
R
4

30.2Add RTU Tag on WebAccess

There are two ways to add a tag to WebAccess:

e Import a RTU project file;

e Add manually.

1. Import a RTU project
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Only the new version WebAccess offers the function of importing a RTU project . If your
WebAccess does not support this function, please download the new version or install the
function expansion package.

1.1 Open Advantech WebAccess Project Manager. Then enter the SCADA node property
page and click "ImportExternalData" as shown below.

N!m'lnF'rcgm M Arlnli':nm-ar! AccPoint CalcPoint ConstPoint !;:‘sf'mnl FacePlate RealTimeTrend [.\;\1.1In<Trcnd Alnmt'.'lmu I'J.w,‘ ‘Jn‘lﬂ GlobalScript Ummem DataTransfer Exceldn Excel-Out ﬁ'P‘,.‘I'I Scheduler ClassroomScheduler

AlamManagementSystem Eventlog KeyMapping ImportExtenalData DemandControl BACNetServerConfig ModbusServerConfig GoogleMap Excel Report

1.2 If your WebAccess supports importing a RTU project file, the option of "Import
EdgeLink" should be listed here. Click it to enter the import page.

1.3 Click "Browse" button on this page to select a RTU project file with an extension of
.acproj, then click "Submit" button as shown below.

1.4 The page displays "File uploading, please wait...", which means the selected project file
with an extension of .acproj is being uploaded.
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1.5 After the upload, the import will be automatically started. When the file has been
imported, a window will pop up, showing the information of a successful import and the

number of imported tags.

1.6 Delete the unnecessary tags. The import process imports all the tags, some of which
are usually unnecessary since they may cause unwanted data traffic, so users need to
delete these unuseful tags. Delete method: Please firstly locate the imported device node
from the project node, then find the node list icon on its right. [1] Click the icon to open the
tag list of the device; [2] Tick the tags to be deleted; [3] Click "Delete" button on the top left
of the page to complete the delete operation.
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Device: demo + RTU + 3600demo

demo
QIRIY Al ] Tagname Description Address
3Pttt (1)

=TT DEo (] COMI_Temp2 A COM! _Temp2T
COM1_Temg? O cument A current T
Control_Switch : .

= (] Displacement A Displacement T
isplacement °|] Lighting failure A Lighting faiture
Lightd

Lightt [ LigidLevel A LiguidLevel T
e 0 UsaTagl A Noe UseeTagl
Light3

Lighting falure [l Voltage A Voltage'T
w [ Voltagel A Voltage!/ T
@ [ Control Switch0 D  Nome Control_Switch0'T
w2 0 Ligo D Light) T
Swich3 (] Ligt D Light T
UserTag!

Votage 0 Ligw D LighT

2. Add manually.

This method is only applicable to two circumstances: a. The installed WebAccess does not
support the function of importing a RTU project file; b. Users want to adjust some
parameters after the project file has been imported.

2.1 Create a new SCADA node (If users want to add a new device to the existing SCADA
node, please ignore this step).

2.2 When users create a new comport on the newly-created SCADA node, the following
three places should be noticed: [1] The interface name should be TCPIP; [2] Users should
set the scan time based on real needs, and the time should not be too short. The default
value of 1 second is not useful at most circumstances, so please reset it. [3] The timeout
value is set to 1000 milliseconds by default, which is applicable to LAN communication. As
for Internet or wireless cellular network communication which has a long transmission delay
of link data, 1000 milliseconds is not appropriate any more. Users should modify it to 10000
milliseconds (10 seconds), so as to avoid connection failure due to bad network
communication.
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2.3 Create a new device for the new comport. The following options should be set: [1] The
device name which should be the distinguished name of the RTU by WebAccess. If the
RTU is connected with WebAccess through active connection (please refer to "Active
Connection"), the device name here should be the same as the distinguished name of
WherelAm in active connection settings; [2] The device type should be set to "WASCADA";
[3] For IP Address, please fill in the real IP address of RTU. If the RTU is connected with
WebAccess through active connection, please leave this box blank; [4] The port number is
set to 504 by default. It should be consistent with the port number of WASCADA configured
in RTU project. For the rest setting options, please leave them unchanged.

141



D
e

2.4 Create a new tag for the new device. [1] For "Parameter" option, "A" refers to analog
tags on RTU; "B" refers to discrete tags on RTU; the tags of "Text" type are currently not
supported; [2] The tag name should be the same as the tag name used in SCADA on RTU.
This tag name is globally unique in SCADA node; [3] For "Address" option, users should
input the tag name on RTU. If this tag is configured for periodic storage on RTU, "/T" can be
added after the tag name (for example, "Voltage/T"), which means the function of resuming
broken transmission is supported.

Description of resuming broken transmission: For tags with a "/T" suffix, if "Log Data" is
configured to "Yes", WebAccess will reconnect to read the stored data logged on the tag
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during disconnection to complete the local historical trend data record of SCADA. It should
be noted that, the stored data mentioned above could only include the data of minute, hour
and day precision. In other words, when users want to view the data during disconnection
and the time precision of the historical trend graph is as accurate as second for example,
no data curve will be displayed in this graph.

For the configurations of other parameters, please refer to "WebAccess User Manual".
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31. IEC-104 Server

Double click the IEC-104 in the protocol service to open the IEC104 server settings
interface.

= rRM

- 3600-1

w0 Data Center
t-=% Data Storage
-2
I Modbus Server

O DMP3 Qutstation

% wascaDA

----- % IEC-104
@ BACnet Service
48 Event Manager

@=-F Connectivity

=5 System

----- - Metwork Setting
..... @ LED Setting

----- 1 Time Sync Setting
| GPS Setting

----- ™ SMTP Setting

----- & Firewsal
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31.1 Main Interface

(hanel Satug ﬂ ﬂ n ﬂ 0

Vehtand: el v d AdaceSetng o
Port: 24 o

Devce Adliess.

O AL | Comter | 00 | 40

Tagllame ValueType Public Address Point Number SO
b o010 snge-pont nfomation(M_P_HA_1) 2 1 o S0
Boardl0:DLL double-pont fomatin(M_0P_NA_1) 2 ] o SO

+ Double cickto edt

Users can configure up to 4 IEC-104 channels in EdgeLink. Each channel parameter needs
to be configured independently.

1. The user can choose to enable or not enable the channel. The channel enabled in the
channel state is a green background and not enabled is a white background.

2. The channel parameters that need to be configured by the user are placed in the
middle area of the interface.

3. Atthe bottom of the interface is the tag corresponding table, including DI, Al, Counter,
DO, AO five types of data tags.

31.2Channel parameter configuration

WV Eabl Chanel: ~Chamnell ~— +
ort: M4

Device Adfress.
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1. Enable channel: drop box can choose to switch channels, and can also choose whether
to enable this channel.

2. Port:the default is 2404, and each channel needs to have a different port number.
Advanced parameters: set other properties of IEC-104.

4. Device address: defaults to 1, the public address in the data tag configuration should
match the device address of the channel. When the device address changes, the public

address in the data tag configuration is automatically updated.

f%| IEC-104 Advance Setting x

General | Scope

DO Access Control

() Any IP Address
(@ These IP Address

172.21.66.88 { Add

AQ Access Control

(@ Any IP Address
(") These IP Address

oK Cancel

Users can set to allow only some IPs to modify the values of DO and AO in IEC-104.

1. When checking check box, do not limit the changes.
2. When unchecked, only allow IP in the list below to modify DO and AO value.

3. DO and AO values are not allowed to modify when the list below is empty.
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M2 IEC-104 Advance Setting x

General | Scope

t0(s): t2(s): |10 k{aPDUs): |12
ti(s): t3(s): 30 w(APDUs): 8
Common Address Length: Time Tag:

Info Address Length:
Transmit Cause Length:

ASDU Data Length:

Description:
Cancel
1. tO: Timeout of connection establishment. (Not editable)
2. t1:Timeout of sending or testing APDU. (Not editable)
3. t2: Atimeout that is confirmed when no data message is received, t2 <t1.
4. t3:Timeout of sending test frame in long idle state.
5. K: The maximum difference between the sending status variable and the received

sequence number.

o

W: The acknowledgment is given after receiving the APD of the I-format.

7. Time stamp format: defaults to CP56 Time2a.(Not editable)
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31.3Data Tag Configuration

O | AL | Counter | DO | AQ

Taglame ValueType Public Address Point Number KValue Baselalue Change(%)
Boardl0:ALD easured velte, namatzed vale(l.. 2 7% 1 0 )|
tser Measured vae, normatzed vabie(M... 2 17% 1 0 10
¥ Do ekt et

OF | AT | Counter | DO | AD

Tagllame ValueType Public Address Point Humber S0F
Beerd DL singl-pont ifarmation(M_P 114 1) ! ! Hi SO
) B0l foubegontifometin( 00 A1) "1 3 Mo SOE

# Dbl cickto et

1. TagName: The name of the tag created in the Utility.

2. ValueType: The numeric type of the variable.

3. Public address: the public address to which the variable belongs should be filled with
the same value as the device address.

4. Point Number: the corresponding variable number.
KValue, BaseValue: Al: engineering value = BaseValue + acquisition value * KValue, AO:
export value = (engineering value - BaseValue) / KValue.

6. Change: this variable is greater than this percentage when uploaded to the server.

7. SOE: records the time at which the failure occurred and the type of event.
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32. BACnhet Server

EdgeLink can work as BACnet Server to exchange data with BACnet Client of HMI/SCADA.
Current version of BACnet server is designed to conform to BACnet Advanced Application
Controller (B-AAC) level.

Here will explain the application of BACnet Server in detail.

1. Double-click "BACnet Server" under "Service" item in the left menu tree to pop up the

configuration interface.
= Demo
- MM 3600-32

.;1 Data Center

= Data Storage

EIE Senvice
----- M Modbus Server
..D DNP3 Outstation

----- 154 WASCADA

4 IEC-104
. BACnet
—4g: Event Manager
-7 Connectivity
=B Cloud

k=) System
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The main configuration interface of BACnet server

is shown as below.

BACnet Setting | Device Setting | Foreign Device Setting

I Enable BACnet Service APDU Timeout: 3000 ms
Port: 47808 APDU Retry: 3 times
Bind Interface: LANI v

I Broadcast I8m when service start El Notification Setting

e BACnet Setting: To define the parameters of BACnet IP Server. Current version
of BACnet server only supports TCP/IP network communication protocol by
default.

Port: It is the port number of TCP/IP communication on BACnet server. The default number is 47808

(OXBACO) .

Bind Interface: EdgelLink has 2 LAN Port, user should configure which LAN will be bind to do

broadcast.

Broadcast IAm when service start[Checkbox]: To configure whether broadcast IAm when the device

power on.
APDU Timeout: To define the timeout value of APDU request/response, the unit is millisecond.
APDU Retry: To define the retry times of APDU request/response.

APDU Segment Timeout: To define the timeout of APDU Segment request/response, the unit is

millisecond.

BACnet Setting | Device Setting

Device Instance: | 914 Vendor Mame: advantech
Device Name: samsungdema Vendor ID: 150
Davylight Saving Status: A Location: Beijing
Description: first run demo
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e Device Setting: To define the properties of this device object. Please make sure
the device instance is the unique in one whole BACnet network.

Device Instance: As the property [Object_Identifier] of this device object.

Device Name: As the property of [Object_Name] of this device Object.

Daylight saving status: As the Property of [Daylight_Savings_Status] of this device object.

Description: As the Property of [Description] of this device object.

Vendor Name: As the Property of [Vendor_Name] of this device object.

Vendor ID: As the Property of [Vendor_Identifier] of this device object.

Location: As the Property of [Location] of this device object.
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Next will describe the detailed settings of each

object.

32.1.1.1 Note: Please keep the total number of BACnet Server Objects less than 3000 so as to

ensure the operating efficiency of EdgeLink.

ALTAD [ AV BT B0 | BY (00| NO [ MY
fame  Destpton  Type  Idex  TagMame Nofficato.. TmeOelyy Fventhor.. EventOff.. FventFault NotfyAam NotfyFeent NotfyAc. (OVInce. Highlindt Lowlimit Deadband LowLinit.. Wighlimit. —Units
) Dol it i a g i I g I i

e Add new BACnet object

Tag Name
Double dick to edit

User can add new BACnet object by [Double click to edit], then will mapping an EdgeLink
Tag to this BACnet Object, and the system will auto create the object instance index for
you, please keep the continuity of the index, and the system will start from index 0.

e Update BACnet obejct

0 0w | o o o o

lame Desciption  Type  Idex  Tagleme  Nofficaton Cls.. Time Dely Eventho.. EventOf.. Eventfault MotifyAL. Notfyfv.. NotfyAr.. COVIncr.. WighUinit Lowlivit Deadsand Low Limi.. HighLimi.  Units

rd0A A 0 b0 A A A S A B Lm0t 5
] bad0ALL I | Bt I A Y N Lm0t §
rd0AL] I R U A R R R B Lm0t 5
rd0A3 A 3Rl A A A R A B Lm0t 5
rd0AL4 0 4ol 4 U A A A R B Lm0t 5
Rord0AS 0 § RS A A A R A B Lm0t 5
rd0AS 0 6 b om0 ¢ ¥ ¥ U I 5
brd0A] A TRl A A A R R B Lm0t 5
' Dubedoci i 8 § § § 4@ i i

User can update and edit the existed BACnet obejct, some property should left click to edit,
and some property should do double click to edit such as re-link a new EdgeLink Tag.
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e Delete BACnet obejct

0| (0[O0 (W0 | W
lame Desciption Type  Index  Taglame  Motificaion Cls.. TmeDey Fventho.. EventOf.. Eventfault MotfyAL. MotfyEv.. NofifyAc. COVIcr.. Wigh Limit LowLimit Deadband Low Limi. Highlimi.  Units

B AL) i 0 fad0l0 rom g ¥ ¢ 2 0 d R i i
Bad0AL Toatdame., o | Road0L rom gy ¥ ¥ ¥ ¥ I I N i
AL i it I R R R R | S i i
BardL3 i 3 a3 T omwm ¥ ¥ ¥ ¥ # om0 00 §
Bad0AL4 i 4 badul4 i om g 2 0 @ @0 # S i i
B0l i § adlALS rom gy ¥ ¥ ¥ ¥ U I i
B0l i § a0l I N R R R | e i i
»mm”— i T Rad0AL] romy ¥ ¢ ¢ 9 ¢ N i §
LD ik el i 8 1 1 @ i [

User can delete the existed BACnet obejct, select one or more lines and then right click to
call [delete] popup menu out then to delete it.

32.1.1.2 Note: When appear the [*] in the title, please save or cancel your operation by the button

on the left top.

e Apply and discard your operation

@ BACnet(samsungdemo)®

J' Apply | x Discard
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33. OPC UA Server

The OPC Unified Architecture is a standard defined by the OPC Foundation and is a
modern industrial automation communication protocol. It is an open standard that traditional
local applications, industrial Internet of Things, and industrial 4.0 applications and platforms
are increasingly using for data collection and control. The EdgelLink Gateway Appliance as
an OPC UA server can seamlessly connect to OPC UA Client applications running on any
operating system.

33.1Interface Settings

o OPC UA(HTig) x

Project Configuration «
B‘— 26. /' Aoply ¥ Discard
=R LESEp!
456 Dt Cnter General Setting | Securty Policy | Discovery Server |
[ Data Storage
58 senice Enable OPC UA Service
----- M Modbus Server Port: 51210 Client: 4
----- D DNP3 Qutstation
m WASCADA User Account Confrol: | Anonymous M Node 1D Namespace: 2 - OpcJaServer.Data_Center  ~
""" @ ECL04 User Name:
- BACnet
1 0nC UA Password:
d Event Manager
n:r\ KW Settings
-7 Connectivty
#-B Cloud T
w3 System TEXEE
Name Node ID Description
b+ I Device
% £DISABLE_DEVICE_BoardI0 ne=2;5=12
& £DEVICE_ERROR_BoardI0 ne=2;5=21
iy ns=2:5=Davice.22
& Board0:01 2 ns=2;5=34
& Boardl0:01_3 n5=2;5=43
— & Board0:01 2 ns=2;5=56
'&' ) ® BoardI0:D1.3 s=2;5=67

1. The user can click on the OPC UA node under the protocol service to enter the

configuration interface.
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2. The general settings and security policies of the OPC UA server on the device can be

configured in the OPC UA configuration interface.

3. The configured tags in the device can be added to the OPC UA server.

33.2General Settings

J General Setting ‘ Security Policy | Discovery Server ‘

Enable OPC UA Service n
‘ Max Client:

Port: 31210 4

User Account Control: | Anonymous - Mode ID Namespace: 2 - OpcUaServer.Data_Center -

User Name: \‘ ‘
Password:

1. The user can choose to enable or disable the OPC UA service. The OPC UA configuration
document is not generated when the service is not enabled.
Port: The port number of the OPC UA server on the device. The default is 4840.

3. User account control: The server allows the client to access the server

anonymously or to verify the username and password when accessing.

Anonymous: The default connection mode. The server allows the client to create a

connection anonymously without the need to configure a username and password.

User Account Control:  Anonymous A

User Mame:

Password:

User Name/Password: The client needs to configure the username and password when
creating the connection. The username must be entered and the password can be empty.

User Account Control: |User Mame/Password -
User Mame: LUsername
Password: password

4. MaxClient: #xZ FuVF) LA %7 b A I JE 5 2 R 55 4% -
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5. Node ID Namespace: Index of the node namespace

0. OPCUA Namespace
1. Local Server

2. OpcUaServer.Data_Center

33.3 Security Policies

General Setting | Security Policy

V! None

/] Basic128Rsal5 Sign -
W] Basic2565ha256 Sign -
Ca File Path: D:\opcua.crt

Key File Path:

EdgeLink's OPC UA server supports None/Basic128RSA15/Basic256Sha256 three security

policies, which can be flexibly applied to different occasions.

] None

/| Basic128Rsal5 Sign, Sign and Encrypt -
v/ Basic2565ha256 Sign hd
Ca File Path: D:\opcua.crt

Key File Path: D:\client.key

After selecting Basic128RSA15 and Basic256Sha256, you need to select the message
security mode for each of these two security policies. The message security mode has two

types: "Sign", "Sign and Encrypt".

1. When only the message security mode is "Sign", you need to select the CA file to

download to the device.
2. When at least one security policy selects the message security mode as “Sign and
Encrypt”, you need to select the CA file and the Key file to download to the device.
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] Mone

[] Basic128Rsals Sign, Sign and Encrypt

[] Basic2565ha256 Sign

Ca File Path: D:\opcua.crt

Key File Path: D\ client.key

If neither Basic128RSA15 nor Basic256Sha256 is checked, the security policy is preset to
"None".

33.4Local Discovery Server (LDS)

The Local Discovery Server (LDS) is a DiscoveryServer that maintains a list of all OPC UA
Servers and Gateways available on the host/PC that it runs on, and is the OPC UA
equivalent to the OPC Classic OPCENUM interface.

| General Setting | Security Policy | Discovery Server |

/] Enable Local Discovery Server(LDS)

LDS Server URL: 0pC.tcp://8.8.8.8:4840 ‘—
Registration Interval(s): 300

1. Enable LDS
2. LDS Server URL: The address of the LDS server

3. Registration Interval: The interval for registering the OPC UA server with the Local

Discovery Server, in seconds.
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34. Data Transfer

Data Transfer is used to write the value of a specified tag to another tag, according to the
preset cycle and tag change detection criteria.

34.1 Configuration

1. The user can click the pata Transfer node under the protocol service to enter the

configuration page.
EIE Service
----- M Modbus Server
----- D DNP3 Qutstation
-4 WASCADA
----- & IEC-104
-y BACnet

e DPC LA

2. The configuration page of pata Transfer is shown in the figure below. Up to 4 groups
can be configured, and each group can have a different cycle and change detection
configuration. If you have more points, you can use Export/Import Excel function to

assist in editing.
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J °¢° Data Transfer(example) =

|qfi Apply Hx Discard ‘

| @  Export To Microsoft Excel ‘ ‘ @ Import From Microsoft Excel

Group{1} | Group(2) Xl Group(3) xl Group(4) xl ‘}‘

Enable
Group MName: Group(1)

Transfer Cycle(s): 1

Diff Type: ] Value Change

W Quality Change
i/ Timestamp Change

Source Tag Target Tag Deadband Deadband Type Jitter Time(s)
b A X 0 Absolute
B Y 0 Absolute
C Z 0 Absolute

# Double click to ... Double click to edit...

According to the configuration in the above figure, the pata Transfer program will transfer the

tag values (A=>X, B=>Y, C=>Z) per second, or on detection of any change of the source
tag's value, quality, and time stamp.
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35. Event Management

Event management pages allow users to set trigger conditions for events. Trigger events
when conditions are met; The event is removed when the state transitions from the

satisfaction condition to the non-satisfying condition.

35.1 Event Management Page

Project: Configuration

= NewProject

=M NewDevice-1

£ Data Center

w5 10 Tag
- System Tag
-3 Calcustion Tag
£ User Tag
[ Data Storage
=%, Data Logger
-4 Remote Backup
- Senvice
-k Event Manager
-7 Connectity
-8 System

el

& ‘ @ID Tag(NewDevice-NewMeter) |.-_-T-,Dam Logaer(NewDevice)* d Event Manager(NewDevice) x \

Enable Name Event Class Event Type Event Trigge Event Clear
¥ NewEvent Tag value changed  Qut of range Send SMS éSendSMS
v N NewEvent Tag value changed  Out of range Send 5MS Send 5MS
| Description
Event-action name; New Event -

when BoardI0:DL0's value more than 0 or less then 0, trigger this event.

the trigger intervalis 5000ms, jitter time s Oms.

\When trigger this event,
send message:
alarm

to these phone number:
13777777777:13888888888;+8013999099999

When this event clear,
send message:
alarm clear

to these phone number:
13777777777:13888888888;+8013999099999
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Double click the "event management" node to open the edit page.

You can add, delete, modify, or copy an event.

(@)

(@)

(@)

(@)

Add: pop-up the event edit page, create a new event

Delete: delete the selected events

Modify: pop-up the event edit page, modify the selected event
Copy: copy the selected event and add it to the event list.

The time you have added will be displayed in the list.

You can set whether this event is enabled when the device is running by clicking the

"Enable" column of the selection box.

When you select an event in the list, the description of the event will be displayed in

the description box.

After setting up, you need to click the "apply" button to save the settings.
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35.2Event Edit Page

EventAction

Event Name:  |New Event 0
Event o On Event Trigger o On Event Clear o
Action Type:

Event Class: Action Type:

Tag value changed - Send SMS A Send SMS -
Event Type: Meszage: Message:

Out of range - alarm alarm clear

Interval(ms):

5000
Tag Name:

BoardIO:DL.0 " Append Event Message " Append Event Message
High Lirnit: Phone Mumber: Phone Number:

0 137777778 TT 137777FIRTT

13888888888 13888888888

Low Limit: +8613999999999 +8613999999999

0
Jitter time(ms):

0

Description

Event-action name; New Event

when BoardIQ:DL0's value more than 0 or less then 0, trigger this event.
the trigger interval is 5000ms, jitter time is 0ms.

When trigger this event,
send message:
alarm

1. Edit event name.

2. The event parameters can be determined by selecting the event type and the specific
time type.
Perform processing actions when an event is triggered.

4. You can also edit the actions that are performed when the event is lifted.
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5. As with the event management page, the description of the event is refreshed in real-

time in the description box.

6. When the settings are complete, click OK to save the settings.

35.3Supported Events

35.4Tag Value Change

Currently support tag value change events. You can monitor the tag value out of range and

tag quality is not good two cases.

Event

Event Class:

Tag value changed -
Event Type:

Out of range -
Interval{ms): o

000
Tag Mame:

BoardI0:D1.0
High Lirnit:

]

Low Lirnit:

]

Jitter time{ms): 0

0

1. Interval means that the same event is not triggered within an interval after an event has

been triggered.
2. lJitter time means that the tag value exceeds the range or the quality is not good for the

duration of time is less than the jitter time, then the event is not triggered.
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35.5Supported Actions

e Send messages: supports sending SMS messages to designated mobile phone
numbers

On Event Trigger
Action Type:
Send SMS -

Message: o

alarm

I Append Event Message o
Phone Number: o

13777777777
13888888888
+8613999999999

1. Text messages to send to the phone.
2. The details of the event can be added at the end of the text message after

Tag Name: #BATCH_WRITE_BoardIO
Value: "current value"

Quality: "current tag quality"

Time Stamp: "timing of event"

3. After the event is triggered, the message will be sent to the number in this
text box. If there are multiple numbers, it should be wrapped or separated by
the ';' semicolon.

e Send mail: supports sending an alert message to the specified mailbox via the
SMTP server.

164



On Event Trigger
Action Type:

Send Ermail -

SMTP Server: o

Meed to create SMTP server firstl -

admin@me.corm

Ermail Contents: o

Alarm

I Append Event Message o

1. Select a configured SMTP server, if not configured, please refer to the SMTP server
configuration section of this document.

2. Please enter the standard mail format for the recipients section. If there are
multiple recipients, please enter or use '; 'separation.
Topic of alarm email.
Contents of the alarm message to be sent.

The details of the event can be added at the end of the email:

Tag Name: #BATCH_WRITE_BoardIO
Value: "current value"
Quality: "current tag quality”
Time Stamp: "timing of event"
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36. KW Settings

The KW PROCONOS embedded CLR (eCLR) runtime system is able to transform both
standard hardware and specific embedded platforms into extremely fast, powerful and mul-

titasking-capable controllers according to IEC 61131.

w KW Settings(ADAM-3600) x

Project Configuration «

= example_ADAN-3600 i Disca
oI ADAM-3600-1 —
-1 Data Center 4 General Information
- Data Storage
i@ Senvice
ei Event Manager
----- m: KW Settings
- Connectivty

#-B Coud The KW PROCONOS erbedded CLR (2CLR) runtime system is able to transform bath standard hardware and specific
& System embedded platforms info extremely fast, powerful and mukHtitasking-capable contralers accarding to IEC 61131,

Enable KW eCLR

The eCLR runtime syszem on this device can be used with the falowing programming systems (EdgeLink Add-On for
KW MULTIPROG should to be installed):

— MULTIPROG Express v5.35: Easy-to-operate programming tool for less complex PLC applcations

- MULTIPROG Pro v5.35: Programming tool for complex PLC applications

"KW Settings" allows the user to configure the start and stop of the KW function. When
"Enable KW eCLR" is checked, eclr will be enabled when the device starts. If it is not
checked, eclr will not be enabled.
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37. Connectivity Settings

The connectivity settings include the configuration of some additional external connection
functions of EdgeLink, such as Active Connection, Serial Port Bridge, and third-party VPN

connections.
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38. Active Connection

The main application scenario of active connection: RTU can directly access SCADA
center, while the latter has no direct access to the former. RTU connected via cellular
wireless connection or RTU behind the firewall is such kind of situation. In this case, the
traditional TCP connection created by SCADA is not applicable any more. It should be the
responsibility of RTU to actively connect with SCADA which will access data in future
through this connection.

The fundamentals of active connection is illustrated in the below figure. In active
connection, two connections will be established: one is the connection with a service of the
device over TCP port or virtual serial port, which is called upward connection; the other is
the connection with SCADA center, which is called downward connection. After the
establishment, active connection will perform the data forwarding between two connections.
Downward connection adopts the standard TCP connection, so it can support all protocols
that listens on TCP port, including Modbus TCP, NDP3, etc; while upward connection
supports two protocols: one is WherelAm protocol, used to connect with WebAccess; the
other is DTU protocol of FourFaith, used to realize the connection with the server which
supports four faith DTU. More upward connection protocols will be added in future.
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SCADA
{WebAccess, ...)

LAN/WLAN
GPRS/3G/4G

Device *

Active Connection

TCP Serial Port
Connection Connection

Yirtual Serial Part
(MBRTU, ...)

—
[
o
o
u]

pu

Protocol Server
{Modbus, DNP3, ...)

TagLink

38.1 Active Connection Settings

In active connection page, the items that should be configured include upward connection
protocol, downward connection service, center list of upward connection as well as some
related parameters. Please follow the below steps to add an active connection:
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& Advantech TagLink Studio (=JaJx]
(e ‘ Project | Help )
= ™ B &
Create  Open  Close  Save | Project  Export To | Show Tag
Project Project Project Download D Card Count
Project i Deplay 4| Option 4
Project Configuration « | Adtive Connection(3600) x
& Demo . .
M1 Active Connection O i e
i B Data Center ) Edit Center |z| . .
i Data Logger Protocal Cente Duration(s) ~ Refry Count  Idle Time(s)
@ Senice b viererm V220 conter P 1921681123 o 0 5 "
- Connectivity e
.8 Active Connection Center Port: 504 0
48] OpenVPN . —
: X
15 system §&) Update Connection X
4 Basic
o Protocol: WebAccess Where... = Center List 6&\ ) Davice entera2A 103 )
Local Service: — Modbus RTU M Ip Port 300
Siave Address: 1 b 192.168.1.... 54
Bind Interface:  None v
Period(s): 600
Duration(s): 0
Retry Count; 3
Idle Time(s): 120
m. 0‘ 0K ‘ ‘ Cancel ‘
\ d -
= I |
4

1. Locate "Active Connection" in "Connectivity" in the left tree menu, and then
double-click it to open the configuration page.

2. Click "Add" button to add an active connection
3. Set the related parameters of active connection, including:

o Protocol: Select the upward connection protocol from the drop-down list.
"WebAccess WherelAm" is used to connect with WebAccess server, while
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"DTU - Four Faith PROT" is used to connect with four faith DTU server.
Different protocol requires users to set different parameters in the lower right
corner of the page. For WherelAm protocol, users only need to set one
parameter: "Device Identifier" which should be consistent with the device
name in WebAccess project so as to make sure WebAccess can correctly
identify every connected device.

Local Service: Select the downward connection service from the drop-down
list. "Modbus RTU" means to connect with Modubus RTU through the virtual
serial port, while other options realize the connection through TCP
connection.

Salve Address: This item is only available when "Local Service" is set to
"Modbus RTU". It specifies the slave address of Modbus RTU.

Bind Interface: Specify the communication port of active connection. "None"
means no port is binded. This parameter is typically used when a device has
multiple network connections, the data channel of active connection should
be explicitly specified to avoid the uncertainties of the system default route.
For example, if "Cellular" option is selected, only cellular wireless network
can be applied to data transmission.

Period (s): Set the time interval for active connection to establish a second
upward connection.

Duration (s): Set the time duration before the upward connection is
disconnected. "0" means the connection will never be actively disconnected
after it is established.

Retry Count: Set the retry times after an upward connection is failed. If the
count is exceeded, active connection will never try to reconnect again until
the next period comes.

Idle Time (s): After an upward connection is established, if there is no data
transmission within the specified idle time, active connection will disconnect
and try to reconnect. "0" means no idle time is set.

. Click "+" button to add center IP and center port of the upward connection.

. Enter a center IP, which can be either an |IP address or a domain name address.
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. Enter a center port. If WebAccess is used, this item is usually set to 504 by

default.

. Click "OK" button to add the center information to "Center List". Repeat steps
4~7 to add more centers. Each active connection can support at most 5 centers.

. Click "OK" button to add this new connection to active connection list.
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39. Serial Port Bridge

Serial Port Bridge is mainly used to add a gateway for data acquisition while retaining the
existing serial port connection logic. As shown in the figure below, a gateway is added
between the HMI and the end device, by bridging the serial ports in the gateway, the
original HMI data acquisition is not affected, and the gateway can also read data from the
end device..

COM Bndge

8
Z
=3

"

s,
E
o

39.1Principle

The serial port bridge program will open two serial ports, one is the slave port connected
with the upper master station, and the other is the master port connected with the lower-
level end device. When the serial port bridge program receives a request from the upper
master station from the slave station port, it will forward the data message to the master
station port, accept the response data of the end device, and return it from the slave station
port to the upper master station.
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Because the serial port is an exclusive resource, in order to realize that the data center of
the gateway and the upper master station can collect data from a lower-level collected
device at the same time, the serial port bridge program needs to share the same master
port with the data center, using time-sharing multiplexing. Because the master station port
is used in time-sharing, the scan time of the data center and the upper master station
should be coordinated when using the serial port bridge program, otherwise the data
acquisition result will be affected.

39.2Settings

The serial port bridge function is located in the connection settings of the project
configuration tree, as shown in the following figure:

57 Connectivity

: ..... * Active Connection
.9 Dandelion VPN

. ) Advantech/VPN

-=as Serial Port Bridge

Double-click the serial port bridge setting item in the project configuration tree to open the
serial port bridge configuration page, and click "Enable" to configure the serial port bridge.

=2« Sarial Port Bridge{example)*®

#} Apphy ¥ Discard

] Enable

Master
Port: Com2 - | Master port must be configured in[Data Center\I0 Tag].

Slave
Paort: comM1 M
Baud Rate: 9600 -
Byte Size: 8 A
Stop Bit: 1 A
Parity: Mone A
Frame Interval (ms): 1000
Timeout (ms): 3000
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Parameters:

e Master - Port: select a serial port that has been configured in the data center for
acquisition.

e Slave - Port: select a serial port that has not been added to the data center and is not
occupied by other applications to be used as a slave port.

e Baud Rate/Byte Size/Stop Bit/Parity: set according to the actual connection with the
upper master station.

e Frame interval (ms): specify the minimum interval for data requests from the upper
master station, in milliseconds. The serial port bridge program will split the complete
data message received from the slave station port according to this setting parameter.

¢ Timeout (ms): specify the timeout time of waiting for response from the end device,
the unit is milliseconds. After the serial port bridge program forwards the message, if
the waiting time for a response exceeds this set parameter, it is considered that the end
device has no response. At this time, the serial port bridge program will release the
occupation of the master port so that the data center can continue to do data

acquisition.
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40. Cloud Service

EdgeLink can communicate with the loT center device on the cloud via the MQTT protocol.
Currently, EdgeLink supports communication with 10T center of Baidu cloud, Azure and
other cloud service providers.

In EdgeLink Studio, users can configure devices on the cloud service page to upload device
tag information to the loT Center, and support uploading to multiple different types of loT
centers.

Users need to configure |oT center connection properties and upload conditions, receive
service attributes, tags to be uploaded and other information.

According to different connection types, EdgeLink supports multiple cloud services, which
configure corresponding connection information respectively.
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Project Configuration

2" Demo

o1 360011
-1 Data Center
[ Data Storage
i@ Senvice
Id* Event Manager
-7 Connectivty
=B doud

----- 18 Proudsmart

12 System

«

"B

% WebAccess(3600-1) x

¢ Aoy

¥ Discrd

iot.advantech.com-1883 % ?‘

Connect Type:
Eniable:

Use Sockss Proxy: ||

host:

Port:

SSL Enable:
55L Scenario:
MQTT Version;
Client ID:

Usar Name:
Password:
Keep Alive(s):
Timeout(s):
Periodic Publish:
Publh Period(s):

MatTT

O
Edit

iot.advantech.com

1883
O

Anonymous conne...

3Ll

60

Tag Name

# Double click to edit

Tag Type

Deadband Type  Deadband
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40.1Basic Configuration

| WebAccess(3600-1)* x
o Apply X Diacrd

iot.advantech.com-1883 x | e o
: Tag Name TagType  Deadband Type  Deadband Unit

Connect Type:

# Double click to edit
Enable: v

IUse SocksS Proxy: E

host: iot.advantech.com
Port: 1883
5SL Enable:

55L Scenario:

MQTT Version: 3.1.1 hd
Client ID:

User Name:

Password:

Keep Alve(s): 60

Timeout(s): 30

Periodic Publish: /]

Publish Period(s): |60

1. For the configuration to take effect, users must check "Enable". This switch can be used
reasonably during the debugging phase to test multiple connections added in the same
cloud service type.

2. Click the "+" button on the right of the main page to add multiple connections to the

cloud service. Each cloud service type allows up to 4 connections to be added.

40.2Cloud Connection Properties and Upload Conditions

EdgelLink uses the standard MQTT protocol specification to connect to cloud services, so
most cloud service types have the same configuration interface in the MQTT connection
settings section. The Azure IoT Hub is an exception. Because Microsoft uses connection
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string configuration to provide user login credentials, the Azure loT Hub connection
configuration will be different. See the Azure IoT Hub configuration page for details.

As shown in the following figure, the MQTT configuration interface, the red frame is the
configuration information connected to the broker, the green frame is the configuration
information of the data upload, and the blue frame is the configuration information specific
to each cloud service type. This section will be described in detail on the description page
for each cloud service type.

iot.advantech.com-1883 x| ::ia- |

Connect Type: MOTT fe| [

Enable: M

Use SocksS Proxy: [] Edit

host: iot.advantech.com

Port: 1883

S5L Enable: |

55L Scenario: Anonymous conne...

MQTT Version: 2.1.1 A

Client ID:

User Name:

Password:

Keep Alve(s): a0

Timeout(s): 30

Publish Period(s): &0

Diff Publish: |

Detection Cycle(s): 1

Diff Type: /| Value Change
Quality Change
Timestamp Change

Topic/Payload Schema: WebAccess -

Group ID:

Device ID:

Heart Beat Period(s):10

Publish Ctrl: None -

Timestamp: UTC Time d
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40.2.1.1 Connection Configuration Section

e Use Socks5 Proxy - If the device is used in a network environment that requires
a proxy server to connect to the MQTT Broker, then the SOCKS5 proxy needs to
be enabled. Click the Enable check box and then click the "Edit" button to set the
SOCKS server information in the pop-up box. As shown below, you can set the
IP address, port number, user name and password of the SOCKS5 proxy server.

M= SocksS x
Host: 127.0.0.1
Port: 1080
User Name:
Password:
oK Cancel

e Host - The IP or domain name of entering the MQTT Broker.

e Port - Enter the listener port number of the MQTT Broker. By default, the
unencrypted TCP port is 1883 and the encrypted TLS port is 8883. EdgeLink
does not currently support WebSocket connections.

e SSL Enable - If the Broker requires an SSL/TLS connection, then SSL needs to
be enabled and selected from three authentication methods depending on the
configuration provided by the Broker:

1. Anonymous connection: Only encrypted connections are provided, and the
communicating parties do not verify the identity.

2. Server authentication: The device side verifies the authenticity of the cloud
server, and the cloud server is required to provide the CA file. EdgeLink
comes with some public server certificate files. If you are connected to a
public cloud, you can try to use the default CA file. If you use a self-signed
certificate for your own server, you will not be able to authenticate with a
third-party certificate authority. In this case, in addition to loading the CA file
to the device, you need to cancel the verification host name, otherwise the
connection will not succeed. set up.
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3. Mutual authentication: The difference from the server-side authentication is
that in this case, the cloud server needs to verify the identity of the device. In
this case, in addition to processing the CA file of the server, the certificate file
and the key file of the device need to be loaded. When the cloud server is
connected, the device side will authenticate with the cloud server side.

55L Scenario
Scenario: Anonymous Connection -
Anonymous Connection
Verify Host: Server Authentication
Mutual Authentication
CA File: Load
Cert File: Load
Key File: Load
oK | | Cancel
55L Scenario
Scenario: Server Authentication -
Verify Host: M |iot.advantech.com
CA File: Use Default Ca File - Load
_ Load CA File
Cert File: Use Default Ca File Load
Key File: Load
| oK | | Cancel |

e MQTT Version - Specify the version of the MQTT specification that the
communication parties follow. Generally, the default version 3.1.1 can be used. If
the Broker has special requirements, it can be configured according to its
requirements.

e Client ID - Client ID is used by the Broker to distinguish multiple clients
connected to it. Please enter a unique client ID here. If the Broker supports it,
you can leave it blank for automatic distribution by the Broker.
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e User Name - The username used to connect to the Broker, please follow the
instructions of the Broker. If you are configuring a connection to WISE-PaaS, you
can leave it blank here. The WISE-PaaS protocol plugin will get the
corresponding username and password through the DCCS API.

e Password - The password used to connect to the Broker.

e Keep Alive - The unit is seconds. According to the MQTT protocol, when there
is no communication between the device and the Broker within a certain period
of time, the MQTT PING message must be sent to the Broker to maintain the
connection. The setting of this parameter should be determined according to the
actual project needs and combined with the configuration of the Broker.

e Timeout. The unit is in seconds. Define the maximum time interval for the client
to send information to the cloud.

40.2.1.2 Data Upload Configuration Section

There are two modes of data uploading. One is regular upload, that is, to report all the tag
instant data in the tag list on the right side at a fixed time interval; the other is change
upload. In this mode, the program checks the change of the tag with the configured
detection period and detection condition, and uploads the real-time data of the changed tag
when the tag change is detected.

Both the regular upload and change upload modes can be enabled at the same time, or
only one of them can be enabled. The recommended configuration method is to enable
regular upload and change upload at the same time. The detection period of the change
upload is set to a shorter time, and the period of the periodic upload is set longer, so that
the data can be considered in real time and effective, and reduce bandwidth usage.

e Periodic Upload: The enable switch of periodic upload.

e Publish Period: Select the upload cycle for data during periodic uploads.
e Diff Upload: The enable switch of change upload.

e Detection Cycle: Specify the detection period for detecting tag changes.

o Diff Type: Select to detect parameter changes for tags. Optional parameters

include tag value, quality, and timestamp. The detection of the change of the tag
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value is affected by the three parameters of the threshold type, the Deadband
and the jitter time configured in the tag table. For details, see the tag table
configuration description below.

40.3Tag Table Configuration

The tag table is used to add the data center tags to the MQTT connection. Each connection
can have its own tag table configuration to meet the needs of different cloud servers.

Tag Name Alizs TagType  Deadband  DeadbandType  Unit  Jitter Time(s) Decimal Digits Destription !
 #WWLAND_SIGNAL... alilog 0 Absalute 0 2 SYSTEMTAG_WLAND_SIGNAL_NOISE
#UULAND_SIGNAL... anilog 0 L 0 2 SYSTEMTAG_WLANO_SIGNAL_BITRATE
#1COM_COM1_5C.. g 0 Absalute 0 2 SYSTEMTAG_ICOM_COM1_SCORE
#1CON_COM3_5C... anilog 0 L 0 2 SYSTEMTAG_ICDOM_COM2_SCORE
#1CO_COM3_5C.. g 0 Absalute 0 2 SYSTEMTAG_ICDM_COM3_SCORE
#1CO_LAN1_SC.. anilog 0 Absoite 0 2 SYSTEMTAG_ICOM_LANI_SCORE
#1COM_LAN1_LINK alllog 0 Absalute 0 2 SYSTEMTAG_ICOM_LANL_LINK
#1CO_LAN2_SC.. aniog 0 Absoite 0 2 SYSTEMTAG_ICOM_LANZ_SCORE
#1COM_LAN2_LINK alilog 0 Absalute 0 2 SYSTEMTAG_ICOM_LANZ_LINK
#GPS5_LATITUDE anilog 0 Absoite 0 2 SYSTEMTAG_GPS_LATITUDE
#GP5_LONGITUDE g 0 Absalute 0 2 SYSTEMTAG_GPS_LONGITUDE
#GP5_ALTITUDE anilog 0 L 0 2 SYSTEMTAG_GPS_ALTITUDE
#GP5_SPEED alilng 0 Absalute 0 2 SYSTEMTAG_GPS_SPEED
#GP5_COURSE aniog 0 Absoite 0 2 SYSTEMTAG_GPS_COURSE
#GP5_SATELLITE alllog 0 Absalute 0 2 SYSTEMTAG_GPS_SATELLITE
#5Y5_BATTERY .. anilog 0 Absoite 0 2 SYSTEMTAG_SYS_BATTERY_LOW
#5Y5_TIME_SEC.. g 0 Absalute 0 2 SYSTEMTAG_SYS_TIME_SECOND
#5Y5_TIME_MIN... anilog 0 L 0 2 SYSTEMTAG_SYS_TIME_MINUTE
#5Y5_TIME_HOUR g 0 Absalute 0 2 SYSTEMTAG_SYS_TIME_HOUR
#5Y5_TIME_DAY anilog 0 L 0 2 SYSTEMTAG_SYS_TIME_DAY
#5Y5_TIME_MONTH g 0 Absalute 0 2 SYSTEMTAG_SYS_TIME_MONTH
#5Y5_TIME_YEAR anilog 0 Absoite 0 2 SYSTEMTAG_SYS_TIME_YEAR
#5Y5_TIME_WDAY alllog 0 Absalute 0 2 SYSTEMTAG_SYS_TIME_WDAY
#5Y5_TIME_YDAY aniog 0 Absoite 0 2 SYSTEMTAG_SYS_TINE_YDAY
#5Y5_TIME_ISDST alilog 0 Absalute 0 2 SYSTEMTAG_SYS_TIME_ISDST
#5Y5_TIME_GNT... anilog 0 Absoite 0 2 SYSTEMTAG_SYS_TIME_GMT_OFFSET

ACNVT MAD AR amalan n Ahmahia n 1 CVPTTMTAS OVE MAS | AN

e Tag Name: Double-click this field to add or select a tag in the device.

e Alias: Set the name when uploading data. Use the tag name as the data name

when the alias is empty.
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Tag Type: Displays the data type of the tag. This item is a read-only item and
cannot be modified in this tag table. If you need to modify it, please modify the
original tag attribute in the data center.

Deadband Type: Used to configure the change detection method of tag values.
There are two ways: absolute value and percentage. When the type is
configured as an absolute value, the difference between the current tag value of
the tag and the last uploaded tag value is taken as an absolute value and
compared with the Deadband, and if it is exceeded, the tag is considered to have
changed; When the type is configured as a percentage, the difference between
the current tag value of the tag and the last uploaded tag value is taken as an
absolute value and compared with the last uploaded tag value. If the change
exceeds the Deadband, the tag is considered to have changed.

Deadband: Used to specify the Deadband value of the tag detection. The value
change of the tag does not trigger the tag value change within the threshold.

Unit: Read-only item, when the Deadband type is percentage, a percent sign is
displayed to distinguish it from the absolute value.

Jitter time: The unit is second. When the detected tag value exceeds
Deadband, verification of jitter time will start. When the tag value is detected as
exceeding the Deadband within the specified jitter time, it will be finally judged as
a little value change, and the changed value will be uploaded at this time,
otherwise it will be judged as tag value jitter. Not uploaded.

Decimal Digits: The number of digits after the decimal tag for specifying the
analog tag value. The default is 2. When the actual tag value has only one
integer value, you can set this field to 0 to save data traffic.

Description: The description of the tag. This item is a read-only item and cannot
be modified in this tag table. If you need to modify it, please modify the original
tag attribute in the data center.
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41. AWS

The AWS Cloud Service Plugin supports connecting to Amazon AWS loT to upload tag
values to the cloud.

Topic/Payload Schema:

Thing Mame: AWS

e Thing Name: Specify the corresponding 'things' name on this device on AWS loT.
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42. Azure loT Hub

Connect Type: Azure IotHub
Enable: |
Use Sockss Proxy: [ Edit

Address Format: Connection String =
Connection String:

HostName=hostname;Deviceld=devicei
d;SharedAccesskKey=sharedaccesskey

Host Name: hostname

Device ID: deviceid

Shared Access Key: | sharedaccesskey

Keep Alve(s): &0

Timeout(s): a0
Periodic Publsh: /]
Publish Period(s): |60
Diff Publish: |
Detection Cycle(s): 1

Diff Type: /| Value Change
Quality Change
Timestamp Change

When connecting to the Microsoft Azure cloud, the connection type must be Azure loTHub,
and the client needs to configure the connection string provided by the cloud.

Users can directly edit the connection string, or generate a connection string by setting the
attributes: Host Name, Device ID, and shared Access Key.

Since v2.8.1, the bottom layer of EdgeLink uses the Microsoft Azure loT SDK to connect to
the Azure loT Hub, so the communication-related parameters other than the connection

string do not need to be set.
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If you are using this plugin in the environment of an loT Edge-launched EdgeLink
Container, you do not have to enable resumable uploads, as loT Edge will cache the
transferred data.

This plugin supports the following Direct Method, please note that method names are case

sensitive.

42.11. GetVersion - Get EdgeLink version information

Method Name: Getversion
Parameters: none

Return Value: JSON object, where the resuit parameter indicates whether the call result is
successful or not, success indicates success, and error indicates failure. The content of the
content parameter in the successful result is the EdgeLink version information, and the
content of the error parameter in the failure result indicates the reason for the failure.
Please refer to the return value example below.

Example of return value when the call is successful:

"Result"

"Success"

3

"Content"

"ADAM-3600-C2GL1A1E Standard Edition image version 2.8.0 Release Dec 29 2021"
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Example of return value when the call fails:

"Result"

"Error"

"Error"

"fail to read version file"

Remarks: None

42.22. PubAllTags - Publish all tag values in the tag list at once

Method Name: puballTags
Parameters: none
Return Value: None

Remarks: After the gateway receives this method call, it will immediately publish a
message containing the current values of all tags in the tag list. Please note that the content
of the message will not be returned from the direct method, but will be published to the data

topic.

42.32. ReadTag - Read tag value

Method Name: readTag
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Parameters: JSON obiject, including an array of tag names and related read parameters,
where the tags parameter is a string array, including all the tag names that need to be read;
the value_as_string parameter is a boolean value, used for control tags Whether the value is
returned as a string, the default value is false, i.e. not returned as a string.

Example: The following call parameters will read three tags named tag1, tag2 and tag3 and
return the tag value as a string.

{

"tags"

"tagl"

"tag2"

"tag3"

"value_as_string"

true

Return Value: JSON object, where the tags parameter is the object type, including all
requested tag values, each object parameter corresponds to a tag, the parameter name is
the tag name, and the parameter value is the tag value.

Example:
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When there is no value_as_string in the calling parameter or its value is false, an example of
the return value is as follows:

"tags"

"tagl"

false

"tag2"

3.1415926

)

"tag3"

1.28
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When there is value_as_string in the call parameter and its value is true, an example of the
return value is as follows:

"tags"

"tagl"

"tag2"

"3.1415926"

)

"tag3"

"1.28"

Remarks: None
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42.42. WriteTag - Write tag value

Method Name: writeTag

Parameters: JSON object, including all the tag values to be modified, each object
parameter corresponds to a tag, the parameter name is the tag name, the parameter value
is the tag value, the tag value can be a string type or can is a numeric type or a boolean

type.

Example:

{

"tagl"

false

"tag2"

"3.1415926"

3

"tag3"

Return Value: JSON object, where the resuit parameter indicates whether the call result is
successful or not, success indicates success, and error indicates failure. The successful
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result has no additional parameters, and the error parameter in the failed result indicates
the reason for the failure. Please refer to the return value example below.

Example of return value when the call is successful:

"Result"

"Success"

Example of return value when the call fails:

"Result"

"Error"

"Error"

"Cannot found tag handle!"

Remarks: None
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43. LwM2M

The LwM2M cloud service plug-in is used to support the OMA Lightweight M2M protocol to

implement remote management of devices on the cloud platform. See Supported Objects

and Resources for the capability of this plug-in.

43.1 Settings

43.2 General Settings

General Setting
/] Enable
Server URIL: coap://leshan.eclipse.org:5683
Is Bootstrap Server
EndPoint Name: urn:advantech:edgelink
Registration Lifetime(s): 25
Bind to UDP Port

] Confirmable Motifications

e Enable: Check to enable this plugin

e Server URI: Enter the full URI of the server.

e Is Bootstrap Server: If the server URI related to a Bootstrap Server, it should be checked
here.

e EndPoint Name: Enter the end point name of this device. This name should be named
according to the management rules of the server.

e Registration Lifetime(s): Specify how often this device is registered with the server, in
seconds.

e Band to UDP Port: Check this box and fill in the value of 1 ~ 65534 to band the
Lightweight M2M device to the specified port.

e Confirmable Notifications: Lightweight M2M messages can be sent as a Non-
confirmable or as a Confirmable message, you can specify the behavior of the client by

this option.
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43.3 Security Mode

Security Mode
@ No Security
~| DTLS with Certificates

_! DTLS with PSK

Hexlified String
Hexlified String

e No Security: Select this option to use an in-secure connection. In this case, the server
URI should be filled with coap:// instead of the address starting with coaps://.
Conversely, if you choose the two security options below, then the server uURI should be
filled with the address starting with coaps://.

e DTLS with Certificates: Use a secure connection for a given client certificate. Load the
client certificate file in the client certificate and load the client certificate key file in
the client Key.

e DTLS with PSK: Use the secure connection of the given PSK method. Please fill in the
PSK string in Psk Identity. If the string is a hexadecimal format string, please check the
Hexlified String option. Fill the psk key with the PSK key and check the Hexlified

String option as appropriate.
43.4Tag List Settings

Digital Input | Digital Output | Analog Input | Analog Output
Instance ID Tag Name

BoardI0:D1_0

BoardIO:DI_1

BoardID:D1_2

BoardIDO:D1_3
# Double dick to edit

oW o=

Currently, you can map the tag to the four I/O objects defined by the IPSO (Digital Input,
Digital Output, Analog Input, Analog Output). In the four types of tag lists, double-click the
tag name field and select the tag to be mapped in the dialog, then the tag will be added to

the tag list.
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The default 1nstance 1D is automatically incremented, you can click the 1nstance 10 field to
modify it.

43.5Supported Objects and Resources

<td><b>0Object<b></td>
<td><b>0Object ID<b></td>
<td><b>Resource<b></td>

<td><b>Resource ID<b></td>

<td rowspan="6">LwM2M Security</td>
<td rowspan="6">0</td>
<td>LWM2M Server URI</td>

<td>o</td>

<td>Bootstrap-Server</td>

<td>1</td>

<td>Security Mode</td>

<td>2</td>

<td>Public Key or Identity</td>

<td>3</td>

<td>Server Public Key</td>

<td>4</td>

<td>Secret Key</td>

<td>5</td>

<td rowspan="9">LwM2M Server</td>
<td rowspan="9">1</td>

<td>Short Server ID</td>
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<td>o</td>

<td>Lifetime</td>

<td>1</td>

<td>Default Minimum Period</td>

<td>2</td>

<td>Default Maximum Period</td>

<td>3</td>

<td>Disable</td>

<td>4</td>

<td>Disable Timeout</td>

<td>5</td>

<td>Notification Storing When Disabled or Offline</td>

<td>6</td>

<td>Binding</td>

<td>7</td>

<td>Registration Update Trigger</td>

<td>8</td>

<td rowspan="11">Device</td>
<td rowspan="11">3</td>
<td>Manufacturer</td>

<td>o</td>
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<td>Model Number</td>

<td>1</td>

<td>Serial Number</td>

<td>2</td>

<td>Reboot</td>

<td>4</td>

<td>Error Code</td>

<td>11</td>

<td>Current Time</td>

<td>13</td>

<td>UTC Offset</td>

<td>14</td>

<td>Timezone</td>

<td>15</td>

<td>Supported Binding and Modes</td>

<td>16</td>

<td>Device Type</td>

<td>17</td>

<td>Software Version</td>

<td>19</td>

<td rowspan="2">IPSO Digital Input</td>

<td rowspan="2">3200</td>
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<td>Digital Input State </td>

<td>5500</td>

<td>Application Type</td>

<td>5750</td>

<td rowspan="2">IPSO Digital Output </td>

<td rowspan="2">3201</td>
<td>Digital Output State</td>

<td>5550</td>

<td>Application Type</td>

<td>5750</td>

<td rowspan="2">IPSO Analogue Input</td>
<td rowspan="2">3202</td>
<td>Analog Input Current Value</td>

<td>5600</td>

<td>Application Type</td>

<td>5750</td>

<td rowspan="2">IPSO Analogue Output</td>

<td rowspan="2">3203</td>
<td>Analog Output Current Value</td>

<td>5650</td>

<td>Application Type</td>

<td>5750</td>
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44. Proud Smart

When connecting to the ProudSmart Cloud server, you need to configure the connection
properties of the receiving server.

Topic/Payload Schema: |ProudSmart

MQTT Account:
Gateway ID:

Device ID:

PING Interval (s): 60

Timestamp: UTC Time -

e MQTT Account: MQTT account name. Required field.

e Gateway ID: The name of the gateway to use for the connection. Required field.
e Device ID: The device name of the project in ProudSmart Cloud. Required field.
e PING Interval: The interval at which the server sends a PING command.

e Timestamp: This option is used to control the timestamp representation format
in the published message. UTC Time is expressed in UTC time and Local Time
is represented in the local time of the device. For example, if the time zone of the
device is set to East 8 (ie, Beijing time), the message is sent at 11:30:45 on
January 1, 2018 Beijing time, then UTC Time will be 2018-01-
01T03:30:45+0000, and the Local Time will be 2018-01-01T11:30:45+0800.
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45. Simple MQTT

Simple MQTT provides a simple topic / load scheme in which topics can be defined by the
user to test and verify MQTT data communications or to be applied to cloud services that
require simple development. In addition to tag data upload and modification, Simple MQTT
also supports the ability of the server to deliver messages of a specific topic to perform the
specified commands for special application extensions.

The default simple MQTT publishing data payload format is as follows:

{

"tag"

"AIL.0"

"value"

12.00

"quality"
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"tag

"AT.1"

"value"

12.00

"quality

megn

"2017-12-22T08:05:20+0000"
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e Among them

e "d"represents an array object that contains all reported tag information. Each tag
is represented by an object. Its properties are as follows:

Attributes Introductions

tag tag name
value tag current value
Quality tag current quality value (selectable via parameter switch)

e "ts"is the timestamp of the message and follows the ISO 8601 standard.
The data retransmission of the disconnected SimpleMQTT packet is exactly the same as
the data packet format of the real-time data.The difference is that the time stamp is
obtained from the data record, not the current time.

45.1 Parameter settings

Data Topic: data/device_id
Resume Topic:

Command Topic: | cmd/device_id

Payload Type: Simple A
Compress Payload: |Mo Compression -
Qos: 1 -
Timestamp: UTC Time (IS0-86... =
External Topic: ext/device_id/logger

External Command: |logger %p

e Data Topic: Required fields that specify topics for publishing real-time data. To facilitate
parsing of data packets from different devices on the cloud server, it is recommended
to add the device unique identifier to the topic when setting this topic.

e Resume Topic: Optional, specifies the topic for publishing resuming data. If this field is
not set, then the topic specified in bata Topic will be used.

e Command Topic: Optional, specifies the subject to receive the command. Publishing
data from the cloud server to the topic can modify the tag value on the device. The

format of the data is the same as the publishing format except that “d” is changed to
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“w”. There can be no timestamp data in the write packet (that is, ts). If this field is not
filled in, the device will not accept the command to modify the value of the cloud

service.

The example of modifying the value of a packet is as follows: The following packet will write
the value of AO_1 as 12.88 and the value of AO_2 as 18.76.

json { "w":[ { "tag":"AO_1", "value":12.88 }, { "tag":"AO_ 2", "value":18.76 } ], "ts":"2017-12-

28712:22:21+0000" }

e Payload Type: This option is used to control the payload format.

e simple: The default payload type, no quality field in payload

e simple with quality: The default payload type with quality field in payload
o compact: The compact payload type as below. {"ts":1451649600512,

"values":{"tagl":"valuel", "tag2":"value2"}}

e Compress Payload: This option controls whether to use GZIP to compress the
message payload. By default, the payload is not compressed. If this option is set
to GZIP compression, you must make sure that the cloud platform also uses the
same GZIP method for decompression. At the same time, the cnd payload must
also be GZIP compressed message content.

e QoS: This option is used to control the quality of service used when publishing
messages. The default value is QoS 1.

e Qos o: Distributed at most once, the distribution of messages depends on the
capabilities of the underlying network. The recipient will not send a response and the
sender will not retry. The message may or may not be delivered at all.

e Qos 1: Distribute at least once, the quality of service ensures that the message is
delivered at least once.

e qos 2: Distribute only once, which is the highest level of quality of service, and
message loss and duplication are unacceptable. There is an additional overhead
in using this quality of service level.

e Timestamp: This option is used to set the timestamp format in the published
message.

e UTC Time (Is0-8601): UTC time in ISO-8601 format, such as 2018-01-

01T03:30:45+0000
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e Local Time (Is0-8601): Local time in ISO-8601 format, such asze1s-e1-
01T11:30:45+0800
e UNIx Time: UNIX time stamp format, such as 16eee58903

e unix Time w/ Ms: UNIX time stamp format with millisecond, such as 16eeessoe3ee1

e External Topic: This option is used to set the topic for external command. If set,
the device will subscribe this topic, and will execute the command specified in
"External Command" when the message arrived.

e External Command: This option is used combined with the "External Topic", to
specify the command line to be executed when message arrived. For example:
logger %p, this command will output the message payload to syslog when it is
executed.

The command line can have arguments, the following patterns supported in the

command line:

o %t: Topic, this pattern will be substitute by the topic when executing.
o %p: Payload, this pattern will be substitute by the payload when executing.
o %pf: Payload file, this pattern will be substitute by a file contains the payload when
executing.
Note: Don't use newline orone of |, &, ;, <, >, (, ), {, } inthe command string, and
because of the MQTT application is running as unprivileged user, please don't specify any

command needs to run in privileged mode.
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46. Custom MQTT

Custom MQTT provides a customized topic / payload scheme in which topic / payload can
be defined by the user to test and verify MQTT data communications or to be applied to
cloud services that require customized development. In addition to tag data upload and
modification, Custom MQTT also supports the ability of the server to deliver messages of a
specific topic to perform the specified commands for special application extensions.

46.1 Parameter settings

Data Topic: data/device_id
Data Payload: Configured

v/l Resume Topic:, | data/device_id/r
»/ Resume Payload | Configured

Command Topic:  ¢md/device_id
Compress Payload: No Compression v
QoS: 1 -
External Topic: ext/device_id/logger
External Command: logger %p

v/ will Topic: data/device_id

Will Message: will message

e Data Topic: Required fields that specify topics for publishing real-time data. To facilitate
parsing of data packets from different devices on the cloud server, it is recommended
to add the device unique identifier to the topic when setting this topic.

e Data Payload: Required fields that specify payload for publishing real-time data.

Payload Configuration instructions
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Resume Topic: Optional, specifies the topic for publishing resuming data. If this
field is not set, then the topic specified in pata Topic Will be used.

Resume payload: Optional, specifies the payload for publishing resuming data.
If this field is not set, then the load specified in pata payload Will be used.

Payload Configuration instructions

Command Topic: Optional, specifies the subject to receive the command.
Publishing data from the cloud server to the topic can modify the tag value on
the device. The format of the data is as follows. Tags and Tags value are defined
by the user. There can be no timestamp data in the write packet (that is, ts). If
this field is not filled in, the device will not accept the command to modify the
value of the cloud service.

The example of modifying the value of a packet is as follows: The following packet will write
the value of AO_1 as 12.88 and the value of AO_2 as 18.76.

json { "w":[ { "tag":"AO_1", "value":12.88 }, { "tag":"AO_ 2", "value":18.76 } ], "ts":"2017-12-

28712:22:21+0000" }

Compress Payload: This option controls whether to use GZIP to compress the

message payload. By default, the payload is not compressed. If this option is set
to GZIP compression, you must make sure that the cloud platform also uses the
same GZIP method for decompression. At the same time, the cnd payload must

also be GZIP compressed message content.

QoS: This option is used to control the quality of service used when publishing
messages. The default value is QoS 1.

Qos @: Distributed at most once, the distribution of messages depends on the
capabilities of the underlying network. The recipient will not send a response and the
sender will not retry. The message may or may not be delivered at all.

Qos 1: Distribute at least once, the quality of service ensures that the message is
delivered at least once.

Qos 2: Distribute only once, which is the highest level of quality of service, and
message loss and duplication are unacceptable. There is an additional overhead
in using this quality of service level.
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e External Topic: This option is used to set the topic for external command. If set,
the device will subscribe this topic, and will execute the command specified in
"External Command" when the message arrived.

e External Command: This option is used combined with the "External Topic", to
specify the command line to be executed when message arrived. For example:
logger %p, this command will output the message payload to syslog when it is
executed.

The command line can have arguments, the following patterns supported in the
command line:

o  %t: Topic, this pattern will be substitute by the topic when executing.
o %p: Payload, this pattern will be substitute by the payload when executing.
o %pf: Payload file, this pattern will be substitute by a file contains the payload when
executing.
Note: Don't use newline orone of |, &, ;, <, >, (, ), {, } inthe command string, and
because of the MQTT application is running as unprivileged user, please don't specify any
command needs to run in privileged mode.

e Will Topic: Optional, specifies the topic for publishing will message.

e Will message: Optional, specifies the content for publishing will message.
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47. T-System

Connect to the Cloud Of Thing.

SSL need to Enable, SSL Scenario please chose Server Authentication, Port 8883.

Topic/Payload Schema:

ICCID:

e |CCID: Device unique identification ICCID.
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48. WebAccess

Topic/Payload Schema: WebAccess

Group ID:

Device ID:

Heart Beat Period(s):10

Publish Ctrl: Mone -

Timestamp: UTC Time -

e Group ID: The Group ID is a combination of the project name of the WebAccess
Cloud and the SCADA name with an underscore "_", for example:
MyProject_ MySCADA.

e Device ID: The device name of the project in the WebAccess Cloud.

e Heart Beat Period: The period during which the client sends heartbeat
information to the server.

e Publish Ctrl: Choose whether to upload data by Publish Ctrl.

e Timestamp: This option is used to set the timestamp representation format in
the published message. UTC Time is expressed in UTC time and Local Time is
expressed in the local time of the device. For example, if the time zone of the
device is set to East 8 (ie, Beijing time), the message is sent at 11:30:45 on
January 1, 2018 Beijing time, then UTC Time will be 2018-01-
01T03:30:45+0000, and the Local Time will be 2018-01-01T11:30:45+0800.
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49. DeviceOn/Bl

The DeviceOn/BlI cloud service plugin is used to upload data to the DeviceOn/BI platform.

Because the DeviceOn/Bl connection requires the DCCS API to get the connection
parameters, the connection parameters in the basic configuration will be ignored. Simply
copy and paste the Gateway ID, credential Key and pccs API url generated on the website into

the corresponding fields to complete the connection configuration.

Gateway ID: 12345678-abcd-dcha-1
Credential Key: 5b61e30bdff259c3852;
DCCS APT Url: https://api-dcos. wise-pz

Gateway Name: [new_gatews

Gateway Name iS optional. When not specified, the name of the gateway node configured in the

project will be used.

DeviceOn/Bl data uses a sub-device model to upload data. The name of the child device is
distinguished by the colon (:) number in the tag name or alias. The name before the colon
will be the child device name, and the name after the colon will be the actual uploaded point
name. If there is no colon in the name or alias, then Gateway name Will be used as the name of

the child device.
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50. WISE-PaaS/DataHub

The WISE-PaaS/DataHub plug-in supports sending tag data to WISE-PaaS/DataHub cloud
service. It supports device configuration data upload in Plug&Play, and does not support
modifying device configuration from cloud.

Because the WISE-PaaS/DataHub connection depends on the DCCS API to get the
connection parameters, the basic connection parameters in the setting configuration will be
ignored. Please copy and paste the pataHub ID, Credential Key and pccs API url generated on
the website to the the corresponding field as following figure shows.

New SCADA List

SCADA Name new_scada
SCADA ID 55f64bcS9-029f-41c7-94fd-438e1d2a9ae9
Credential Key a251b46d8180505eafbc2b27a6bf43w9

DCCS API Url  https://api-dccs.wise-paas.com/

V

SCADA ID: 55f4bc9-029f-41c7-94

Credential Key: 3251b46d8180505eafb

DCCS AP Url: https://api-dccs. wise-pz
d

[] SCADA Mame: |new _sc

o
(=1]

scaDA Name is optional. When not specified, the name of the gateway node configured in the

project will be used.

WISE-PaaS/DataHub data uses a sub-device model to upload data. The name of the child
device is distinguished by the colon (:) in the tag name or alias. The name before the colon
is used as the child device name, and the name after the colon is used as the actual
uploaded point name. If there is no colon in the name or alias, scapa Name is used.
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50.1 Data resume

Enable data resume: &
Data before break(s): 0
Data after reconnect(s): 0

Delay before resume(s): 120

e Data before break(s) :0(default) Cache the data n seconds before disconnection and
send it to the server after reconnection

e Data after reconnect(s) :0(default) Cache the data n seconds after reconnection and
send it to the server after reconnection

e Delay before resume(s) :120(default) Wait n seconds after reconnecting to the server

before starting data transmission
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51. System Setting

System configuration in Advantech EdgeLink Studio includes network, LED, Time Sync,
GPS, SMTP and Firewall setting.
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52. Network and Internet

52.1 Network Settings

EdgelLink supports two network methods to achieve RTU communication with other
devices, namely wired Ethernet transmission and wireless transmission. These two
methods can be configured in EdgeLink Studio. In addition, it also includes settings for
multiple network environments such as OpenVPN, L2TP / Ipsec, PPPOE, and bridging.

& Advantech Edgelink Studio (= o )(x]
‘ (Ee H Project ‘ Help )
== i i ] == 6% = ==
IBOHA 0 R Y B & N
Creste  Open  Close Save | Project  Export To | Show Tag Importtags Exporttags Device
Project Project Project Downbad SDCard | Count  fomPBxcel toExcel  Model
Project i Deploy i Option i
Praject Configurtion « | © Network Setting{ADAM-3600) x
a‘-l:' example_ADAM-3600 ‘g o X s
&I ADAM-3600-1
& et Center | s | e | i [ coir | openton [ Lorymec | popo [ e |
i g P P :
@ Senvice
-4 Event Manager ¥ DHeP | DHCP
----- :;KWSettings
7 Comnectivty [P Adgress: IPv6 Addrass:
8 Cout Submeck: Subnet Prefix Length:
g7 System
-5 Network & Intemet : Gateway: Gateway:
i tork Setting e s i O O e e g
@) Obtain DNS server zddress automatica @
L Route Settng . o) Obtain DNS server address automatically
||| Network Priority Setting () Use the following DNS sarver address () Use the folowing DS server address
X - Fowrdmg L Preforred DNS Server: [ | Preferred DNS Server:
-2+ NAT Setting
- DHP Server Afternate DNS Server: Alcernate DNS Server:
----- 4 LED Setfing
. Advanced... Advanced...
----- 11 Time Sync Setting
7 6PS Setting
..... D SHTP Settinn v | Check Connect
|<| ] Connect Check Type:  None v
= Pinn Host 1: Y
4
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52.2Wired Network Settings

EdgeLink has two Ethernet ports, which can be configured to support IPv4 and IPv6
network modes under the Ethernet network. In both modes, the user can set the RTU to
DHCP or fixed IP.

Praject Configuration « O Network Setting(ADAM-3600)
al‘ axample_ADAM-3600 ¢ v || X s
- ADAN-3600-1
- Data Center o LAt LN | i | celar | OpenVP | L2TR/Dsec | POPOE | Bidge |
- Dafa Storage Py 6 .
-2 Senvice
¢ Event Manager /| DHCP ¥ DHC
,: KW Settings
[T Connectivty o. P Audress IPv6 Address:
- Coud Submask: Subnet Prefix Length:
E-7 System
-2 Network & Interet Gateway: Gateway:
@M o (@) Obtain DNS server address autometical @ Obtai '
- i Route Settng J hf (@) Dbtain DNS server address automaticaly
||| Network Priortty Setting (0) Use the falowing DNS server addrass () Use the falowing DNS server address
'''' =; P S | Preferred DNS Server: || Preferred DN Server:
----- e+ AT Satting
----- 5 DHop Server Afternate DNS Server. Alternate DNS Server:
-4 LED Setting
. Advanced... Advanced...
~- Time Sync Setting
-] PS Setting
D TP Setting Chack Connect
- VCom Connect Check Type:  None M o
8 Frewal . —
Ping Host 1:
Ping Host 2:
Ping Host 3:
Retry Intenal(min): !
‘—| Reboot system after { mins
A @ -

1. Open the "System Settings"-"Network and Internet"-"Network Settings" page.

2. Select to set a wired network information.
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3. Check DHCP or uncheck, and write fixed IP information.

4. DNS settings. When selecting "Use the following DNS server address", in
addition to entering "Preferred DNS server" and "Alternate DNS server", you can
click the "Advanced" button to maintain more DNS information in the new
window, including adding, deleting, modifying, and sorting. The top DNS server
will be used first.

Update DNS Server

g Add.. 8  Delete = Modify... 4+ Up e Down

IP Address

»1:192.168.101.1

oK Cancel

5. Set the network to check the connection information.Users can use the Ping IP /
URL mode for network inspection, which requires the user to enter at least one
ping target address. RTU will ping these destination addresses every once in a
while. If you need to restart the RTU after judging that the connection is
disconnected, you can check "Restart Device", and the RTU will restart after a
period of disconnection.
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Connect Check Type:  Ping IP/URL -

Ping Host 1:

Ping Host 2:

Ping Host 3:

Retry Interval(rmin): 1

[C]Reboot system after |0 miins

6. Click apply to complete the configuration.

52.3 Wifi Network Settings

Wifi network supports two modes: client mode and AP mode, which can be set separately
on the Wifi network setting interface.
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| LAND | LAN2 | WA | Cellubr | OpenVPN | L2TP/IPsec | PPPOE | Bridge |

[ Enable
Wifi Mode: Client Mode
Client Mode
Metwork S5ID:
S AP Mode
BSSID: —
Security: Open
Password:
E;I;Ddﬂ'f,rte'j EWM-W150H02E(RT5390)(EOL)
o 96PD-RYUW131
REYAX RYWDBOO
IPv4
+/ DHCP
IP Address:
Subrmask:
Gateway:

@) Obtain DMS server address automaticaly

lUse the following DNS server address

Preferred DNS Server:

Alternate DNS Server:

Advanced...

Connect Check Type:  |MNone
Ping Host 1:

Ping Host 2:

Ping Host 3:

Retry Interval(min): 1

Reboot system after mins

IPveE

/' DHCP

IPvE Address:

Subnet Prefoc Length:

Gateway:
@) Obtain DNS server address automaticaly

Use the following DNS server address

Preferred DNS Server:

Alternate DNS Server:

Advanced...

52.3.1.1 Client Mode

Similar to the Ethernet port, the Wifi network client mode also supports IPv4 and IPv6
network mode settings. In these two modes, users can set the RTU to DHCP mode or fixed

IP mode.
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1. Open the "System Settings"-"Network and Internet"-"Network Settings" page.

o Gateway;

(@) Obtain DNS server address automaticaly

(€3 Network Setting(ADAM-3600)*

Preferred DNS Server.

() Use the folowing DNS server addrass

Advanced...

Praject Configuration
7 exampl_ADAN-3600 ‘ ¢ o ‘ ‘ X s ‘
=10 ADAN-3600-1 < =
- et Center A v |coiar | openvon | Loy | ooc [ e |
(= Data Storage
@ Senvice W Enae
d< Event Manager Wifi Mode: Client Mode M
" kW Set§|nlgs Netwark SSID: Connect Check Type:  Nane v
- Connactivity ‘
- Coud BSSID: 0 Ping Host 1:
U@ System Sacurty: Open v Ping Host 2:
2% Network & Interet :
, Passiord: Pig Host 3:
i letwork Setting S
g Route Setting et EWMISTHERTSBO0)EOL) Retry Itenval(min): ¢
ol ' SRDRYUWL3L —
||!| Natwark Prm.rrqr Settlmg i Reboot system after | —
----- = Port Forwarding Sefting
----- <& IIAT Setting
----- B DHCp Server L v
""" e ¥ e ¥ D
----- 11 Time Sync Setting
1n£' (PS5 Setting TP Address Py Address:
----- 2 SNTP Setting . .
‘‘‘‘‘ £ VCoM Submask: Subnet Prafix Length:
----- & Frewal

Gateway:

(@ Obtan DNS server address automatically

() Use the folowing DNS server address

Preferred DNS Server:

Advanced...

2. Select to set Wifi network information.

3. Users need to set the SSID name and security of the WLAN to join the network.

There are 3 optional security modes for the network:

1. Open: LAN is open. Users can enter the LAN without a password.

2. WEP: A type of authentication that encrypts the LAN and requires a

password.
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3. WPA/WPA2 PSK: A type of authentication that encrypts the LAN advanced

and requires a password.

If you need to set the function of using the WIFI through the “MAC” address binding, you
need to select the “BSSID” check box on the page, and enter the MAC address of the AP in
the text box behind it.

In addition, the page lists the wireless module information supported by the system.

4. Set the network to check the connection information. Similar to the Ethernet port,
you can use the Ping IP / URL mode for network inspection, which requires the
user to enter at least one ping target address. RTU will ping these destination
addresses every once in a while. If you need to restart the RTU after judging that
the connection is disconnected, you can check "Restart Device", and the RTU
will restart after a period of disconnection.

Connect Check Type:  Ping IP/URL -

Ping Host 1:

Ping Host 2:

Ping Host 3:

Retry Interval(rmin): 1

[ Reboot system after |0 mins

5. Similar to the Ethernet port, users need to check DHCP or not, write fixed IP
information, and set the DNS information of the Wifi network.

6. Click apply to complete the configuration.
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52.3.1.2 AP Mode

LANL | LAN2 | WiFi | Celular | OpenvPN | L2TP/IPsec | PPPOE | Bridge |

W Enable
Wifi Mode: AP Mode i

Metwork SSID:  WiF AP

Channel: b -
Security: Open A
Password:

Max number station: |10

Supported VM-W1S0HO2E(RTS390)(EOL)
Model: SePD-RYUW131
REYAX RYWDBOOD
IPv4
[] DHCP

IP Address: 192.168.180.1

Submask: 255.255.255.0

Gateway:

(@ Obtain DNS server address automatically

(") Use the following DS server address

Preferred DNS Server:

Alternate DMNS Server:

Advanced...

In wifi ap mode, users need to fill in the network SSID, channel, security, password,
maximum number of sites, supported wireless modules, IPv4 information.

Channel: & M
Security: ,;Lutu r
Password: 2
Max number stati i
Supported =
Model: 6 i
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Security: Open e
Open
WPA/WPAZ PSK

Password:

52.4Cellular Network Settings

oot Coniguration « | ©Network Setting(ADAM-3600) X
7 exanpe_ADAN3600 w oy 1% Dsad ‘
= [8 ADAN-3600-1
B ta Conter o | o ceu | openvan | oojpe | once e |
- Data Storage
@ Senice Device Type:  EWM-CLO9FG0LE(Advantech)(EOL)  ~
o Event Manager
i . . CelufrDatz: ] Enable
----- w' KW Settings
T Connectivty o Operator: China Unicom * | | Connection Check Type: None M
- Cloud
~ Network Type: 26 Only v/ || Ping Host 1:
g7 System
-5 Network & Intemet APN: JGNET Ping Host 2: o
@ Netwark Settng o' Dallumber:  *99# Ping Host 3:
-t Rolte Setting :
||| Network Priorty Settng | | Authentication: Y Retry Interval(min): |1
"2 Part Forvarding Settng User Name: Max Stence Time (min): 1
-2+ AT Setting —_—
..... B DHCP Server Passworc: Reboot system after 0 mins
----- W LED Setfing =
oo . @) Obtain DNS server address automatical
----- 1) Time Sync Setting ) d
i GPS Setting 0 () Use the following DNS sarver address
----- B SHTP Setting _
refarrad DNS Server:
..... £ VoM Preferrad DNS Server:
----- & Freval Akemate DNS server:
Advanced...

@

1. Open the "System Settings"-"Network and Internet"-"Network Settings" page,
and select to set Cellular network information.

2. Select the type of wireless data terminal used, that is, the module name. During
project compilation, different scripts will be generated according to different
terminal types.
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Device Type: EWM-C109Fa01E{Advantech}(EOQL) -

Maone -
CU101-GL{UMNICOM)
EC20CEFA-512-5TD(Quectel)
EC25EFA-512-5TD(Quectel)

Metwork Type: |EWM-C109F601E(Advantech)(EOL)
EWM-C109FaG1E(Advantech}(EOQL)

APN: EWM-C117FLO4E(Advantech) -

Cellular Data:

Operator:

3. Check the "Enable Mobile Data" selection box to enable RTU's GPRS function.
Users can choose the operator supported by the wireless terminal, and can
choose to connect to 2G, 3G, 4G mobile networks or wireless private networks.

Device Type: EWM-C109Fe01E(Advantech }(EOQL) -

Cellufar Data: W/ Enable

Operator: China Unicom A
Auto

Network Type: China Unicom

APN: China Mobile
Other

Metwork Type: |26 Only A

. 3G(prior)f2G
APN: 3G Only
Dial Number: 2G Only

4. Among the operators supported by the wireless terminal, if the user selects
"Auto", the user does not need to enter the information such as APN, connection
user name, password, and number; otherwise, the user needs to enter
information such as APN, connection user name, password, and number. During
project compilation, a set of scripts will be generated for each operator based on
the default settings. EdgeLink will select the corresponding script to connect to
the network according to the type of sim card inserted.

5. RTU provides two connection judgment mechanisms, Ping IP / URL mode and
monitoring data communication mode.

2. Ping IP / URL mode requires the user to enter at least one ping target address. RTU
will ping these destination addresses every once in a while. If you need to restart
the RTU after judging that the connection is disconnected, you can check "Restart

Device", and the RTU will restart after a period of disconnection.
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Connect Check Type:  Ping IP/URL -
Ping Host 1:
Ping Host 2:
Ping Host 3:

Retry Interval(rmin): 1

Reboot system afte mins

3. In monitoring data communication mode, RTU will monitor the data transmission. If
the time for no data transmission exceeds the maximum silence time, the RTU wiill
determine that the connection has been disconnected. If you need to restart the
RTU after judging that the connection is disconnected, you can check "Restart

Device", and the RTU will restart after a period of disconnection.

Connection Check Type:Monitor data traffic i

Ping Host 1:

Ping Host 2:

Ping Host 3:

Retry Interval(min):

Max Silence Time (min): |1

Reboot system after mins

When setting the maximum silence time, please note that the maximum silence time
should not be too long, otherwise it will affect the SIM card switching time. At the
same time, when enabling "Restart Device", it is recommended that the maximum
silence time is less than half of the time to restart the device.

6. Set DNS information of GPRS network.

7. Click apply to complete the configuration.

52.4.1.1 Dual Network Card Configuration

On ADAM-3600-D1GL1 and other devices with dual network card functions, in addition to
the above basic settings, you need to configure settings such as dual network card
switching mode.
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| LANL | LAN2 | wii | Celufr | OpenvPN | L2TP/IPsec | PPPOE | Bridge |

Device Type: EWM-C109F601E(Advantech)(EOL) -
Cellufar Data: | Enable
| s tommer SM:SIM1 -
Operator: Auto - Switch Type: () None
Network Type: | 3G(prior)/2G - @ Control Tag L
APN () Connection Check
Lol Connection Check Type: Monitor data traffic v
S Ping Host 1:
kol Ping Host 2:
i Ping Host 3:
(@ Obtain DNS server address automatically Retry Intenval(min): 1
() Use the following DNS server address Max Silence Time (min): 1
[[] Reboot system after g mins

Preferred DNS Server

Alternate DNS server:

Advanced...

1. Two network cards can be configured with different operators and connection
information.

2. Users need to select a network card as the default network card, and the device
will connect to the default network card firstly when it starts.

3. Configure the switch mode of the network card
o No switching: No network card switching during operation

o Tag value control: Use the tag value to control the switch of the network card.
When the value is 1, switch to the network card 1, and when the value is 2,
switch to the network card 2.The rest will not be switched.

o Check the connection: Switch the network card according to the connection
judgment mechanism, and switch the network card when the network
connection fails.
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52.50penVPN Settings

OpenVPN

can be set up to enable EdgeLink as a client to connect to the VPN server

through a virtual private channel. OpenVPN is set in "System Settings"-"Network and
Internet"-"Network Settings"-"OpenVPN".

52.5.1.1 Basic Settings

LAM1 | LAN2 | WiFi | Celular | OpenVPN | L2TP/IPsec | PPPOE | Bridge

Enable

Server IP/Dormain: 127.0.0.1 Certification Mode: CRT/Key Pair v
Server Port: 1194 CA Fle Path:

Protocol: Cp M CERT File Path:

Cipher: BF-CBC(defautt) v KEY File Path:

Metwork Name: tun M

Note: When enabling OpenVPN connection, please ensure that the device time is consistent with the server time!

Due to the
configured

1
2
3.
4

need to connect to the VPN server, the following attributes need to be

Server IP or domain name.

The port number used by the VPN connection is 1194 by default.

The transmission protocol used can be TCP or UDP.

There are three encryption methods for transmission: FB-CBC, AES-128-CBC and DES-
EDE3-CBC.

52.5.1.2 Authentication Mode-CRT / Key Pairing

EdgeLink supports two authentication modes: CRT / Key pairing and username / password.

Certification Mode: CRT/Key Pair A

CA File Path:

CERT File Path:

KEY File Path:
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CRT / Key pairing requires the user to put the CA file, CERT file, and KEY file generated on
the OpenVPN server on the computer where EdgeLink Studio is located. After loading this
page, these three files will be downloaded to EdgeLink when the project is downloaded.

52.5.1.3 Authentication Mode-Username / Password

Certification Mode: User Narme/Password i

CA File Path:
User Name:

Password:

When using the user name and password to connect to the OpenVPN server, the CA file
generated on the server is also required. It also requires the username and password
assigned on the server.

52.5.1.4 TLS Authentication

TLS Authentication

Auth Fie Path: Auth Direction: unspecified v

1. When the connected OpenVPN server requires TLS authentication, you can
enter the path of the authentication file in the authentication file field to enable
TLS identity authentication.

2. The value of the authentication direction should be complementary to the
OpenVPN server. For example, when the server is "0", the client should select
"1", or both ends should ignore this value.
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52.6 L2TP/lpsec Settings

L2TP / IPsec VPN can be set up to enable Edgelink as a client to connect to the L2TP /
IPsec VPN server through a virtual private channel. Set the L2TP / IPsec VPN in "System
Settings"-"Network and Internet"-"Network Settings"-"L2TP / IPsec".

|qf' Apply ||x Discard |

| Lan1 | Lanz | wiRi | celuar | Openven | L2TP/IPsec | PPPOE | Bridge |

[] Enable

Server IP/Domain: | 127.0.0.1 Server Port: 1701

Protocol: uop Ipsec Work Type: ftunnel
Client Setting

@) Dynamic IP

Static IP

Certification Mode

2) ¥.509 Certificates

C& File Path:

CERT File Path:

KEY File Path:

Preshared Key (PSK)

Secret Key:

PPP Authentication

PPP Authentication: ] CHAP
PAP
MS-CHAP
MS-CHAP-v2

PPP Authentication User Name:

PPP Authentication Password:
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52.6.1.1 Basic Settings

Due to the need to connect to the VPN server, users need to configure the following
attributes:

1. Server IP or domain name.

2. The port number used by the VPN connection, the default is% any.
3. The transmission protocol used can be TCP or UDP.
4

Ipsec working mode can choose tunnel or transport.

52.6.1.2 Client Settings
Set the way the client obtains the IP address: Dynamic IP is automatically assigned by the
system, and static IP is set by the user.

When setting a static IP, make sure that the corresponding settings on the server side are
correct, otherwise you cannot connect.

52.6.1.3 Authentication Mode

EdgeLink supports two authentication modes: certificate authentication and PSK.
Certificate authentication

Users need to put the CA file, CERT file, and KEY file generated on the OpenVPN server
on the computer where EdgeLink Studio is located. After loading this page, these three files
will be downloaded to EdgeLink when the project is downloaded.

PSK

Enter the key for authentication.

52.6.1.4 PPP Encryption Authentication

EdgelLink supports three PPP encryption authentication modes: no encryption, chap and
pap.

When selecting chap and pap authentication, you need to enter the authentication user

name and password. No input is required if you choose no encryption.
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52.7PPPOE Settings

Through the PPPOE setting, the LAN port can be used as a WAN port for dial-up Internet
access. Set PPPOE in "System Settings"-"Network and Internet"-"Network Settings"-
"PPPOE".

@'} Apply ¥ Discard

| Lan1 | Lanz | wiRi | celulr | OpenvPN | L2TP/Psec | PPPOE | Bridge

Enable
User Name:
Password:
Authentication: /] CHAP
[C] paP
[] ms-cHAP
[Tl MS-CHAP-v2
LAMN: LAMN1 -
DMS Server: (@ Obtain DNS server address automatically
() Use the following DNS server address
Preferred DMS Server:
Alternate DMS Server:

Users need to fill in the PPPOE user name and password, select the authentication method

to use (multiple choices), the network port to be set, and set the DNS server information to
complete the PPPOE setting.

52.8 Network Bridge Settings

Network card bridge setting is supported on EdgeLink non-UNO and WISE710 Linux
platforms. Set the network card bridge settings in "System Settings"-"Network and Internet"-
"Network Settings"-"Bridge".
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‘qf Apply ||x Discard ‘

[tant | Lanz | wii | celuiar | openven | LaTp/sec | prpoE | Bridge |

Bridge Setting

Bridge Mame: brl

[C] DHCP

Binding Interface: -

IPvG

i/ DHCP

IP Address: 192.168.0.100

IPve Address:

Subrmask: 255.255.255.0

Subnet Preft Length:

Gateway:

Obtain DNS server address automatically

@) Use the following DNS server address

Gateway:
(@ Obtain DNS server address automatically

() Use the following DNS server address

Preferred DNS Server:

Preferred DNS Server:

Alternate DNS Server:

Atternate DNS Server:

Advanced... Advanced...

The user needs to check whether to enable the bridge and set the bridge-associated

network port and IPv4 and IPv6 information to complete the bridge setup.

Binding Interface:

| | Cancel

[] (select All
IPvE D LAN1
[ Lamz
/] DHCP
0K
IPvE Address:
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Route Settings

In the case where multiple network cards have a gateway configuration, the preferred
routing address will be selected according to the routing sequence set by the route. In the
route setting panel, users can add, delete, and modify routing information, and adjust the
order of routing information.

5 Advantech Edgel nk Studio e x]]
‘ 15 H Project H Help ‘ & @

BELH N K @ & W

Create  Open  Close  Save | Project  Export To | Show Tag Importtags Exporttags Device
Project Project Project Download D Card Count  fromExcel  ftoExcel  Model

o

Project i Deplay i Option i

Project Configuration «  tmRoute Setting(ADAM-3600) x
Tememion 5w % e B [t v 0w | €))
-1 ADAM-2600-1

o+ Data Center 1P Address Submask Gateway/Network Interface
- Data Storage
f-i2 Senice
d Event Manager
----- .:; KW Settings
i Connectivity
1B Cloud
11 System
&% Network & Intemet
-3 Network Setting
|11 Network Priorky S
-4 Port Forwarding Settng
-6 AT Setting
B DHCP Server
-4 LED Setting
-1 Time Sync Setting
1] GPS Setting
.1 SNTP Gattinn

\s

1. Users can add, delete, modify and sort routes on the "System Settings"-"Network
and Internet"-"Route Settings" page.
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2. Configure routing information. In the routing information editing window, the user

can choose to set the gateway or network card.

New Static Routing Information

IP Address:

Subrmask:

() Gateway
@ Network Interface: Cellular -

oK | | Cancel
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Network Priority Settings

Users can configure the network priority, which is the priority of the default route. The
network cards on existing devices are listed in the network priority setting panel, and users
can click the sort button to sort.

5 Advantech EdgeLink Studio (- a)(x]
‘ (E H Project ‘ Help G

Be0HO R O G & W

Create  Open  Cose Save | Project  Export To | Show Tag Importtags Exporttags Device
Project Project  Project Download 5D Card Count  fromExcel  ftoExcel  Model

Project i Deply i Option i

Praject Configuration « | IliNetwork Priority Setting(ADAM-3600) x

£ example_ADAM-3600 A “P " H 4 oown ‘o
= ADAM-3600-1

-1 Data Center Network Interface
= Data Storage v1 LANL
i a S . Check Type: Ping IP/Host
~4J¢ Event Manager
----- .r: KWW Setfings
-7 Connectivity Port:
w8 Coud
1L System

&% Network & Intemet :
@ Network Setting E Check Count: 3

g Route Setting
B [ nitwork Priorty Setting o
----- £ Port Forwarding Setting

..... <6+ NAT Setting

..... B DHCP Server

..... ¥ LED Setting

..... (1) Time Sync Setting

4] GPS Setting

..... D qUTD Gattinn Y

\(\ :

Connection Check: [] Enable

IP/Host: 8.8.8.8

1. Open the "System Settings"-"Network and Internet"-"Network Priority Settings"
page.

2. Select the network card and click the "Move Up" or "Move Down" button to
modify the network priority order.
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3. Enable connection checking on the network.

According to the network priority setting, when the high priority network is not available, it
will switch to the second priority network and update the routing table; when the high priority
network is restored, switch back to the high priority network and update the routing table .

Connection Check: K] Enable

Check Type: Ping IP/Host -
IP/Host: wwrwe, baidu.com

Port:

Interval(s): li]

Tirmeout(s): 5

Check Count: 3

e Inspection method: Ping IP / Host means to check the network connection by ping, and
TCP Connect means to specify the TCP port through TCP protocol connection.

e [P /HOST: Users can fill in IP or Domain. It is recommended to fill in the public network
IP / HOST. When setting Domain, if the network card is fixed IP, the user must set up a
DNS server.

e Port number: Only TCP Connect requires the port number. Please fill in the
corresponding port number.

e Inspection interval: the inspection cycle, in seconds.

e Time-out time: Time-out time when the check fails, in seconds

e Number of inspections: Switch the network card after the inspection failure exceeds

this value.

Some servers are not allowed to ping. In this case, users can select TCP Connect as the
check method. Taking wise-paas as an example, users can set it as follows:

Connection Check: K] Enable

Check Type: TCP Connect -
IP/Host: wise-msahub.eastasia.cloudapp.azure.com

Port: goan

Interval(s): li]

Tirmeout(s): 5

Check Count: 3
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53. Gateway Function

When a device is used as a gateway, one network port is used to connect to the external
network, and one or more network ports are connected to the internal network. EdgeLink
supports port forwarding and NAT to help users manage the network more conveniently.

53.1Port Forwarding

When a device is used as a gateway, the external network user cannot directly access the
devices on the internal network. Users can set the mapping between the port of the external
network port and the IP address of the internal network device by setting port forwarding on
the router. That is, the gateway forwards the request to a specific port of the external
network port of the gateway to the device of a specific IP address of the intranet through the
intranet port, and the intranet device can be accessed by the external network.

237



Port Forwarding

Destination: 10.5.0.1

TCF port 80
PCA
H“x Port 80 [
L i
! e
’
\ /
/

\ ( Web Server A
Destination: 10.5.0.1 ' 192.168.10.5

TCP port 8080 en
= o o Port 80
/ MX \

- WARN IP: 10.5.0.1 Web Server B

o~
P pcc N\ 192.168.10.6
Destination; 10.5.0.1 Port 25
TCP port 25
Email Server
192.168.10.7

As shown in the above figure, the device will forward the tcp request of port 80 with the
external device IP of 10.5.0.1 to port 80 of the intranet device IP 192.168.10.5.

The device will forward the tcp request of port 8080 with the external device IP of 10.5.0.1
to port 80 of the intranet device IP 192.168.10.6.

The device will forward the tcp request of port 25 with the external device IP of 10.5.0.1 to
port 80 of the intranet device IP 192.168.10.7.

The configuration in Studio is as follows:
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e
L N

e I himg a0

Convert to iptables script as:

iptables -t
iptables -t
iptables -t

iptables -t

A Bl
1158105
1168108
1158107

nat -A POSTROUTING -j MASQUERADE

ifRA Bl

The attributes that users can configure are as follows:

bl ]
10 Tiue
10 Tiue
B0TH Tiue

nat -A PREROUTING -d 10.5.0.1 -p tcp --dport 80 -j DNAT --to 192.168.10.5:80
nat -A PREROUTING -d 10.5.0.1 -p tcp --dport 8080 -j DNAT --to 192.168.10.6:80

nat -A PREROUTING -d 10.5.0.1 -p tcp --dport 25 -j DNAT --to 192.168.10.7:80

=1z
s TCP UDP

Sh-Eppedss
® IO

ALL
O Pyt

127.0.0.1

#OS

6726

M EpPedER
BRzE Pt

192.168.1.1

BRhzE wOS

443

##E(0)

B1iH(C)

e Enable: When you select Enable, this configuration will be added to forward.sh.
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e Protocol: You can choose to support either TCP / UDP or both.

e External - Interface: Select to forward all access or only forward requests from specific
network ports.

e External - IP Address: Select to forward only requests for specific IPs.

e External - Port: Set the port number to be forwarded, that is, the port requested by the
external network.

e Internal - Dest IP Address: Set the IP address of the intranet device to be forwarded to.

e Internal - Dest Port: Set the port number of the intranet device to be forwarded to.

53.2NAT Function

When using the device as a gateway, enable the NAT function to allow the intranet device
to access the external network through the gateway.

gi

10.0.0.2

gi

10.0.0.3

10.0.0.0/24

NAT

|_| o WWW

10.0.0.10 10.0.0.1 | B8.66.88.66

T
10.0.0.55

gi

10.0.0.99

Convert to iptables script as:

iptables -t nat -A POSTROUTING -j MASQUERADE -o ethe

The attributes that users can configure are as follows:
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NAT Setting

Enable

Name: NAT

External Internal
Interface Interface
ALL v

.......................................

oK | Cancel

e Enable: When you select Enable, this configuration will be added to nat.sh.
e Name: You can choose to support either TCP / UDP or both.
e External - Interface: Select to allow intranet devices to access the external network

through a specific interface of the gateway, or access through all interfaces.
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NAT Settings

When using the device as a gateway, the NAT function is enabled to allow devices
connected to the network card from the internal network to access the external network
through the gateway.

gi

10.0.0.2

gi

10.0.0.3

10.0.0.0/24

NAT

|| ,_';-. WWW

10.0.0.10 10.0.0.1 | B8.66.88.66

T
10.0.0.55

gi

10.0.0.99

Converted to iptables script as:

iptables -t nat -A POSTROUTING -j MASQUERADE -o ethe

The user can configure the properties as follows:
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NAT Setting

Enable

Name: NAT

External Internal
Interface Interface
ALL v

.......................................

oK | Cancel

e Enabled: When enabled, this configuration will be added to nat.sh.
e Name: You can choose to support only TCP or UDP or both protocols.
e External network-network port: Select to allow the internal network device to access

the external network through the specific network port of the gateway, or can access

through all network ports.
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DHCP Server Settings

DHCP (Dynamic Host Configuration Protocol) is a network protocol of a local area network.
It refers to a range of IP addresses controlled by the server. When the client logs in to the
server, it can automatically obtain the |P address and subnet mask assigned by the server.
When the WIFI of this device is set to AP mode, users need to configure this service if they
want the station connected to the AP to automatically obtain IP address and other related
information.

Note: If you use this function on a fixed network card, please ensure that there is only one
DHCP service in the whole LAN, otherwise it will cause abnormal IP allocation and make
the entire LAN unable to work normally.

The user can configure the properties as follows:

DHCP

Interface: LAN1 v

Enable DHCP Server: '

Lease (s): 86400

Start IP Address: 192.168.180.20
End IP Address: 192.168.180.254
Subnet: 255.255.255.0
Gateway: 192.168.180.1
DNS: 8.8.8.88.84.4

OK Cancel

e Network port: Select to enable the DHCP Server function on a network port.
e Enable: Choose whether to enable this configuration.

e Lease time: The lease time of the DHCP server.
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Assign IP start address: Configure the start address of the range of IP addresses
assigned by the DHCP server to clients.

Assign IP end address: Configure the end address of the range of IP addresses assigned
by the DHCP server to clients.

Subnet mask: Configure the subnet mask assigned by the DHCP server to the client.
Gateway: Configure the gateway assigned by DHCP Server to the client, generally the
local IP of DHCP Server.

DNS: Configure the DNS address assigned by the DHCP Server to the client. Multiple

DNS addresses are separated by spaces.
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54. LED Setting

In this page, users can set the working modes of LED indicators on RTU, including RUN,
PROG and ERROR.

Project Configuration « | W LED Setting(3600) x

_ -
y é--r;ijﬂﬂ-ﬁl I-ED settl I'Ig Apply Cancel Change

&1 Data Center

- 10 ¥ LED Setting N
&7 COML

i RUN LED Setting

-l TP N

-3 ZigBee-miniCle/US ] Deta Acquiston

L[ System Ta
@ ! , g [ Data Acquisttion + KW e

-2 Calculation Tag
=

- User Tag

Heartbeat indicator of main function.
[ Data Logger

% Perindic Logger

H-2 Service
M Modbus Server PROG LED Setting
----- D DNP3 Qutstation : [] GPRS/3G/46 Signal Strength
-} WASCADA :
57 Camnectivty (] WiFi Signal Strength 0
% Active Connection . ‘ . ‘
Indicator of wireless signal qualty.
£-13 System
[ 1/0 Setting On for good quality. Biink for fair quality.Off for bad quality.

o Network Setting

LED Setting
o ERROR LED Setting

- ¥
&1 Time Sync Setting

Wl Enable

Indicator of key exception status. Bink for any tem
exception status.

Data Logger o

GPRS/3G/4G Connection

IXI )

1. In the navigation bar, double-click on "LED Setting" of "System Setting" to open
the edit page.

2. In the RunLED selection box, you can choose whether the RUN is enabled.
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The RUN LED monitors the data acquisition and KW function. When the RUN flickers, it
indicates that the main program is running normally.

3. Inthe ProgLED selection box, you can select whether the PROG is enabled or not.

PROG lamp monitors the intensity of mobile signal or WIFI signal. The long light signal is
good, the flicker signal is normal, and the signal is not bright.

4. Inthe ErrorLED selection box, you can choose whether the ERROR lamp is enabled.

When it is enabled, it will monitor whether the key modules are connected properly. When a
module is abnormal, the ERROR light will flash. The modules that can be monitored include
data storage module, mobile module and WIFI module.

When it is not enabled, the ERROR light will not light up, and users can write their own
programs to use this light.
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55. Time Sync Setting

In this page, users can perform the time synchronization settings, making RTU time
consistent with another time source. Meanwhile, users can also set RTU as a time
synchronization source.

Project Configuration « || ¥LEDSettng(360) | Time Sync Setting(3600)
=™ Demo s g
= 3600-32
fi-4g Data Center % NTP Time Sync
[ Data Storage
[]'"f':’ Senvice I Synchronize with NTP Server: o
4 Event Manager
®-T Connactivity I™ Enabled as a NTP Server o
®-B Coud
[J-Le) System
----- & Network Setting
----- ¥ LED Setting 4 GPS Time Sync
----- 1 Time Sync Setting :
- GPS Setting | T Synchronize with GP: 0
----- D SMTP Setting
----- & Freval Synchronize the cocks, when the device current time and GPS system time gap greater than 2 seconds.

\E-

1. Double click the Time Sync Setting in the navigation bar to enter the
configuration page.

2. The selection of "synchronization with the NTP server" allows the device to
synchronize with a source, and the address of the source can be a domain name
or a IP address.

3. Check "serve as a NTP server" to enable the device to be a time synchronization

source and other devices to synchronize time with this device.
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4. The user can choose to synchronize time through GPS.
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56. GPS Settings

In the GPS settings, you can set the GPS module on RTU.

Project Configuration %

= NewProject

=M NewDevice-1
El.n Data Center
m- & 10 Tag

----- Jﬁ System Tag

..£3 Calculation Tag
@ user Tag

=% Data Storage

H-= Service

-4l Event Manager
& Connectivity

k=i System

----- 5 Network Setting
----- W LED Setting

----- 'l Time Sync Setting
| GPS Setting

----- = SMTP Setting

..... & Frewal
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56.1 GPS Module

g Apply #  Discard

“ General Information

¥ 0btain geographical information by gps module o

Module Name: EWM-G108 - o

¥ Obtain geographical information by preset value, before GPS module is working properly o

Longitude(®): ]
Latitude(®): ]
Altitude(rm): ]

1. Enable: enable the GPS module acquisition function, RTU will collect real-time location
information, speed and angle through the GPS module.

2. Module name: the GPS module type that can be selected. The program reads the
module information from the configuration file .xml. When the module type is
switched, the program sets the other properties as default values.

3. The preset latitude and altitude are used as the initial value before the GPS module
works properly.

Note! After the GPS module is working normally, if the unexpected situation occurs,
such as: when the GPS module is pulled out and the GPS search star number is less than
3 stars, the longitude latitude and altitude value will be retained as the last normal

value obtained when the position information is not available
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56.2 GPS Default Mode

o  Apply #  Discard
“ General Information

¥ 0btain geographical information by gps module

Module Marme: EWM-G108 -

¥ Obtain geographical information by preset value, before GPS module is working properly o

Longitude(®): ]
Latitude(®): ]
Alttude(m): ]

1. The user can choose not to use the GPS module, but the preset RTU location
information. Users can also choose not to use preset location information, and

GPSManager modules will not be started at RTU.

56.3GPS System Tag

After the GPS function is enabled, location information will be stored in the system tag.

#GPS_LATITUDE Anzlog degrees Latitude for the GPS module
#GPS_LONGITUDE Anzlog degrees Longitude for the GPS module
#GPS_ALTITUDE Anzlog m Altiude for the GPS modulz
#GPS_SPEED Anzlog knots Speed for the GPS module
#GPS_COURSE Anzlog degrees Course for the GPS module

#GPS_SATELLITE Anzlog Status of the GPS module: 0-error state, 1-use GPS module working, 2-use a preset location nformation

The current working state of the GPS module is saved in GPS_SATELLITE

e When the value is 0, the GPSManager module in RTU is not started, or GPSManager is in
error mode.

e The GPS module works when the value is 1.
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e When the value is 2, the default location information is used to set the GPS _LATITUDE,
GPS _LONGITUDE, GPS _ALTITUDE, and the GPS_SPEED and GPS_COURSE values are 0.

56.4 GPS Time Synchronization

After the GPS function is enabled, you can use GPS to synchronize RTU time

“f NTP Time Sync
¥ Synchronize with NTP Server: |time.windows.com

I™ Enabled asa NTP Server

% GPS Time Sync

™ Synchronize with GPS: o

Synchronize the cocks, when the device current time and GPS system time gap greater than 2 seconds.

1. You can choose at most one time synchronization mode.
2. When the gap between the GPS time and the RTU time is greater than the "calibration

interval", the device time is synchronized with the GPS time.
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57. SMTP Settings

In event management, you need to set up SMTP before sending the time message by mail.

? SMTP Setting(NewDevice) x

Project Configuration %
E‘--: NewProjact m Add... 53( Dekte | B Modfy.. ||y Copy o
o HewDevice-1
[¢-&1 Data Canter Hame SMTP Server Sender Encryption Type Port
5 Data Storage ) New SMTP Server 127001 admin@rmal.com none %
@ Senice

- Event Manzger

-7 Connectivty

-4 System

‘‘‘‘‘ o Netwark Setting
‘‘‘‘‘ W LED Satting

‘‘‘‘‘ 1 Time Sync Setting
‘‘‘‘‘ i GRS Setting

‘‘‘‘‘ B SHTP Setting

‘‘‘‘‘ & Freval

1. Inthe device -> system Settings ->SMTP Settings node double - click to open the edit
interface.

2. Users can add, delete, modify SMTP, and copy existing SMTP settings.

3. The existing SMTP Settings are shown in the list, and double-clicking on the selected

row can also open the edit interface
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57.1SMTP Editor

SMTP
Mame: MNew SMTP Server
SMTP Server: 127.0.0.1
Sender: admin@rrail.com
User Name:
Password:

Confirm password:
Encrypt Type: Mone -

Port: 25

Cancel

SMTP Name: used only in EdgeLink Studio

SMTP server: enter IP or domain name

Sender: the sender's mailbox address that is displayed when the message is received
User name: the user name needed to connect to the SMTP server

Password: the password needed to connect to the SMTP server

Confirm password: you need to type in the same password again

N o vk wnN e

Encryption mode: you can choose either unencrypted or SSL, TLS two encryption
methods

8. When the option is encrypted, the default port is 25. When you select SSL encryption,
the default port is 465, and when you select TLS encryption, the default port is 587.
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58. Service Control

Set the following services in system startup or not.
SSH and HTTPS is enabled by default.

Telnet and FTP server is disabled by default.

&> Service Control{ADAM-3600) x

“ Service Control
Service List

/| Enable SSH
/] Enable HTTPS
Enable Telnet

Enable FTP Server
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59. Firewall Settings

In "firewall settings", you can restrict the network port of the device and only allow the set IP
address to access the specified port.

When the firewall is started, only the connections in the firewall list are allowed to access
the device.

Project Configuration &«

= NewProject
=M NewDevice-1
w1l Data Center
_, Data Storage
-2 Service

-4l Event Manager
i Connectivity
28 system
----- 5 Network Setting
..... @ LED Setting
----- 1 Time Sync Setting
| GPS Setting

R L —
----- Y Firewall

59.1 Firewall List

 Firewall Setting

/! Enable Firewall

o Add. | ¥ Deete | B Modfy...

Name Local Service Socket Type Port Network Interface Allowed IP
¥ :Project Download/Upl...: Project Download/Upl... TCP 6001 ALL AllTP
Device Search Device Search uDp 6513 ALL Al TP
HTTRS HTTPS TCP 443 ALL AllTP
iCDManager iCOManager TCp 700 ALL AllTP
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After the new device is built, the firewall will start by default and include "project
upload/download", "search device" and "HTTPS" three local services. "Project
upload/download" and "search device" are required for local services, and at least one of
these services needs to be kept.

59.2 Add firewall settings

Click the add button in the firewall list interface to add firewall Settings.

Firewall Setting
Mame: Specil W Allowed access from IP address o
Local Service: | Specil - IP Address 3
Socket Type: TCP - o » 127.0.0.1 =
127.0.0.0-127.255.255.255
Port: 0 o

Allowed access from netwaork interface: o g

ALL -

» oK Cancel

1. The name of this configuration, by default, is the same as the "local service" name, and
the user can modify it.

2. Local services include "project upload/download", "search device", "HTTPS" and
the enabled "Modbus", "IEC104" and other services. Users can also select
"custom” to set.
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Firewall Setting

Mame: Specil
Local Service:  Specil -
Special -

Socket Type: iCDManager
Device Search

Port: Project Download/Upload
HTTPS
55H

Allowed acces: Telnet .
ALL A

3. Users can set "TCP" or "UDP" access restrictions.

Socket Type: |TCP A
DP
Port: TCP

4. Set the port number that allows you to pass through the firewall, in the range of 0-
65535.
5. Set to allow specific network access devices.

Allowed access from network interface:

ALL -

ALL
Cellular
Wi-Fi
LAN1
LANZ
OpenVPN

6. Users can choose to allow all IP access to this device through the previous
configuration. You can also choose to only allow specific IP access.

7. Users can click "+" to add the allowed IP address. When you add, you can enter
the IP address or IP range.
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& Edit IP X

IP Address: 127.0.0.1
Example: 127.0.0.1 or 127.0.0.0-127.255.255.255

oK Cancel

8. Users can click "-" button to delete the selected IP address.

9. The added IP address or IP range can be displayed in the IP list, and the user can
double-click the IP list to edit options.

10. After setting, click "OK" button to save the settings.

59.3 Default Settings for Local Services

The firewall contains local services including "Modbus", "DNP3", "IEC104", "BACnet",
"NTP". These services will add this service when enabled the default settings to the firewall
restrictions.When the service is disabled, all relevant settings in the firewall will be removed.

o add.. | (¥ Dekte ||E Modfy...

Name Local Service Socket Type Port Network Interface Allowed IP
¥ ‘Project Download/Upl...: Project Download/Upl... TCP 6001 ALL Allp
Device Search Device Search uop 6513 ALL AlTp
HTTPS HTTPS TCP 443 ALL Allp
iCOManager iCOManager TCP 7001 ALL AlTp
MTP Server MTP Server UDp 123 ALL Allp
BACnet Server BACnet Server uop 47808 ALL AlTp
IEC104 Channel 1 IEC104 Channel 1 TCP 2404 ALL Allp
DNP3 Qutstation DMP3 Qutstation TCP 20000 ALL Allp
Modbus Server Modbus Server TCP 502 ALL AlTp
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VCOM Manager Setup File download link:
https://www.advantech.tw/support/details/utility?id=1-24KJ5E7
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VCOM Instructions

59.41. Introduction

VCOM is Virtual COM, through the VCOM function provided by the gateway, users can
map the remote serial port device to the virtual serial port of the PC, as shown in the
following figure. In this way, users can directly manage and maintain the device through
serial port communication. Generally speaking, the serial port communication software of
the managed device can be directly used on the mapped virtual serial port.

Traditional VCOM Solution

User's PC

TCP/IP (viaLAN or VPN)

Edge

RS-232/485
Gateway

Managed
Device

When using VCOM, please note the following:
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1. The VCOM function is designed for the purpose of remote device maintenance. It is
suitable for applications that are not sensitive to communication delay and not long
operation time applications, such as parameter configuration, firmware update, etc. Do
not use it as a remote serial server.

2. The delay and stability of the virtual serial port depend on the characteristics of the TCP
connection. If the TCP connection is via a cellular wireless network or other high-latency
links, please adjust the communication timeout parameters of the serial port device
supporting application software.

3. If the serial port on the gateway has been configured as a port occupied by the data
acquisition program, then due to the exclusive use of the serial port, after the serial
port is bound by VCOM, the data acquisition program will stop data collection until the

serial port is unbound, the data collection will be resumed.

59.52. Enable the VCOM function on the gateway

The VCOM function on the gateway is disabled by default. It can be enabled through the
VCOM configuration item in the EdgeLink Studio. After downloading the project, the VCOM
function can be enabled.
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Project Cﬂnﬁgumtiﬂn &8 £ VvCOM S-Ettings[hDhM-BﬁDI}} X

= vcom

-8 ADAM-3600-34
-k Data Center “ General Information
[#-== Data Storage

& Service
-4 Event Manager o Enable VCOM

----- we KW Settings

- Connectivity VCOM is used to bind the actual serial port in the device to the virtual seric
B Cloud
&-I8 System When the application operates the virtual serial port on the PC, it will act ¢
-7 Network & Internet Use port:
----- W LED Setting tep-server: 9031
----- 0 Time Sync Setting udp-server: 6565

u| GPS Setting
----- D SMTP Setting
----- &2 Service Control
ik i \VCOM

@ Firewal

59.63. VCOM Management Program

The VCOM management program is an independent installation package. You can

download the setup file from this site: https://www.advantech.tw/support/details/utility?id=1-
24KJ5E7.

After the installation is complete, you can find the shortcut of the Advantech EdgeLink vcom

Manager program in the startup item of the system start menu, as shown in the figure below.

- Advantech

Advantech Edgelink Studio

0 Advantech Edgelink VCOM Man...

The main interface of the VCOM management program is shown below. The left half shows
the information of the online device, including the device name, device IP, version number
of the serial port agent (vcom-agent) and the list of physical serial ports contained in the
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device. The right half shows the list of virtual serial ports currently created by the
management host, including the status of the device serial ports bound to the virtual serial

ports.
1" Advantech Edgelink YCOM Manager - 0 X
Virtual COM Manager sowbeie @ foin v 0
Device Q Search v ¢ V-Com ( Reload
t O Devi Devi Q
Device Name Device P agej fabe  ViwalCom e q e 0 RemoteCom  Statis Action
Version Name P
ADAMSS0-CGLIATE e w30 A ADAM- .
B R A A o onlin
v COM7 600-C26 o COM1 a8 P
17234 g '
LIAIE
Remote Com Virtual Com Action
i
COM1 COM7 Unbound
(OM2 Bound v

59.7 3.1 Searching for online devices

Click the search button on the interface to search for online devices in the local area
network that have enabled the VCOM function. If the device is not in the local area network,
you can use the drop-down menu to select search by IP Or Search by IP Range, the Reset
command in the drop-down menu can be used to clear the current search criteria and

device information list.
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Search by ip

agent .
g ] Virt
Version Search by ip range
17234 vi3.0 EY
2 Cot

59.83.2 Bound device serial port

In the device list, click on the left of the target device + sign button, you can see a list of
physical serial ports of the device, click on the right side of the serial bind command to
complete the binding. During the binding process, the VCOM management program will
create a new virtual serial port on the management host (the system will automatically
assign an unoccupied serial port number, which cannot be specified manually).

Device Q, Search “ |
- : agent
Device Mame Device IP ]
Version
- ADAM-3600-C2GLTATE 192.168.172.34 v1.3.0 A
Remote Com Virtual Com Action
COMA1 COMT Unbound

W

The bound serial port is displayed in the V-Com list on the right side of the main interface,

as shown in the figure below.
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« V-Com C Reload

o

( Device Device Q
Enable Virtual Com ) e Q, e Q Bemote Com ) Status Action
Mame P
ADAM-3
. ) AT 192168, o onlin E ) i
) COMT 600-C2G COMT N C

172.34 g '
o oritor

For the virtual serial ports that have been bound, there are three operations to choose:
Unbound, Disable and Monitor.

e Unbound: Unbound the virtual serial port and the physical serial port, and delete the
virtual serial port from the management host.

e Disable: Unbound the virtual serial port and the physical serial port, but retain the
virtual serial port in the management host, which can be re-bound if necessary.

e Monitor: Display the monitoring screen of the virtual serial port, from which you can
see the data bytes sent and received by the application program using the serial port

for debugging.

59.93.3 Unbound the serial port

As mentioned above, the VCOM function is designed for the purpose of remote device
maintenance. When the remote device maintenance task is completed, the serial port
binding should be released in time, otherwise it will affect the normal operation of the data
acquisition program.

The unbound operation can be completed by unbounding the corresponding physical serial
port in the device list on the left half of the main interface. It can also be done through
unbounding the corresponding virtual serial port in the V-Com list on the right half. The
results of these two operations are exactly the same, as shown in the figure below.
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1" Advantech Edgelink VCOM Manager - 0 X

Virtual COM Manager stondeic@ | bgin 0
Device Q Search [ « V-Com ( Reload
: , agent , O Device . Device | Q _
Device Name Device IP , fnable  Virtual Com Q 0 Remote Com Status ~ Action
Version Name P
ADAMSR00CGLIATE ot w30 A ADAM-3 01 Vi
0 CoM? 60026 1,\;’34" COMf 908
e
Remote Com Virtual Com Action
COM1 com7 Unbound \
Unbound
(om2 Bound

59.10 3.4 Disable/Enable serial port bound

If you just want to unbound the serial port temporarily and reserve the virtual serial port for
future rebinding, you can use disable, as shown in the figure below.
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1 Advantech Edgelink VCOM Manager - 0 X

V\'rtua| COM Manager ShowDeice @ Englh 0]
Device Q, Search [ « V-Com C Relosd
t 0 Devi Devi Q
Device Name Device IP agen. fable  VirualCom B EWEQ RemoteCom  Status  Action
Yersian Name [P
ADAVEBOO-COGLIATE 1916823 w0 A ADAM-3 . i
o CoM? e b 20 8
| = my e g
L1ATE
Remate Com Virtual Com Action

1
COM1 COM7 Unbound

Com2 Bound

After disabling, the virtual serial port will not disappear, which means that the virtual serial
port still exists. But its status information will become disable, as shown in the figure below,
the original disable button will also become an enabie button, which is used to rebind the
virtual serial port.

269



1" Advantech Edgelink VCOM Manager - 0 X

Virtual COM Manager sonteice@  bgin v 0
Device Q Search v « V-Com ( Reload
: , agent , O Device . Device | Q _
Device Name Device IP , fnable  Virtual Com Q 0 Remote Com Status ~ Action
Version Name P

et wanmna e 8 -
DNROCGIATE  RIBMY VIO ADA3 @
. ’ o : " i datl

: 20 A

0 COM? 00 ST OM
! 600-C2G 3 COM1
L1ATE
Remote Com Virtual Com Action
)
COM1 Bound -
Com2 Bound

It should be noted that the disabling operation will cause the binding relationship between
the physical serial port and the virtual serial port to be released. So when the virtual serial
port is disabled, the binding operation on the corresponding physical serial port in the
device information interface on the left can be executed. If the binding operation is
performed on the physical serial port at this time, it will be bound to a newly generated
virtual serial port, as shown in the following figure:

1
2
3.
4

Click the Bind operation on the physical serial port

A new virtual serial port will be generated and bound to it

At this time, try to re-enable the previously disabled virtual serial port

You will receive an error message indicating that the binding failed, indicating that the

physical serial port has been occupied
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1" Advantzch Edgelink VCOM Manager -0 ¥

V|rtua| COM Manager o @ Bound fal message:serial s busy! can not bind! St Deice 0 i 0
Device Q Search v « V-Com C Relosd
t 0 Devi Devi a
Device Name Device [P agen. frable  Virtual Com HE q e 0 Remote Com Status  Action
Version Name P
ADAVEBOO-COGLIATE 1916823 w0 A ADAM-3 ! 9
0 CoM? e fise 20 P
= my e g
L1ATE
Remote Com Virtual Com Action

a ADAM-3

LIATE

Com2 Bound
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60. Online Functions

Advantech EdgeLink Studio supports online device operations:
1. Add, search and clear device online;

2. Set password online. This password is used for project download and online
login.

3. Monitor device status, including read/write action of tag value, 10 status and
system information.

4. Change IP address of device.

5. iCDManger
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w HUYQILoUI 1ayLim Jsuauns

(= | onine | Heb

Goi>8

Add  Search Clear Password  SSH
Device *  Device Setting  Console

Online
Online Device « " Online Monitor(ECU-1251) x
2= onlne Device
Min2638 ECU-1251-R10
-Mi00031
[129]1152-1215 - 172.21.67.41 % TEIQS

o Online Moniter (HITES)
i TP Setting 3ystem Information ‘> Tags
. Copy IF to Cliphoard

© Upload Project

. onfiguration
@ Modify Faszword |
B soH Consol System Tag 10 Tag User Tag Calculation Tag
omsole

x Delete

System Tag

Tay Value Quality Timestamp

#3Y5_UPTIME 274 Good  WedDec 2021

AT AnAn rh
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61. Online Configurations

1. Add device.

2. Search device.
3. Clear device.

4. Password setting.
5. IP Setting

6. Upload
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62. Add Device

If users know the IP address of EdgeLink, input the device IP to add the device into the
online device list.

=

Advantech TagLink Studio

| (Elv ‘ Online ‘ Help

Ui =@

Add  Pearch  Clear  Password  SSH
Device | = Device Setting  Console

Online i

Online Device «

= Onlne Device

..... M 172.21.67.38

- [129]115241215 - 172.21.67.41

I8 [14]EQU-1251 - 172.20.67.117

& Add Device E3

Device IP:
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63. Search Device

1. Search for all devices on the network and list them in the online list.

iy
[[E= Online

o = 8

Add | Search | Clear  Password SSH
Device A Device Setting  Console

Online

Advantech TagLink St
Help

Online Device %

=7 Online Device
.M 172.21.67.38
¥ 10.0.0.31

[129]1152-1215 - 172.21.67.41
----- [14]ECU-1251 - 172.21.67.117

2. Users can also choose to search within IP range when searching.
&
[[E= Online Help

ﬁl@’ﬂél% = a

Add Search| Clear  Password SSH
Device x [Devics Setting Console

Advantech TagLir

#3 Search in IP range

Online Device &«

=7 Online Device
M 172.21.67.38

-8 10.0.0.31
1 [120]1152-1215 - 172.21.67.41

----- [14]ECU-1251 - 172.21.67.117

3. While searching, the program will send search commands to each IP in the IP
range in turn. This search method can search for devices across routers.
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P Range: 10.0.0.1

Search Device By IP Range
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64. Clear Device

Clear the online device list.

15

Advantech TagLink Studio

e Online Help
FCEIE

Add  Search Clear Password  5SH
Device - Device |Sefting  Console

Online Device «

= Onine Device
-1l 172.21.67.38

-1 10.0.031

I [129]1152-1215 - 172.21.67.41

[14]ECU-1251 - 172.21.67.117

Warning

Are you sure to clear all online devices?
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65. Password Setting

Users can set the password for logging in EdgeLink. This password can also be used for
download.

1. Click "Password Setting".
2. Select the device you want to set.
3. Fill in the old password, the new password and then verify them.

4. Click "Modify" button to complete the setting.

i
[E= | onlne Help

ey %ﬂ

Add  Search  Clear  Password
Device =  Device Setting  Console

Online

Online Device «

= Online Device

172216738
100031
- [129]1152-1215 - 172.21.67.41

----- I8 [14]ECU-1251 - 172.21.67.117

& Password Setting X
Device: {14]ECU-1251 - 172.21.67.117 iv
0ld Password:

New Password:

Verify Password:

Reset to factory default Modify «059
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65.1 Reset to Factory Default

Click "Reset to factory default" at this interface, and then restart the device within 10

/% Reset to factory default (x]

seconds. The device password will return to factory default after reboot.

{§| Password Setting

Device: [14]ECU-1251 - 172.21.67.117

0ld Password: To reset to factory default, pleasd restart this device in 8 seconds.

Mew Password:

Verify Password:

Reset to factory default ‘ Modify ‘ ‘:
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66. Online IP Setting

Users can change IP address and subnet mask of the online device through EdgeLink
Studio. For example, when two LANs of RTU have been set to DHCP mode (which will
assign IP dynamically) and there is no server in the network can provide DHCP server,
RTU can be searched, but can not be accessed via IP address. In this case, users can set
a temporary IP address of RTU to perform the necessary operations, such as project
download.

Note: The settings will not be ineffective until the restart. After the restart, RTU will set the

status of LAN based on the configuration file.

1. Right-click on the online device that has been searched and select "IP Setting" to show

the pop up box.
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Online Device %

EI---{'; Online Device

[61IMewDevice - 172.21.67.24

: [3]3800 - 172.21.67.82
[FIRTU_ADAM-3600-C - 172.21.8
[3]ADAM-3600 - 172.21.67.151

Cnline Maonitor
iCDManager

IP Setting
Modify Password

Delete

I NH]

®

4 ] | 3

A\ &= -

2. In"IP Setting" box, users should firstly select a LAN, and then input the new IP address

and subnet mask.
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172.21.67.101
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67. Upload Project

Users can upload the current device information on the device to EdgeLink Studio.

1. Right-click on the device which has been searched and select "Upload Project"
from work box and then you can upload the device information.

Online Device %

=7 Online Device

.M 173.21.67.38

¥ 10.0.0.31

HW [129]1152-1215 - 172.21.67.41

Orline Monitor (HTTES)

o B

IF Setting

Copy IF to Cliphoard

| “  Upload Fraoject
L Modify Password
=

Z3H Conszole

Delete

2. Users need to input the password of the current device and verify correct before
upload the device's information.

Check Password

To upload the device's setting.
This device requires you to enter the password.
Device IP: 172.21.67.29

Password:

oK Cancel
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3. The current upload progress will be showed as a progress bar when uploading.
& Project Upload [ x|

Status Progress
Lf&s 67%

Complete

4. After finishing the upload, the upload project will be showed in "Project
Configuration".

o Ifthere is not a open project in "Project Configuration", a new project
including upload device's information will be create.

o Ifthere is a open project, the device information will be tried to save in current
project after finishing upload.
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68. Monitor Functions

Online monitoring mainly supports the following functions:

1.

2.

Monitor all tags on the device, including tag value, online status and time stamp.

Monitor 10 status, including the setting and read status of both onboard and
extended 10.

Monitor system status, including GPRS status and image information. Besides,
online image update is also supported.

Support third-party client access the online monitor service by RESTful API, you
can download the API specification document from this page: Open RESTFul
API Specification for EdgeLink

Communication between the device and online monitor is HTTPS protocol, SSL
certificate is a self-signed certificate, if the customer wants to use their own
certificate file, you can implement it by replacing the webserver.pem file in the
/home/sysuser/project/ or /Thome/root/project/ folder.
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69. Tags

EdgelLink online operations support the get and set functions of the tag. Different tags may
have different tabs: System Tag, 10 Tag, User Tag and Calculation Tag, which are shown
in the below figure.

O 105 Il oashboart 1 g S al

Ty

System Tag

B o D Name Vale Quity  Tivesamp Dest
L sty 1 #3YS UPTIME U (Good 01403-26T21: 0138 (PC) #5Y3 UPTIME
5 T 2 #5YS CURRENT TIME 1395867699 (Good 01403-26T21: 0138 (PC) #5Y5 CURRENT TIME
3 #5YS CPU FREQ 629145600 (Good 1403267141034 (PC) #5Y5 CPU FREQ
0 Syseniio
4 #YS MEM SIZE U2 TANB (Good 1403267141034 (PC) #5Y5 MEM SIZE
& Corg
] #YS CPU USED B.00% (Good 1403267210137 (PC) #5Y5 CAU USED
B Setings
b #3YS CPU I0WAIT 0.01% (Good 014032672057 28 (PC) #5Y5 CPU I0WAIT
1 #5YS MEM USED 166% (Good U403-6TH 129 (PC) #5Y3 MEM USED
§ #3YS TFCARD CAPACITY 14168 (Good 1403267141034 (PC) #5Y3 TFCARD CAPACITY
9 #3YS TFCARD FREE SPACE  215.37MB (Good 1403267141034 (PC) #5Y3 TFCARD FREE SPACE
10 #3Y5 SOCARD CAPRCITY 972.00MB (Good 2014-03-26T1440.4(PC) #3Y5 SOCARD CAPACITY
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70. Read System Tag

In this tab, users can read system tags.

O 108t

Ty

B o

L sy

B CicTy

0 Syseniio

& Corg

B Setings

Note!

Il oastoot ' g

System Tag

]

e

Name

#YS_UPTIME

45V CURRENT THE

85YS CPU FREQ

#YS MEM SIZE

85YS CPU USED

45YS,CPU JOWAT

45YS EM USED

#5YS TFCARD_CAPACITY

#5YS TFCARD FREE SPACE

#5Y3_SOCARD CAPACITY

Value

109

1393667638

629143600

M274NB

6.00%

00th

1665

T4 6

HATHB

ST200MB

288

Qualty

Good

Good

Good

Good

Good

Good

Good

Good

Good

(00

Timestamp

14027210138 (PC)

14027210138 (PC)

102714104 (PC)

102714104 (PC)

04027210137 (PC)

2140267203728 (PC)

1K1 (PC)

102714104 (PC)

102714104 (PC)

2014-03-26TH4:0:4 (PC)

EN

Dest

#3YS_ UPTIME

45V CURRENT TIE

8815 (21 FREQ

#3YS MEM SIZE

8815 (21 USED

H5YS,CPU JOWAT

#3YS MEM_USED

#3YS TFCARD_CAPACITY

#3YS TFCARD FREE SPACE

#5Y5 SOCARD CAPACITY

(=%



1. The number of rows to be displayed in tag list is 10 by default. Users can also
set it to 20 or 40.

2. The tag list applies paged display. Users can click the number buttons or arrows
in the lower right corner of the page to view other tags.

0 105l | astore 1 g 50 O

Ty

System Tag

B o D Name Vale Quaity  Timestamp Dest
L sty 1 #3YS UPTIME U Good A014-03-26T21:01:36 (PC) #5Y3 UPTIME
5 Ty 2 #5YS CURRENT TIME 1395867699 Good A014-03-26T21:01:36 (PC) #5Y5 CURRENT TIME
3 #5YS CPU FREQ 629145600 Good 2014-03-26T14:0:34 (PC) #5Y5 CPU FREQ
0 Spsenino
4 #5YS MEM SIZE U2 TANB Good 2014-03-26T14:0:34 (PC) #5Y5 MEM SIZE
& Corg
5 4915 CPU LSED 0% Gl ARETIOTRG)  dSYS R USED
B Setings
B HS1S CPUOMT 00t Gl AETSIBR  HSYS OO JOWAT
1 #5YS MEM USED 166% Good A014-03-26T2101:29 (PC) #5Y3 MEM USED
§ #3YS TFCARD CAPACITY 14168 Good 2014-03-26T14:0:34 (PC) #5Y3 TFCARD CAPACITY
0 VS TROMDFREESPE 259708 Gl BTIENDMPC)  HSYS TRCARDFREE SPACE
10 ‘YS_SDCARD_CADACI'Y 0018 Gl JMRETALMPY)  45YS SOCARD CAPACTY

nzaaas---m

289



71. Read and Set 10 Tag

In this tab, users can read and set 10 tags.

v

(ancel

1. Select a tag row to be modified from the tag table. Then the tag name will appear
in "Tag Name" box above the table.

2. Fillin a tag value in "Tag Value" box.

3. Click "Submit" button.
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72. Read and Set User Tag

In this tab, users can read and set user tags.

1. Select a tag row to be modified from the tag table. Then the tag name will appear
in "Tag Name" box above the table.

2. Fillin a tag value in "Tag Value" box.

3. Click "Submit" button.

{108t Il oustbrt 1 g

=

I

User Tag

B Seentyg

B ow D Name Value Quity  Timestamp Dese

1 User 000 Good  2014:03-27706:06:39 (FC) (sgrt ﬂ
B iy n

0 Syseniio
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73. Read and Set Calc Tag

In this tab, users can read calculation tags.

{0 10Sts Il oastbrs | g

Iy

Calc Tag

B Ssenty

B o D Name

l st Tag i el

Valug

-0

292

Quality

(oo

Timestamp

2010321084151 (PC)

Dese

et

EN

[



74. 1/0 Status

EdgelLink online operations support the get and set functions of I/O data. Different I/O
modules may have different tabs: Al, AO, DI and DO, which are shown in the below figure.

U 108s | oot 10t

[

W Devie s Nodues

ADAN-3600

[ A0 00

0 Syseniio

Sot Numer Chnnel Numbet Range Code Vilig
B oy
Sht0 0 4~10mA 35638 ﬂ
B Selings
Sht0 | A0-10V 0 ﬂ
Sht0 1 A0-10V 0 ﬂ
Sht0 3 A0-10V 0 ﬂ
Sht0 4 A0-10V 0 ﬂ
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75. Get Al Data and Set Parameters

1. Al datais shown in the below table. Click "Config" button marked with a red rectangle
to configure the related parameters.

e Slot Number: The module which supports Al function.
e Channel Number: Al channel number.
e Input Range: The input range of Al sampling value.

e Value: The acquired analog value.

A D D0

Slot Number Channel Number Range Code Valug

Sht0 0 4~20mA 34638 Edit

St 1 A0-10V 0 Edit

St 2 A0-10V 0 Edit

St i A0-10V 0 Edit

Std 4 A0-10V 0 Edit

2. Set the parameters of Al module:
e Slot: Select "MotherBoard" or "ExtendedModule". The Option is "MotherBoard,
1~4".

e Channel Number: Select the channel number of the correspondent module. The
value range is 0 ~ the supported channel count-1.
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¢ Input Range: Select the input value range. The options are "+/-10V", "+/-5V",
"0~20mA", "4~20mA".

e Then click "Submit" button to complete the settings.

Edit X

Slot Number

Channel Numbe

* Range Code 4 ~ 20 mA

oo

The parameters modified online will be reset to the parameters set in the project
when the device is restarted.
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76. Get DI Data and Set Parameters

1. Dl datais shown in the below table. Click "Config" button marked with a red rectangle
to configure the related parameters.

e Slot Number: The module which supports DI function.
e Channel Number: DI channel number.

e Mode: "Normal" (DI) or "Counter".

e Signal Logic Status: The signal level value of DI port.

e Value: When "Mode" is set to "Normal", here shows the acquired DI value; when
it is set to "Counter", here shows the count value.

ADAM-3600

A0 D0

Slot Number Channel Number Value Invert

Sht0 0 0 () Eait

Slot0 f 0 it

Slot0 2 0

kit

Slot0 3 0 it

- ¢ o

2. Set the parameters of DI module:
e Slot: Select "MotherBoard" or "ExtendedModule". The option is "MotherBoard,
1~4".
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e Channel Number: Select the channel number of the correspondent module. The

value range is 0 ~ the supported channel count-1.

e Mode: The options are "DI" and "Counter".

e Start Counter: The options are: 1. "0"; 2. When "Mode" is set to "DI", the

parameter is invalid; when "Mode" is set to "Counter", users can select "0/1" to
start/stop counting.

e Then click "Submit" button to complete the settings.

Edit

Slot Number

Channel Number

Mode

Counter

Counting

6606

a»
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77. Get DO Data and Set Parameters

1. DO datais shown in the below table.

Slot Number: The module which supports DO function.

Channel Number: DO channel number.

Mode: "Normal" (DO) or "PWM".

Signal Logic Status: The signal level value of DO port.

Value: When "Mode" is set to "Normal”, here shows the output DO value; when it
is set to "Counter", here shows the count value.

Low Signal Width: The output low level pulse width in PWM mode.

High Signal Width: The output high level pulse width in PWM mode.

A0
SotNumber  ChannelNumter Mode Sgnasitus  Low Signal Width0ms)  High Signal Width.ms) Valie
St 0 00 0 - . - Fdt
St 1 00 0 - : - Fdt
S0i0 ) 00 0 - : - Fdt
St 3 00 0 : : - Fdt

2. Set the parameters of DO module, which can be divided into two categories
based on the selected mode.
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2.1 DO Mode: If users want to set the output value of DO, please just select a row in the
above table. Then the setting boxes will appear above it as shown below.

Edit A

Slot Number
Channel Number

Mode DO

Signal status ()

o After the row is selected, the settings in "Slot Number", "Channel Number"
and "Mode" are all automatically filled.

o DO Value: Fill in the expected output value of DO. The options are "0" and
"1 ll.

o Then click "Submit" button to complete the settings.

2.2 PWM Mode: Click "PWM Config" tab marked with a red rectangle to configure the
related parameters.
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A

§lot Nurber

Slot0

Slot0

The configuration interface will be like this:

Edit

00

Channel Number

0

1

Slot Number

Channel Number

Mode

*Value

Mode

00

00

XXX

* Low Signal Width(0.1ms)

¢

* High Signal Width(0.1ms)

¢

Signal stetus

PWM

5000

5000

Low SignalWidt0Ams)  High SignalWidth{.ms) Valie

o
o

o Slot: Select "MotherBoard" or "ExtendedModule". The option is
"MotherBoard, 1~4".




Channel Number: Select the channel number of the correspondent module.
The value range is 0 ~ the supported channel count-1.

Mode: The options are "Normal" (normal DO mode) and "PWM". When
"Normal" is selected, the following three setting boxes are grayed out.

PWM Count: Set the count of PWM to be output.
Low Signal Width: The output low level pulse width of PWM.
High Signal Width: The output high level pulse width of PWM.

Then click "Submit" button to complete the settings.
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78. System Information

EdgeLink online functions also provides some related system information and online image
update. System information page is shown as below.

$ 10t || Dashboard  Confi

B Ta

Time & Date

0 Sysieminfo

Current Device Time
3 Confg

* Timezone (GMT-+08:00) Beijing, Chongging, Hong Kong, Urumg

Reboot * Calbrate 2020-08-20 10:09:42

A Image Update

% Settings
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79. GPRS Information

GPRS Information list information for GPRS, include:
e Mobile Network Operator
¢ Mobile Network Type
e Mobile Phone Number
e Mobile data traffic
e Signal quality

e PublicIP

0 10s [l costoud Syt i

I Ty

GPRS Info

0 Syseniio

Mobile Network Operat

B Spenig Mobik Network Type Mobik Phone Number ~ Mobile datatraffic  Signal qualty PubicIP

or

NoGPRS Senvice o GPRS Senvice 0 0Byes Not Connected(0) 0000

il Daaloger

B coy

B Setins
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80. System Log

Get system information form system log page:
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0 105l | ottt Syt o

Ty

System|og

Start Download

0 Syseniio

=3

@ GPRSnio
' Mar 25 7433 adam3600 user noie sysmon:faed dog

il Daa looger M 28073335 adam3600 user nolce sysmon. fed dog

M 280732 3 adam3600 user nolce sysmon. feed dog

§ Cong

M 2807313 adama0use o sysmon e dog
B Setigs .

M 2807303 adama0use o sysmon e dog
M 2807 29.3 adama00use o sysmon e dog
M 2807283 adama0use o sysmon feed dog
M 2807273 adama0use o sysmon. feed dog
M 2807263 adama00use o sysmon feed dog
M 2807253 adama0use o sysmon feed dog
M 2807 24.3 adama0use oce sysmon e dog
M 2807253 adama00use oce sysmon e dog
M 2807223 adama0use o sysmon e dog

M 28072135 adam3600 user nolce sysmon. feed dog

M 28072035 adam3600 user nolce sysmon: feed dog
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81. Data Logger

Users can view historical data stored on the device online. First, the user needs to
configure the data logger in the project interface.
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Project Configuration «

2% dem
S SH D

i 0 Dt o [

; - Data Logger

- P Logge

7@ Senie

= gt
& e et
¥ Bty
) TreycSetig
ot

‘ \ Prject Confgurtion

Orlne Device

After downloading to the device, you can find the "System Information" - "Data Logger"

1 Periodic Logger(SAC Device) | ) Tre Sync ettg(SAC Device

J Aol X Dicard
[ Enable
Storage Path: 5D

Perds): 1
Max Daysd): 7

Ttisahout 0 WA free space needed n S0 Card to save

hetvicl dita.

K Select Tag

Taq lame
Dauble clck o edt

L
zmio I
& [ b0
TV S0I5HBLE DEVICE Boacl0
1% 4BATCH WAITE Boardl0
T4 40EVICE ERROR Boarl0
1T BordioaLd
11 bordioaLt
11 bordioAL
. T BoadioL3
110 Bordoeats
1 Boadioals
1 Bl
110 bordioaLy
119 BordioLd
179 Bordiout
119 Bordiogn
119 Bordion3
119 Bordiois

14 o015
1o i

page on the online page, where you can view the stored data.
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The query properties are as follows:

|5

& 108ts Il oustboas  Sytemi N

[ JF

Data logger

0 Spsenino

B Spseniy Query Fiter

@ GPRSInio

0 TinekDate

§ Conig H
Relol Dak Type o

b mage Uptae ey o

B Selings

Select the tag name.

Select the start time of the data logger.

Select the end time of the data logger.

Select the statistical time of the query, you can choose: minute / hour / day / full data.

Click the Query button.

vk W

Users can view data in the following three ways.

1. Data chart:
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Chart

Requests

2. Data table:
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Table

Index Timestamp Last Value Min Value Max Value Avg Value Quality Partial
1 2020-08-19T07:07:00(FC) 17,6663 176180 176824 176497 0
2 2020-08-19T07:08:00 (FC) 18.1861 17.7789 16.29M1 17912 1
3 2020-08-19T07:09:00 (FC) 184732 181732 16.3261 181938 0
4 2020-08-19T07:10:00 (FC) 18.2327 16.1667 16.3389 16.2067 0
3 2020-08-19T07:11:00 (PC) 18.2456 16.2263 16.3920 18.2655 0
6 2020-08-19T07:1200(FC) 18.2536 16.2343 16.3937 18261 0
I 2020-08-19T07:13:00 (FC) 18.2408 16.2408 16.3808 182523 0
8 2020-08-19T07:14:00 (FC) 18.2520 18.2392 16.3937 16.26683 0
9 2020-08-19T07:15:00 (FC) 18.3985 16.2436 16.395 18.2703 0
10 2020-08-19T07:16:00 (FC) 18.2404 16.2304 16.395 182630 0

)
~—

3. Export to an Excel document and download. Users can download documents in
browsers, which is not supported in Studio for the time being.
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Export

LIRSS I n - o BT Y ol B e T

File Name

testlsy

Download

C

b B
|id llast min max

1100, 0000 100, 0000 100
2 100, 0000 100, 0000 100
2 100, 0000 100, 0000 100
4 100, 0000 100, 0000 100
£ 100, 0000 100, 0000 100

. 0000
. 0oon
. 0000
. 0000
. 0000

avg
100, 0000
100, 0000
100, 0000
100, 0000
100, 0000
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82. Time & Date

Get or set system time zone and date

0 10sts

[/IE

0 Sysemih

& Conig

Reboot

b Image Updae

B Setings

Il oastooard | cony

Time & Date

Curent Device Time
*Timezone (GMT+08:00) Beijing, Chongging, Hong Kong, Urumgi

*Caliorate 2020-08-19 16:3207
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83. Reboot

Reboot system from online.

& Configuration

Time & Date Image Update

Reboot

SystemReboot  Reboot
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84. Image Update

"Image Information" tab displays both system and software version information of the
current device, meanwhile allows users to update firmware and software online.

v 108 Il oastocere : contg
[/

[mage Update

0 Syeminio

f Corig

Please choose fle
0 TimedDae
ool

Rehoot

System Version o

B Setings

App Name Device Version Image Version Description
MLO

U-Dootimg -Boot 2013.07 for adva3ax boar

Uimage Linuy-4 3.69-q9ceddcTtae

ramdisk gz

am33ae-adamas00 dio

System Volume Informaton
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84.1Information Display

System version information of the current device is shown as below:

System Version Info

App Name Device Version Image Version
MLO

U-poot.img U-Boot 2015.07 for adva3ax boar

ulmage Linux-4.9.69-9ced3cT1ae

ramdisk gz

am3aox-adam3600.dib

System Volume Information

ADAM-3600-mcu.bin 0 rev 01010134
ADAM-3600-Al-zio.bin 0rev 01010130
ICDMANAGER-icdm.bin 01010148

App & Lib version information of the current device is shown as below:
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App & Lib Version Info

App Name Device Version Image Version
ActiveConnection 2.7.0ev beeaed1bb
AdvAgenthain 2.7.0rev beeaed1bb
AdvBurninTest 2.7.0rev beeaed1bb
AdvProgramhgr 2.7.0ev beeaed1bb
AdvSystemSetting 2.7.0rev beeaed1bb
AdvSystemTag 2.7.0ev beeaed1bb
AdvUDBackup 2.7.0rev beeaed1bb
AdvUserTag 2.7.0ev beeaed1bb
AdvVersion 2.7.0ev beeaed1bb
AdvWirelessCheckd 2.7.0rev beeaed1bb
AutoDialupdG 2.7.0rev beeaed1bb
BacnetDaemon 2.7.0ev beeaed1bb
CalcTag 2.7.0rev beeaed1bb
DNP3Daemon 2.7.0rev beeaed1bb

84.2Ilmage Update

Note! This operation is only available when users have logged in the studio.
1. Click "Load File" button to select the bin package to be updated.
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2. Click "Upload" button to upload the file.

System Version Info

App Name Device Version Image Version D¢
MLO

U-poot.img U-Boot 2015.07 for adva3ax boar

ulmage Linux-4.9.69-9ced3cT1ae

ramdisk gz

am3aox-adam3600.dib

System Volume Information

ADAM-3600-mcu.bin 0 rev 01010134
ADAM-3600-Al-zio.bin 0rev 01010130
ICDMANAGER-icdm.bin 01010148

3. The upload process will take about a few minutes.

ADAMG00 EdgeLk 270 Apha 20081315 cevelp 1) i

Update Image

Restoe factory defautseting

4. After the file has been successfully uploaded, click "Update" button. Then, the
version of each file included in the package will be displayed.
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App & Lib Version Info

App Name Device Version Image Version
ActiveConnection 2.7.0ev beeaed1bb
AdvAgenthain 2.7.0rev beeaed1bb
AdvBurninTest 2.7.0rev beeaed1bb
AdvProgramhgr 2.7.0ev beeaed1bb
AdvSystemSetting 2.7.0rev beeaed1bb
AdvSystemTag 2.7.0ev beeaed1bb
AdvUDBackup 2.7.0rev beeaed1bb
AdvUserTag 2.7.01ev beeae91bb
AdvVersion 2.7.0ev beeaed1bb
AdvWirelessCheckd 2.7.0rev beeaed1bb
AutoDialupdG 2.7.0rev beeaed1bb
BacnetDaemon 2.7.0ev beeaed1bb
CalcTag 2.7.0rev beeaed1bb
DNP3Daemon 2.7.0rev beeaed1bb

5. Click "Update" button to start Image updating. The update process is shown as
below:

318



Update Image

Reconnecting device

6. After the update, EdgeLink will restart. Then, "EdgeLink boot successful"
message will pop up to indicate a successful reboot.
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Update Completed

0 Device update is complete, please log in again

Relogin
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85. iCDManager

iCDManager is a communication monitoring unit which can diagnose both LAN port and
serial port. For LAN port, iCDManager will acquire the network status information output by
the network card to test its current status; for serial port, iCDManager will acquire the
communication signals on physical layer of the serial port to obtain the related information,
including its active status and the response time of the data package on serial port.
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85.1 Main Interface of iCDManager

Advantech TagLink Studio

[
e onine | Hep

Qg =
Add  Search Clear  Password

Device Device Device  Setting

Onling i

[# icDManager(104test) x

Onling Device «

93‘ Online Device
- 1M 17221 67.144

: L
& Online Monitor

iICDManager

N Serial Port Diagnose H LAN Port Diagnose

[# iCDManager | In.. COM Mode

& IP Seting Vg Com Fuly Ty/Rx
T ModifyPassword | ¥ COMZ Full Ty/Rx
0 Delete W co Ful Ty/Rx

Communication Status

I Poar
I Poar
I Poar 0

As shown in the figure above, right-click on the device name go to "ICDManager" page.

1. Click "Online" button.

2. Select a device.
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3. Right-click on the device name to open "iCDManager" page.

4. Click "Serial Port Diagnose" button to view the communication status of the
serial port. The interface is shown as the above when it is opened for the first
time.

5. Click "LAN Port Diagnose" button to view the communication status of the LAN
port. Please refer to "Network Monitoring" for its interface.

6. Display the name of the serial port. Double-click it to pop up the parameter
configuration window (refer to "Parameter Configurations of Serial Port").

7. Show the monitoring mode (refer to "Parameter Configurations of Serial Port").

8. Show the communication status: "Poor", "Good" and "Excellent" (refer to
"Monitoring Status Tips").

85.2 Parameter Configurations of Serial Port

The time unit here is ms by default.

85.2.1.1 Full tx/rx

The parameters are described as follows:

wan COM Evaluation Configure—COM1 x
Mode: |Full TX/RX ‘ -

Rx time span(normal): 1000 ¢

Rx time span(max): 10000 0

Tx tirne span{normal): | 1000 o

Tx time span(rmax): 10000 °

oln Use: b/ oK Cancel |

1. Here the monitoring mode is set to "Full tx/rx" which means full function
monitoring mode.
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2. The minimum time span for receiving line to monitor the signal level variation. If
the actual time span is less than it, the monitoring result will be excellent.

3. The maximum time span for receiving line to monitor the signal level variation. If
the actual time span is greater than it, the monitoring result will be poor.

4. The minimum time span for transmitting line to monitor the signal level variation.
If the actual time span is less than it, the monitoring result will be excellent.

5. The maximum time span for transmitting line to monitor the signal level variation.

If the actual time span is greater than it, the monitoring result will be poor.

6. Choose whether to display the information of this port.

85.2.1.2 Half tx/rx

wan COM Evaluation Configure—COM3 x

Mode: Hiaf TXIRX. G~
Tx time span(max): |1000 o

Rx time span: |100 0

Rx time span(max): 1000 «

o In Use: W oK Cancel

1. Here the monitoring mode is set to "Half tx/rx" which means heartbeat monitoring

mode.

2. The maximum time span for transmitting line to monitor the signal level variation.
If the actual time span is greater than it, the monitoring result will be poor; if the
actual time span is less than it, the heartbeat packet is sent normally and the

response time will be monitored.

3. The minimum time span for receiving line to monitor the signal level variation. If
the difference between the transmitting time and the receiving time is less than it,

the monitoring result will be excellent.
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4. The maximum time span for receiving line to monitor the signal level variation. If
the difference between the transmitting time and the receiving time is greater
than it, the monitoring result will be poor.

5. Choose whether to display the information of this port.

85.2.1.3 Tx Only

wan COM Evaluation Configure—COM3 x

Mode: :Tx Only Q 1
Tx time span(normal): 100 Q
Tx time span(max): |1000 o

°In Use: b/l oK Cancel

1. Here the monitoring mode is set to "Tx Only" which means only transmitting

signals will be monitored.

2. The minimum time span for transmitting line to monitor the signal level variation.
If the actual time span is less than it, the monitoring result will be excellent.

3. The minimum time span for receiving line to monitor the signal level variation. If
the actual time span is less than it, the monitoring result will be poor.

4. Choose whether to display the information of this port.
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85.2.1.4 Rx Only

wan COM Evaluation Configure—COM3 x

Mode: RX Only ﬁ P

Rx time span(normal): 100 o
Rx time span(max): 1000 o

o In Use: W/ oK Cancel

1. Here the monitoring mode is set to "Rx Only" which means only receiving signals

will be monitored.

2. The minimum time span for receiving line to monitor the signal level variation. If
the actual time span is less than it, the monitoring result will be poor.

3. The maximum time span for receiving line to monitor the signal level variation. If
the actual time span is greater than it, the monitoring result will be poor.

4. Choose whether to display the information of this port.
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85.3 Monitoring Status Tips

ien Disturbance

=

Result Tips

1.Device Sending Error
2.5erial Device Receiving Error

D

Action Tips

1.Please Check Device Sending Status
2.Please Check Serial Device Receiving Status

1. Result tips.

2. Action tips.
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85.4Network Monitoring

iCDManager Serial Port Diagnose H LAN Port Diagnose
In... LAN Connection Status Communication Status

e LANlo B connected o PR excelent o
W LAN2 B Disconnected

1. Network name.

2. Network connection status.

3. Network communication status.
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86. Overview

Libextext built-in multiple macro function that is used to the system time or tag value are
formatted output, the user can use the macro function to prepare the required text template.
This module can be used to output mail and short message content in event management,

or for other applications that require forwarding text data, such as MQTT or HTTP

forwarding.

86.1 Overview of macro functions

. instruction optional
function parameter
s parameter
output local fmt:formattin
$localtime(fmt) ) %F,%T,%H, ......
time g
output GMT = fmt:formattin
$gmttime(fmt) ) %F,%T,%H, ......
time g
output the fmt:formattin
$ctime(fmt) ) S,ms,sms
time stamp g
tag_name:ta
output tag g hame
$taglLocalTime(tag_name, fmt) . . %F,%T,%H, ......
local time fmt:formattin
g
tag_name:ta
output tag g nhame
$tagGmtTime (tag_name,fmt) . . %F,%T,%H, ......
GMT time fmt:formattin
g
tag_name:ta
output tag g nhame
$tagCTime(tag_name, fmt) . . S,ms,sms
time stamp fmt:formattin
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$tagName(tag_name)

$tagValue(tag_name, fmt)

$tagQuality(tag_name)

$tagValueDescriptor(tag_name

)

output tag
name

output tag
value

output tag
quality

output tag
description
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tag_name:ta
g name
fmt:formattin

g

tag_name:ta
g name

tag_name:ta
g name

%

o

A1f,%.2If,%.3If, %



Macro function is introduced in detail

86.2 System time function

$localtime(fmt), $gmttime(fmt) and sctime(fmt) The three macro function is used to the
current system time formatted as text, its output format by fmt parameter specifies, supports
the following parameters format.

parameter instructions formatting
%a Short for day of the week wed
%A The day of the week in full Wednesday
%b Short for month Nov
%B The full name of the month November
. . Wed Nov 11
%cC Standard date time string
13:59:53 2020

%C The first two digits of the year 20
%d The day of the month in decimal notation 20
%D Month/day/year 11/11/20

In the two-character field,
%e , _ , 20

The day of the month in decimal notation
%F Year - Month - Date 2020-11-11

The last two digits of the year,
%g 20

Use a week-based year
%G Year, using a year based on the week 2020
%h The abbreviated name of the month Nov
%H Twenty-four hours 14
%l Twelve hours 02
Y%j The day of the year in decimal notation 316
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%m
%M
%n
%p
Yor
%R
%S
%t
%T

%u

%U

%V

%W
%W
%X
%X
%y
%Y
%z
%Z

%%

A month in decimal notation

The number of minutes in the ten hour system
New line character

Local AM or PM equivalent display

For 12 hours

Displays hours and minutes: hh:mm

The number of seconds in decimal

Horizontal tabs

Displays minutes and seconds: hh:mm:ss
The day of the week

The week of the year,
with Sunday as the first day

The week of the year,
using the week-based year

A decimal representation of the day of the week
Week of the year, Monday is the first day
Standard date string

Standard time series

A decimal year without centuries

Ten years with century section

Time zone name

An acronym for a time zone name

percent

332

11

12

AM

02:05:53 PM

14:06

39

14:05:36

5

46

47

3

45

11/11/20

14:04:07

20

2020

+0800

CST

%



86.3 $localtime(fmt): Output local time

fmt :Time output format parameter item, the default output format parameter is: %F %T
(year, month, day, hour, minute, second)
result : Output local time in format

The sample

$localtime(%F %T) : 2020-11-10 17:07:15

$localtime(%T) : 17:07:15

86.4 $gmttime(fmt): Output GMT time

fmt :Time output format parameter item, the default output format parameter is: %F %T
(year, month, day, hour, minute, second)
result: output GMT time in format

The sample:

$gmttime(%F %T):2020-11-10 ©9:07:15

$gmttime(%F):2020-11-10

86.5%ctime(fmt): output the time stamp

fmt: Time output format parameter item, default output format parameter is sms (seconds
and ms)
result: Output the timestamp by format

The sample:

$ctime(s):1604999235
$ctime(ms):291

$ctime(sms):1604999235291
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86.6 The Tag function

86.7 $tagName(tag_name): Output tag name

tag_name: tag name
result: Output the tag name

The sample:

$tagName(tag_2):tag 2
86.8 $tagValue(tag_name, fmt): Output tag value

tag_name: tag name
fmt: Preserve valid bit parameters, default to 2 decimal digits (%.2If)
separator: Parameters are separated by a comma (,)
result: Output the tag value. Failure returns :0

The sample:

$tagValue(tag _8,%.31f):7.000
$tagValue(tag 9,%.91f):8.000000
$tagValue(tag _10,%.g):9

$tagValue(tag_,%.21f):0.00

86.9 $tagQuality(tag_name): output tag quality

tag_name: tag name
result: Output the tag quality. Fail to return :8080

The sample:

$tagQuality(tag 2):0

$tagQuality(tag ):8080
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86.10 $tagValueDescriptor(tag_name): output tag description

tag_name: tag name
result: Output the tag description. Failure returns :0.00

The sample:

$tagValueDescriptor(test:D1): 111

$tagValueDescriptor(tag_): 0.00

86.11 $taglLocalTime(tag_name,fmt) : output tag local time

tag_name: tag name

fmt: Time output format parameter item, default output format %F %T(year, month, day,
hour, minute, second)

separator: 1he arguments are separated by a comma (,)

result: Output the tag time according to the format,Failed to output:1970-01-01 08:00:00

The sample:

$taglLocalTime(tag_9,%F %T):2020-11-10 17:07:16
$taglocalTime(tag_9,%F):2020-11-10

$taglLocalTime(tag_,%F): 1970-01-01 ©8:00:00

86.12 $tagGmtTime (tag name, fmt) : output tag GMT time

tag_name: tag name

fmt: Time output format parameter item, default output format %F %T(year, month, day,
hour, minute, second)

separator: 1he arguments are separated by a comma (,)

result: Output the tag time according to the format,Failed to output:1970-01-01 08:00:00

The sample:

$tagGmtTime(tag 9,%F %T):2020-11-10 09:07:16
$tagGmtTime(tag 9,%T):09:07:16

$tagGmtTime(tag_,%T): 1970-01-01 0©0:00:00
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86.13 $tagCTime(tag_name, fmt): Output tag time stamp

tag_name: tag name
fmt: Time stamp output format parameter item, default time format sms (seconds and ms)
separator: 1he arguments are separated by a comma (,)
result: Output the tag stamp according to the format,Failed to output:0

the sample:

$tagCTime(tag_9,s):1604999236
$tagCTime(tag_9,ms):211
$tagCTime(tag_9,sms):1604999236211
$tagCTime(tag_,s):0
$tagCTime(tag_,sms):000

$tagCTime(tag_,sms) :0000

86.14 Multi-tag custom template function

$MulTagBegin(tag 1,tag 2...), template and $MulTagEnd(separator) are composed of three parts,
corresponding to the beginning part, template part and end part respectively. Only when the
input text successfully matches the beginning part and end part, can the template output
defined by multiple tags be realized.

86.15 $MulTagBegin(tags) template $MulTagEnd(separator)

tags:Add tag name with a comma (,) as the tag divider
the sample: $MulTagBegin(tag 1,tag 2,...... )

template:Templates to be output for each tag. Templates are user-defined
the sample: {"tagname ":$tagname (@)}, the @ character in the template will be replaced
by the tag name

separator: Template delimiter
the sample:$MultagEnd (,), with the comma (,) as the delimiter between the tag template

Multi-tag custom template example:
input:
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$MulTagBegin(tag_8,tag _2,tag 5)

{

$$gmttime(%F %T):$gmttime(%F %T),
$$tagName (@) : $tagName (@)

}
$MulTagEnd(, )

output:

{

$gmttime(%F %T):2020-11-10 12:13:28,
$tagName (@) :tag_8

}

3

{

$gmttime(%F %T):2020-11-10 12:13:28,
$tagName(@):tag_2

}

3

{

$gmttime(%F %T):2020-11-10 12:13:28,
$tagName(@):tag_5

}
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